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Preface

This book is for persons who operate, program, or
maintain systems using 0S/VS1. This publication is
a part of the 0S/vS Message Library and contains in
alphameric order all 0S/vS1 messages with these
preﬁxes: HHL, HMA, HMB, HMD, ICF, ICT, ICU, IDA,
IDC, IEA, 1EC, IEE, IEF, IEL IFA, IFB, IFC, IFD, IGF, IHB,

related to components in this book appear on the
first page of each section, entitled Associated Publi-
cations.

Introduction to Virtual Storage in System/370,
GR20-4260.

Vocabulary for Data Processing, Telecommunica-

1HJ, IHK, IMC, ISDA and IST.
The messages, where appropriate, consist of:

tions, and Office Systems, GC20-1699.
0S/VSI Debugging Guide, GC24-5093.
0S/VS1 Planning and Use Guide, GC24-5090.
0S8/VS1 Storage Estimates, GC24-5094.
Operator’s Library: OS/VSI1 Reference,

e an expanded explanation of the message text,
» the action the system has undertaken,
¢ the response required of the operator and/or

programmer, and 29%\3%’01 o 370 and 4300 P Bibli h
¢ for incidents unrelated to normal operating G Czo_g‘gg;n/ an rocessors BIGHOgraphy,

conditions, a problem determination action to

obtain all necessary diagnostic information. OS/VSI Master Index, GC24-5104

0S/VS1 Master Index of Logic, GY24-5164.

OS/VS Virtual Storage Access Method (VSAM)
Programmer’s Guide, GC28-3838.

OS/VSI Access Method Services, GC26-3840.

0S/VSI1 Data Management Macro Instructions,
GC26-3872.

Problem determination instructions are in
Tables I and II in the Appendix.

Related Publications

In addition to the following list, other publications

Eleventh Edition (June 1982)

This edition, GC38-1001-10, including Technical Newsletter GN24-5744, applies to Release 7
of OS/VS1, subsequent releases of OS/VS1, and to those items listed on page 3. Changes are
periodically made to the information contained herein; before using this publication in
connection with the operation of 1BM systems, consult the 1BM System/370 and 4300 Proc-
essors Bibliography, GC20-0001, for the editions that are applicable and current.

1t is possible that this material may contain reference to, or information about, IBM products
(machines and programs), programming, or services that are not announced in your country.
Such references or information must not be construed to mean that IBM intends to announce
such products, programming, or services in your country.

This edition, GC38-1001-10, is a major revision of, and supersedes, GC38-1001-9 and Techni-
cal Newsletters GN24-5671, GN24-5680, and GN24-5682. This edition also includes messages
produced by the OS/VS1 Service Aids and Online Test Executive programs, which were in a
separate publication, OS/VS1 Message Library: Service Aids and OLTEP Messages, GC23-
0005, no longer published. Changes or additions to the text and illustrations are indicated by a
vertical line to the left of the change.

Summary of Amendments

For a detailed list of changes, see page 3.

Publications are not stocked at the address given below; requests for IBM publications should
be made to your IBM representative or to the IBM branch office serving your locality.

This publication was produced by IBM Corporation, Programming Publications, Department

G60, P. O. Box 6, Endicott, NY, U.S.A. 13760.

© Copyright International Business Machines Corporation 1972, 1973, 1974, 1975, 1976,
1977, 1978, 1979, 1980, 1981, 1982, 1983



Systems

GC38-1001-10
File No. S370-40

OS/VS Message Library:
VS1 System Messages

Release 7



Preface

This book is for persons who operate, program, or
maintain systems using 0S/vs1. This publication is
a part of the 0S/Vs Message Library and contains in
alphameric order all 08/vS1 messages with these
prefixes: HHL, HMA, HMB, HMD, ICF, ICT, ICU, IDA,
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Problem determination instructions are in
Tables I and II in the Appendix.

Related Publications

In addition to the following list, other publications

Eleventh Edition (June 1982)

related to components in this book appear on the
first page of each section, entitled Associated Publi-
cations.

Introduction to Virtual Storage in System/370,
GR20-4260.

Vocabulary for Data Processing, Telecommunica-
tions, and Office Systems, GC20-1699.

0S/VS1 Debugging Guide, GC24-5093.

0S/VS1 Planning and Use Guide, GC24-5090.
0S/VS1 Storage Estimates, GC24-5094.

Operator’s Library: OS/VSI Reference,
GC38-0110.

IBM System/370 and 4300 Processors Bibliography,
GC20-0001.

0S/VS1 Master Index, GC24-5104

0S/VS1 Master Index of Logic, GY24-5164.

0S8/ VS Virtual Storage Access Method (VSAM)
Programmer’s Guide, GC28-3838.

OS/VS1 Access Method Services, GC26-3840.

0S/VS1 Data Management Macro Instructions,
GC26-3872. '

This edition, GC38-1001-10, applies to Release 7 of OS/VS|, subsequent releases of OS/VS1,
and to those items listed on page 3. Changes are periodically made to the information con-
tained herein; before using this publication in connection with the operation of IBM systems,
consult the IBM System/370 and 4300 Processors Bibliography, GC20-0001, for the editions

that are applicable and current.

It is possible that this material may contain reference to, or information about, IBM products
(machines and programs), programming, or services that are not announced in your country.
Such references or information must not be construed to mean that IBM intends to announce

such products, programming, or services in your country.

This edition, GC38-1001-10, is a major revision of, and supersedes, GC38-1001-9 and Techni-
cal Newsletters GN24-5671, GN24-5680, and GN24-5682. This edition also includes messages
produced by the OS/VS1 Service Aids and Online Test Executive programs, which were in a
separate publication, OS/VSI Message Library: Service Aids and OLTEP Messages, GC23-
0005, no longer published. Changes or additions to the text and illustrations are indicated by a

vertical line to the left of the change.

Summary of Amendments
For a detailed list of changes, see page 3.

Publications are not stocked at the address given below; requests for IBM publications should
be made to your IBM repre§emative or to the IBM branch office serving your locality.

This publication was produced by IBM Corporation, Programming Publications, Department

G60, P. O. Box 6, Endicott, NY, U.S.A. 13760.

© Copyright International Business Machines Corporation 1972, 1973, 1974, 1975, 1976, 1977, 1978, 1979, 1980, 1981, 1982



Summary of Amendments
for GC38-1001-10
as Updated by GN24-5744

This Technical Newsletter documents the support for Re-
lease 4 of OS/VS|1 Basic Programming Extensions, program
number 5662-257.

Miscellaneous additions, improvements, and corrections also
appear throughout this manual.

Summary of Amendments
for GC38-1001-10
VS1 Release 7

In addition to those items supported in previous editions,
this major revision supports Release 7 of OS/VS1 (5741-
VSI).

This edition also documents the support for Release 3 of

0OS/VSI1 Basic Programming Extensions, program number
5662-257.

Miscellaneous additions, improvements, and corrections
also appear throughout this manual.

TNL GN24-5744 (08 Dec 83) to GC38-1001-10

Summary of Amendments
for OS/VS Message Library:
VS1 System Messages

Summary of Amendments
for GC38-1001-9
as Updated by GN24-5682

This Technical Newsletter documents the support for Re-
lease 2 of OS/VS1 Basic Programming Extensions, program
number 5662-257.

Miscellaneous additions, improvements, and corrections
also appear throughout this manual.

Summary of Amendments
for GC38-1001-9
as Updated by GN24-5680

This Technical Newsletter documents the support for Re-
lease 1 of OS/VSI1 Basic Programming Extensions, program
number 5662-257.

Miscellaneous additions, improvements, and corrections
also appear throughout this manual.

Summary of Amendments 3
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Summary of Amendments
for GC38-1001-10
VS1 Release 7

In addition to those items supported in previous editions,
this major revision supports Release 7 of OS/VS1 (5741-
VSl1).

This edition also documents the support for Release 3 of

0OS/VS1 Basic Programming Extensions, program number
5662-257.

Miscellaneous additions, improvements, and corrections
also appear throughout this manual.

Summary of Amendments
for GC38-1001-9
as Updated by GIN24-5682

This Technical Newsletter documents the support for Re-
lease 2 of OS/VS1 Basic Programming Extensions, program
number 5662-257.

Miscellaneous additions, improvements, and corrections
also appear throughout this manual.

Summary of Amendments
for GC38-1001-9

as Updated by GN24-5680

This Technical Newsletter documents the support for Re-
lease 1 of OS/VS1 Basic Programming Extensions, program
number 5662-257.

Miscellaneous additions, improvements, and corrections
also appear throughout this manual.

Summary of Amendments
for GC38-1001-9
as Updated by GN24-5671

This Technical Newsletter provides the documentation for
the 3800 RAS enhancements.

Summary of Amendments
for GC38-1001-9
VS1 Release 7

In addition to those items supported in previous editions,

Summary of Amendments
for OS/VS Message Library:
VS1 System Messages

this major revision supports Release 7 of OS/VS1 (5741-
VS1).

This edition also includes messages produced by the
OS/VS1 Service Aids programs (HHLGTF, HMASPZAP,
HMBLIST, HMDPRDMP, HMDSADMP, IMCJOBQD,
and IMCOSJQD) and by the Online Test Executive pro-
grams (OLTEP), IFCDIP00, ISDASDAO, and OLTEP
(IFD), which were in a separate publication OS/VSI Mes-
sage Library: Service Aids and OLTEP Messages (GC23-
0005), no longer published.

Miscellaneous additions, improvements, and corrections
also appear throughout this manual.

Summary of Amendments
for GC38-1001-8

as Updated by GN24-5635

This Technical Newsletter provides support for Mass Stor-
age System Extensions (Program Number 5740-XYG).

Summary of Amendments
for GC38-1001-8

as Updated by GN24-5608

This Technical Newsletter supports Release 6.7 of OS/VS1.
It also includes miscellaneous additions, improvements, and
corrections.

Summary of Amendments
for GC38-1001-8
SU21and SU 25

In addition to those items supported in previous editions,
this major revision supports Release 6 of OS/VS1 and the
following selectable units:

e SU 21 (5741-621), Programmed Cryptographic Facili-
ty (Program Number 5740-XY5)

e SU 25 (5741-625), Access Method Services Crypto-
graphic Option (Program Number 5740-AMS)

Miscellaneous additions, improvements, and corrections
also appear throughout this manual.

Summary of Amendments 3
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The 0s/vs Message Library is designed so that you
can have the messages and codes documentation
that fits your specific needs without having to
maintain an enormous manual. Depending on your
requirements, you can select publications to build a
customized Message Library. (See Customizing
Your OS/VSI Message Library.)

As a convenience, a V'SI Message Directory is
provided in this publication to help you locate mes-
sage prefixes more readily. The directory lists the
prefixes in alphabetic order. It also identifies the
component name of each message prefix, and the
publication title and order number in which the
messages are documented.

If your installation supports an 0S/VS1 system,
your customized Message Library requires a copy
of VS1 System Messages. This publication docu-
ments 0S/VS1 messages for these components and
their three-lettered component identifiers:

e Generalized Trace Facility HHL

e Service Aids Messages

HMAPIPLE HMA
HMASPZAP HMA
HMBLIST HMB
HMDPRDMP HMB
HMDSADMP HMD

* Power warning feature (PWF) ICF

e Programmed Cryptographic Facility ICT

¢ Cryptographic Unit Support ICU

e Virtual Storage Access Method (VSAM) IDA
e Access Method Services IDC

e Supervisor IEA

* Data management IEC

e Master scheduler IEE

* Job scheduler IEF

e System generation IEI

* System Management Facilities (SMF) dump program IFA
¢ Environment recording IFB

e IFCDIPQO IFC

e Online Test Executive IFD

e Machine check handler (MCH) and dynamic device re-
configuration (DDR) IGF

e Supervisor, data management, and scheduler assembler
macro expansion IHB

e Checkpoint/restart IHJ

¢ Conversational remote job entry (CRJE) IHK

e IMCJOBQD and IMCOSJQD IMC

e ISDASDAO ISDA

e Virtual Telecommunications Access Method (VTAM) IST

Additional information appears at the beginning
of each of the component modules of this publica-
tion.

Messages are detailed as fully as possible to per-
mit you, the user, to understand a condition or to

Introduction

take necessary action for successful completion of
your work. Information for each message presents
appropriately:

¢ Explanation: what the message means, why it
appears, what caused it, what its variable en-
try fields are.

e System action: what is happening as a result
of the condition causing the message, whether
the system is waiting for responses.

e Operator and/or programmer response: if a
response is necessary, who performs it, what
the pertinent responses are and their effect on
the system or program.

e Problem determination: if the problem recurs
or is persistent to the point that system effi-
ciency suffers, what actions can be performed
to obtain adequate data for trained hardware
or programming support personnel to diag-
nose the problem.

The last item, problem determination, refers
frequently to tabular listings of problem determina-
tion actions, located in the Appendix. These com-
mon action tables do not teach diagnostic techni-
ques, but instruct the operator or programmer
about what to do when problems recur. The prob-
lem determination actions are aids to identify hard-
ware or programming problems and to ensure that
qualified support personnel will have the essential
programming information available to diagnose
and correct the difficulty.

Every message has a prefix to differentiate sys-
tem from user messages, and action from nonaction
messages. This manual does not document these
prefixes in the individual message texts. The prefix-
es (*, @, b, b+) and their meanings are:

e *message - System action message indicates
that the operator is to take immediate action.

e (@message - User action message indicates
that the operator is to take immediate action.

¢ bmessage - System message; no operator ac-
tion is required.
e bH+message - User message; no operator action
is required.
A glossary of 08/vSs1 terms is provided.
The vs1 System Messages does not attempt to
teach computer operations or programming; it as-
sumes operators and programmers are experienced

or trained in their functions. Refer to the “Preface”
or the table located on page 1 of each component

Introduction INT -1



module for associated publications if you feel the

need for more background information to use
book effectively.

this

Customizing Your OS/VS1 Message Library

Select the VS1 publications that you require.

HHL, HMA, HMB, HMD, ICF, ICT, ICU, IDA, IDC,

VS1 System Messages GC38-1001 IEA, 1IEC, IEE, IEF, IEL IFA, IFB, IFC, IFD, IGF, IHB,
IHJ, IHK, IMC, ISDA, IST messages.

VS1 System Codes GC38-1003 All VS1 completion and wait state codes.

VS1 Routing ané Descriptor Codes GC38-1101 All VS1 routing and descriptor codes.

VS1 RES RTAM and Account Messages GC38-1010 IFS and IKJ messages.

VS1 TCAM Level 10 Messages GC30-3044 IED messages.

Select the shared, supplementary messages publications that fit the needs of your installation.

Mass Storage System Messages GC38-1000 ICB, ICG messages.
Utilities Messages GC26-3919 IBC, IEB, IEH messages.
Linkage Editor and Loader Messages GC38-1007 IEW messages.
Subsystem Support Services Messages GC38-1011 BQB messages.

EREP Messages GC38-1045 IFC messages.

Select any of the other publications that fit the needs of your installation.

Emulator Publications. See IBM System/370

and 4300 Processors Bibliography, GC20-0001 Emulator messages.
IBM 3790 Communication System Messages GA27-2789 BQI messages.
Problem Determination Aids and Messages and

Codes for Graphic Programming Services (GPS) GC27-6974 IFF messages.
and Graphic Subroutine Package (GSP)

DOS/VS and OS/VS TOLTEP for VTAM GC28-0663 ITA messages.
OS/VS System Modification Program (SMP) GC28-0673 HMA messages.
System Programmer’s Guide

OS/VS - VM/370 Assembler Programmer’s GC33-4021 IFO messages
Guide '
VS2 TSO Terminal Messages Directory SY28-0654 IKJ messages.
IBM 3600 Finance Communication System: Host BOK

Service Programs Reference GC27-0005 QK messages.
IBM 3600 Finance Communication System: BOK
Instructions and Macro Reference GC27-0003 QK messages.
OS/VS and DOS/VS Analysis Program-1 (AP-1)

User’s Guide G(C26-3855 IAP messages.
Device Support Facilities GC35-0033 ICK messages.

Lguides.

If your installation uses a particular compiler or application program, you may want to append the
program’s messages to your message library. These messages are in the associated programmer’s reference

INT -2 VS1 System Messages




VS1 Message Directory - Part 1

Prefix |Component Publication Title Order Number
BQB Subsystem Support Services Subsystem Support Services Messages GC38-1011
BQl 3790 Communication IBM 3790 Communication System Messages GA27-2789

IBM 3600 Finance Communication System:
BQK |3600 Finance Communication Host Service Programs Reference ggg;:gggg
Instructions and Macro Reference

HHL Generalized Trace Facility VS1 System Messages GC38-1001
HMA |HMAPTFLE and HMASPZAP VS1 System Messages GC38-1001
S e o 10" SMP) | acze-067a
HMB |HMBLIST VS1 System Messages GC38-1001
HMD |HMDPRDMP and HMDSADMP VS1 System Messages GC38-1001
IAP | Analysis Program-1 A U iy Analysis Program-1 GC26-3855
IBC Independent Utility Utilities Messages GC26-3919
ICB Mass Storage System Communicator Mass Storage System (MSS) Messages GC38-1000
ICF Power Warning Feature \ég}\?és;zue?w:rangiﬁz Feature (PWF) Support gggg:&ggé
ICG Mass Storage System Control Table Create |Mass Storage System (MSS) Messages GC38-1000
ICK Device Support Facilities Device Support Facilities GC35-0033
ICT Programmed Cryptographic Facility VS1 System Messages GC38-1001
ICU Cryptographic Unit Support VS1 System Messages GC38-1001
IDA VSAM Macro Expansion VS1 System Messages GC38-1001
1DC Access Method Services VS1 System Messages GC38-1001
IEA Supervisor VS1 System Messages GC38-1001
IEB Data Set Utility Utilities Messages GC26-3919
IEC Data Management VS1 System Messages GC38-1001
IED Telecommunications Access Method VS1 TCAM Level 10 Messages GC30-3044
|IEE Master Scheduler VS1 System Messages GC38-1001
IEF Job Scheduler VS1 System Messages GC38-1001
IEH System Utility ‘Utilities Messages GC26-3919
[3] System Generation VS1 System Messages GC38-1001
IEW Loader and Linkage Editor Linkage Editor and Loader Messages GC38-1007
IFA SMF Dump Program VS1 System Messages GC38-1001
IFB Environment Recording VS1 System Messages GC38-1001
IFC IFCDIPOO VS1 System Messages GC38-1001
IFC ICFEREPOQ and IFCEREP1 EREP Messages GC38-1045
IFD Online Test Executive VS1 System Messages GC38-1001
IFF Graphic Programming Services :rr‘zbézrgeljseftg:rgiggt?: dAéqssPand Messages GC27-6974
IFO  |Assembler gr% VS and YM/870 Assembler GC33-4021
IFS Remote Terminal Access Method VS1 RES RTAM and Account Messages GC38-1010
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VS1 Message Directory - Part 2

Prefix |Component Publication Title Order Number
IGF Machine Check Handler and DDR VS1 System Messages GC38-1001
HB | Soheduler Assembler Macro Expansions | VST Svstem Messages GC38-1001
IHJ Checkpoint /Restart VS1 System Messages GC38-1001
IHK Conversational Remote Job Entry VS1 System Messages GC38-1001
IKJ Account Fagcility VS1 RES RTAM and Account Messages GC38-1010
IMC _ |IMCJOBQD and IMCOSJQD VS1 System Messages GC38-1001

ISDA |ISDASDAQO Mass Storage System (MSS) Messages GC38-1000
IST Virtual Telecommunications Access Method |VS1 System Messages GC38-1001
ITA TOLTEP DOS/VS and OS/VS TOLTEP for VTAM GC28-0663
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HHL

Generalized Trace Facility Messages (HHL)

Component Name HHL

Programs Producing Message

Generalized Trace Facility

Audience and Where Produced

For operator: on the system console.
For programmer: in the system output listings.

Message Format

HHLnnns text (in listings)
xxHHLnns text Pnn (on console)

nnn Message serial number.

text Message text.

XX Message reply identification (absent, if operator reply not required.)
s Type code:

A Action; operator must perform a specific action.

D Decision; operator must choose an alternative.

E Eventual action; operator must preform an action when he has time.
I Information; no operator action is required.

W Wait; processing stopped until action is determined and performed.

Pnn Partition which issued the message.

Associated Publications

OS/VS1 Service Aids, GC28-0665.
OS/VS1 Service Aids Logic, SY28-0635.

Problem Determination

If the problem recurs, do the problem determination action(s) to ensure that qualified
support personnel will have the essential programming information available to diagnose and
correct the difficulty. Refer to the Appendix, Tables I and II in the back of this publication
for problem determination instructions.

HHLO001A INVALID KEYWORD. RESPECIFY

PARAMETERS OR REPLY U

Explanation: A keyword specified on the START command for the
Generalized Trace Facility (GTF) is not correct.

System Action: GTF initialization will not continue until the
operator responds to this message.

Operator Response: Probable user error. Respecify all parameters,
or reply ‘U’ to request default values.

Problem Determination: Table 1, items 2, 7a, 29.

HHL002A INVALID DELIMITER. RESPECIFY
PARAMETERS OR REPLY U

Explanation: The START command parameters for the Generalized
Trace Facility (GTF) have been punctuated incorrectly.

System Action: GTF initialization will not continue until the
operator responds to this message.

Operator Response Probable user error. Respecify all parameters, or
reply ‘U’ to request default values.

Problem Determination: Table 1, items 2, 7a, 29.

HHLO003A INVALID OPERAND. RESPECIFY PARAMETERS

OR REPLY U

Explanation: An operand in the START command for the
Generalized Trace Facility (GTF) was specified incorrectly.

System Action: GTF initialization will not continue until the
operator responds to this message.

Operator Response: Probable user error. Respecify all parameters, or
reply ‘U’ to request default values.

Problem Determination: Table 1, items 2, 7a, 29.

HHL004A KEYWORD(S) REPEATED. RESPECIFY
PARAMETERS OR REPLY U

Explanation: Tn the START command for the Generalized Trace
Facility (GTF), a keyword is repeated.

System Action: GTF initialization will not continue until the
operator responds to this message.

Operator Response: Probable user error. Respecify all parameters, or
reply ‘U’ to request default values.

Problem Determination: Table I, items 2, 7a, 29.

HHL0061 GTF ACKNOWLEDGES STOP COMMAND

Explanation: The operator issued the STOP command for GTF.
System Action: GTF terminates.
Operator Response: None.

HHL0071 GTF TERMINATING ON ERROR CONDITION

Explanation: The Generalized Trace Facility is terminating because
it has detected an error conditon.

System Action: GTF terminates.
Operator Response: Restart GTF.

Problem Determination: Table I, items 2, 7a, 16, 29. Restart GTF
using the GTFSNP procedure.

HHLO0SA INCORRECT BUF VALUE. RESPECIFY

PARAMETERS OR REPLY U

Explanation: The value specified for the BUF keyword on the
START GTF command is not correct.

Generalized Trace Facility Messages HHL-1



HHL

System Action: GTF initialization will not continue until the
operator responds to the message.

Operator Response: Probable user error. Respecify all parameters, or
reply ‘U’ to request default values. The allowable value range for
the BUF keyword is 1 to 255 (decimal).

Problem Determiation: Table I, items 2, 7a, 29.

HHLO009I GTF UNABLE TO FIX NECESSARY STORAGE

Explanation: GTF attempted to issue a long-term fix on the storage
required for tracing, but the system would not allow the storage to
be fixed.

System Action: GTF initialization terminates.
Programmer Response: Restart GTF using the GTFSNP procedure.

Program Determination: Table 1, items 2, 7a, 16, 29,

HHLO010I  GTFSRV FAILURE, GTF TERMINATING

Explanation: GTF initialization did not complete for one of the
following reasons:

¢ HHLMCIH could not be fixed in storage.
¢ A TIRB pool could not be obtained.

e The program requesting the above functions did not have a
protect key of 0.

System Action: GTF initialization terminates.
Programmer Response: None.

Operator Response: Allow the system to enter a wait state, and
restart GTF using the GTFSNP procedure.

Problem Determination: Table 1, items 2, 7a, 16, 29.

HHL012I  SYSPRINT DD STATEMENT NOT SUPPLIED

Explanation: A DD statenicnt was not included in the GTF
procedure for the SYSPRINT data set.
System Action: GTF terminates.

Programmer Response: Probable user error. Be sure to provide a
SYSPRINT DD statement.

Problem Determination: Table 1, items 2, 4, 7a, 29.

HHLO131 GTF ACTIVE FROM A PREVIOUS START

COMMAND
Explanation: The operator entered a START command for the
Generalized Trace Facility (GTF), but GTF is already active.

System Action: The second request for GTF is ignored. The GTF
that was previously started remains active.

Operator Response: Probable user error. The active GTF must be
stopped before another GTF procedure can be started.

Problem Determination: Table 1, items 2, 7a, 29.

HHLO0141 UNSUCCESSFUL OPEN OF SYSPRINT DATA

SET

Explanation: The SYSPRINT data set was not opened successfully.
System Action: GTF terminates.

Problem Determination: Table 1, items 2, 4, 7a, 29.

HHL-2 VS1 System Messages

HHLOISI  { STAE | ESTAE } REQUEST UNSUCCESSFUL

Explanation: The STAE or ESTAE request for the Generalized Trace
Facility was not performed.

System Action: GTF terminates.

Operator Response: Probable user error. Ensure that the partition
size is adequate for executing GTF.

Problem Determination: Table I, items 2, 4, 7a, 29.

HHLO16I  GTF INITIALIZATION UNSUCCESSFUL

Explanation: The initialization of the Generalized Trace Facility
(GTF) was not successful. The exact cause of termination is given in
a previous message.

System ‘Action: GTF terminates.

Operator Response: Take the action required by the message
indicating the cause of termination.

Problem Determination: If there is no preceding message, see Table
L, items 2, 4, 7a, 29.

HHLO0171  SYSTEM SIZE NOT SUPPORTED BY GTF

Explanation: GTF was started on a system which does not have
enough real storage. The minimum amount of real storage required
by GTF is:

144K if MODE=INT
or
160K if MODE=EXT

System Action: GTF initialization terminates.

Programmer Response: Probable user error. Make sure that there is
sufficient real storage available before starting GTF.

Operator Response: None.

Problem Determination: Table I, items 2, 16, 29. Restart GTF using ‘
the GTFSNP procedure.

HHLO0211 IEFRDER DD STATEMENT NOT SUPPLIED

Explanation: An IEFRDER DD statement has not been included in
the GTF procedure.

System Action: GTF terminates.

Operator Response: Notify the system programmer or installation
manager that this failure has occured.

Programmer Response: Probable user error. Include an IEFRDER
DD statement in the GTF procedure using the IEBUPDTE utility.

Problem Determination: Table I, items 2, 4, 7a, 16, 29. Restart GTF
using the GTFSNP procedure.

HHL022I OPEN FAILURE FOR TRACE DATA SET

Explanation: The TRACE data set failed to open.
System Action: GTF terminates.

Programmer Response: Probable user error. Be sure to specify the
parameters on the DD statement correctly.

Problem Determination: Table I, items 2, 3, 7a, 16, 29. Restart GTF
using the GTFSNP procedure.

HHL0231 INSUFFICIENT BUFFER SIZE--DEFAULT

ASSIGNED

Explanation: The buffer size specified in the GTF procedure is less
than the minimum default size. The minimum default size will be
used.

System Action: GTF continues processing.



Programmer Response: Probable user error. Increase the buffer size
specified in the GTF procedure so that it is greater than, or equal to,
the default size.

Problem Determination: Table I, items 2, 4, 7a, 29.

HHLO0311  GTF INITIALIZATION COMPLETE

Explanation: Initialization of the Generalized Trace Facility
completed successfully.

System Action: GTF continues processing.

Operator Response: None.

HHL040 NOT A LEGAL FORM OF THE MACRO. CHECK

THE MF= KEYWORD

Explanation: A parameter other than L (for the LIST format) or E
(for the EXECUTE format) is specified in the MF=keyword of the
GTRACE macro instruction. L and E are the only valid parameters.

System Action: The macro is not expanded (severity code-8).

Programmer Response: Probable user error. Correct the
MF=keyword, specifying a valid parameter (L or E). Rerun the job.

Problem Determination: Table I, items 4, 19, 29.

HHLO041 LNG= KEYWORD MISSING

Explanation: The LNG= keyword is not specified in the GTRACE
macro instruction. If the standard form of the GTRACE macro
instruction is being used, the LNG= keyword must be specified with
a valid parameter.

System Action: The macro is partially expanded; expansion stops
following detection of the omission (severity code - 12).

Programmer Response: Probable user error. Correct the GTRACE
macro instruction, specifying the LNG= keyword with a valid
parameter. A valid parameter is any decimal integer in the range 1
to 256. Rerun the job.

Problem Determination: Table I, items 4, 19, 29.

HHL044 DATA= KEYWORD MISSING

Explanation: The DATA= keyword is not specified in the GTRACE
macro instruction. If the standard form of the GTRACE macro is
being used, the DATA= keyword must be specified with a valid
parameter.

System Action: The macro is partially expanded; expansion stops
following detection of the error (severity code - 12).

Programmer Response: Probable user error. Correct the GTRACE
macro instruction, specifying the DATA= keyword with a valid
parameter. Valid parameters are a register number in parentheses or
an A-type address constant. Rerun the job.

Problem Determination: Table 1, items 4, 19, 29.

HHLO45 MF=E, PARAMETER SPECIFICATION MISSING

Explanation: In the GTRACE macro instruction, the parameter
specification for the MF= keyword is incomplete. If the EXECUTE
form of the GTRACE macro is being used, the address of the
parameter list must be included as part of the MF= operand.

System Action: The macro is not expanded (severity code - 12).

Programmer Response: Probable user error. Correct the GTRACE
macro instruction, specifying the address of the parameter list as
part of the MF= operand. Specify the address observing the syntax
rules governing address specification for an RX-type instruction, or
one of the general registers 1-12, previously loaded with the address.
For example, if the address of the parameter list is in register 1,
MF=(E,(1)) should be specified. Rerun the job.

Problem Determination: Table I, items 4, 19, 29.

HHL

HHL048 ID= KEYWORD MISSING

Explanation: The ID= keyword is not specified in the GTRACE
macro instruction. The ID= keyword must be specified for either
form (standard or EXECUTE) of the GTRACE macro.

System Action: The macro is partially expanded; expansion stops
following detection of the error (severity code - 12).

Programmer Response: Probable user error. Correct the GTRACE
macro instruction, specifying the ID= keyword with the appropriate
parameter. Rerun the job.

Problem Determination: Table 1, items 4, 19, 29.

HHL052 INSUFFICIENT KEYWORD PARAMETERS

Explanation: The EID keyword is not specified in the HOOK macro
instruction. This keyword must be included in the HOOK macro.

System Action: The macro is not expanded (severity code - 8).

Programmer Response: Probable user error. Correct the HOOK
macro instruction, specifying the EID= keyword with a valid
symbolic parameter. Rerun the job.

Problem Determination: Table 1, items 4, 19, 29.

HHLO53 INVALID TYPE= KEYWORD

Explanation: An invalid parameter is specified for the TYPE=
keyword of the HOOK macro instruction. A parameter other than P,
BP, BPN, T, or BT is specified.

System Action: The macro is not expanded (severity code - 8).

Programmer Response: Probable user error. Correctthe TYPE=
keyword, specifying a valid parameter. Rerun the job.

Problem Determination: Table I, items 4, 19, 29.

HHLO055 INVALID EID= KEYWORD

Explanation: An invalid parameter is specified for the EID keyword
of the HOOK macro instruction.

System Action: The macro is not expanded (severity code - 8).

Programmer Response: Probable user error. Correct the EID=
keyword, specifying a valid symbolic parameter. Rerun the job.

Problem Determination: Table I, items 4, 19, 29.

HHL100A SPECIFY TRACE OPTIONS

Explanation: The trace options for the Generalized Trace Facility
(GTF) are to be entered in response to this message.

System Action: GTF initialization will not continue until the
operator responds to this message.

Operator Response: Enter REPLY xx, ‘TRACE=option,
option,....,option’ for the desired trace options.

HHL101A SPECIFY TRACE EVENT KEYWORDS -
keywd=,....keywd=

Explanation: The event keywords for the Generalized Trace Facility
(GTF) which correspond to the trace options specified in response to
message HHL100A are to be entered in response to this message.
Only those event keywords appearing in the message text
(keywd=,....keywd=) may be specified in the response. The
keyword(s) and their corresponding trace options (as specified in the
reply to message HHL100A are as follows:

e keyword IO = for option IOP

® keyword SIO = for option SIOP

* keyword SVC = for option SVCP

e keyword PI = for option PIP

Generalized Trace Facility Messages HHL-3
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¢ keyword IO = ,SI0=,PI=,SVC=for option SYSP

System Action: GTF initialization will not continue until the
operator responds to this message.

Operator Response: Enter REPLY
xx,‘’keyword=(value,...,value), keyword=(value,...,value),...” for those
keywords allowed.

HHL102A CONTINUE TRACE DEFINITION OR REPLY
END

Explanation: Event keywords for the Generalized Trace Facility
(GTF) may be entered in response to this message to continue the
trace definition. END may be entered to terminate the definition.

System Action: GTF initialization will not continue until the
operator responds to this message.

Operator Response: Enter REPLY
xx,‘’keyword=(value,...,value),keyword=(value,...,value),...” for those
keywords allowed.

HHL1031 TRACE OPTIONS SELECTED
{ keywd=(value),....keywd=(value) |

keywd keywd,....keywd }

Explanation: The trace options specified for the Generalized Trace
Facility (GTF) are noted by keywd keywd,...keywd,....keywd. The
keywd(s) correspond to those options specified in the response to
message HHL100A or in the control statements provided by the
SYS1.PARMLIB data set. If prompting was requested, the keywords
also indicate values provided by the SYSI.PARMLIB data set or in
response to messages HHL101A and HHL102A.

System Action: GTF initialization continues.

Operator Response: If the values do not indicate the desired trace
options, the options may be respecified in the response to message
HHLI125A.

HHL104A TRACE= KEYWORD NOT SPECIFIED

Explanation: The TRACE= keyword was not specified in the
response to message HHL100A or in the control statements provided
by the SYS1.PARMLIB data set.

System Action: The control statement is not accepted. GTF
initilaization will not continue until the operator responds to this
message.

Operator Response: Probable user error. If control statements are
being entered by way of the master console, enter the response
again.

Programmer Response: If control statements are being supplied by
the SYS1.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table I, items 2, 4, 29.

HHL105A SYNTAX ERROR, IMPROPER DELIMITER

Explanation: The response to message HHL100A, HHLI01A,
HHLI102A, or the control statement provided by the SYSIL.PARMLIB
data set is punctuated incorrectly.

System Action: The control statement is not accepted. GTF
initialization will not continue until the operator responds to this
message.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, enter the response
again.

Programmer Response: If control statements are being supplied by
the SYSI.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table 1, items 2, 4, 29.

HHL-4 VSI System Messages

HHL106A NO OPTIONS SPECIFIED

Explanation: In the response to message HHL100A or in the control
statement provided by the SYS1.PARMLIB data set, the TRACE=
keyword is either followed by a blank, which precedes the options,
or is not followed by options.

System Action: The control statement is not accepted. GTF
initialization will not continue until the operator responds to this
message.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, enter the response
again.

Programmer Response: If control statements are being supplied by
the SYSI.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table I, items 2, 4, 29.

HHL107A SYNTAX ERROR. MISSING COMMA

Explanation: In response to message HHL100A, HHL101A, or
HHLI02A, or in the control statements provided by the
SYSI.PARMLIB data set, a comma that should appear is missing.

System Action: The control statement is not accepted. GTF
initialization will not continue until the operator responds to this
message.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, enter the response
again.

Programmer Response: If control statements are being supplied by
the SYSI.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table 1, items 2, 4, 29.

HHL108A INVALID OPTION SPECIFIED - - opt

Explanation: In the response to message HHLI100A or in the control
statements provided by the SYSI.PARMLIB data set, an invalid
Generalized Trace Facility option (opt) was specified.

System Action: The control statement is not accepted. GTF
initialization will not continue until the operator responds to this
message.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, enter the response
again.

Programmer Response: If control statements are being supplied by
the SYS1.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table 1, items 2, 4, 29,

HHL109A INVALID DEVICE SPECIFIED - - ddd

Explanation: In the response to message HHL101A or HHL102A or in
the control statements provided by the SYS1.PARMLIB data set, a
device address (ddd) was specified in the 10=, SIO=, or
10=SI0=parameter that contains an invalid hexadecimal character.

System Action: The control statement is not accepted. All options
on the line in error are disregarded and must be respecified.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, reenter the
corrected line.

Programmer Response: If control statements are being supplied by
the SYS1.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table 1, items 1, 2, 4, 29.



HHL110A INVALID EVENT KEYWORD SPECIFIED

Explanation: A keyword was specified incorrectly in the response to
message HHL101A, HHL102A, or in the control statements provided
by the SYSI.PARMLIB data set.

System Action: The response is not accepted. All options on the line
in error are disregarded and must be respecified.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, reenter the
corrected line.

Programmer Response: If control statements are being supplied by
the SYS1.PARMLIB data set, correct the statement in error and rerun
the job. .

Problem Determination: Table I, items 2, 4, 29.

HHL111A UNBALANCED PARENTHESIS IN KEYWORD
keywd

Explanation: A parenthesis is missing for the keyword (keywd) in
the response to message HHL101A, in the response to message
HHLI102A, or in the control statements provided by the
SYS1.PARMLIB data set.

System Action: The response is not accepted. All options on the line
in error are disregarded and must be respecified.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, reenter the
corrected line.

Programmer Response: If control statements are being supplied by
the SYS1.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table L. items 2, 4, 29.

HHL112A UNALLOWABLE KEYWORD FOR THE
PROMPTING SEQUENCE-keywd

Explanation: In the response to message HHL101A, HHL102A, or in
the control statements provided by the SYSI.PARMLIB data set, a
keyword (keywd) was used that was not specified in the

TRACE=options when starting the Generalized Trace Facility (GTF).

System Action: The response is not accepted. All options on the line
in error are disregarded and must be respecified.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, enter the response
again using only those keywords noted in message HHLI0IA.

Programmer Response: If control statements are being supplied by
the SYS1.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table I, items 2, 4, 29.

HHL113A LMT ERROR. EXCEEDED 50 DEVICES FOR 10=

Explanation: In the response to message HHL101A, HHL102A or in
the control statements provided by the SYSI.PARMLIB data set,
more than 50 device addresses were specified for the I0= keyword.

System Acion: The response is not accepted. All options on the line
in error are disregarded and must be respecified.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, reenter the
corrected line.

Programmer Response: If control statements are being supplied by
the SYSI.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table I, items 2, 4, 29.

HHL

HHL114A LMT ERROR. EXCEEDED 50 DEVICES FOR
SI0=

Explanation: In response to message HHL101A, HHL102A or in the
control statements provided by the SYSI.PARMLIB data set, more
than 50 device addresses were specified for the SIO= keyword.

System Action: The response is not accepted. All options on the line
in error are disregarded and must be respecified.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, reenter the
corrected line.

Programmer Response: If control statements are being supplied by
the SYSI.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table 1, items 2, 4, 29.

HHL115A INVALID INTERRUPT CODE SPECIFIED

Explanation: In the response to message HHL101A, HHL102A or in
the control statements being provided through the system console,
an invalid interruption code was specified for the PI=keyword.

System Action: The response is not accepted. All options on the line
in error are disregarded and must be respecified.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, reenter the
corrected line.

Programmer Response: If control statements are being supplied by
the SYSL.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table 1, items 2, 4, 29.

HHL116A INVALID SVC NUMBER SPECIFIED

Explanation: In the response to message HHL101A, HHL102A, or in
the control statements provided by the SYSI.PARMLIB data set, an
SVC number greater than 255 was specified in the SVC=keyword.

System Action: The response is not accepted. All options on the line
in error are disregarded and must be respecified.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, reenter the
corrected line.

Programmer Response: If control statements are being supplied by
the SYSIL.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table 1, items 2, 4, 29.

HHL117A LMT ERROR, EXCEEDED 50 SVC NUMBERS

Explanation: In the response to message HHL101A, HHL102A or in
the control statements being provided by the SYSI.PARMLIB data
set, more than 50 SVC numbers were specified for the
SVC=keyword.

System Action: The response is not accepted. All options on the line
in error are disregarded and must be respecified.

Operator Response: Probable user error. If the control statements
are being entered by way of the system console, reenter the
corrected line.

Programmer Response: If control statements are being supplied by
the SYSI.PARMLIB data set, correct the statement in error and rerun
the job.

Problem Determination: Table 1, items 2, 4, 29.
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HHL118I ERROR IN HHLTxxxx. yyy (zzzzzzING)
DISABLED,TIME=hh.mm.ss
[DUMP ATTEMPT

{SUCCESSFUL | UNSUCCESSFUL} |

Explanation: An error has occurred in the Generalized Trace
Facility (GTF) module HHLTxxxx while attempting to gather data
for event yyy. As a result all module names, except HHLTFIL,
function yyy will no longer be traced or filtered. For module name
HHLTFIL, function yyyy will no longer be filtered, and all events in
event type yyy will be traced. yyy will indicate TRT. This message
will also indicate whether or not GTF’s attempt to take an
SVCDUMP to record the error was successful.

Operator Response: None.

Problem Determination: Table I, items 2, 4, 13, 16, 29. Stop GTF.
Start the GTFSNP procedure. Specify EXT mode, DEBUG=YES, and
the same trace options specified for GTF. Execute the HMDPRDMP
service aid, specifying the EDIT verb. The input for the
HMDPRDMP service aid is the trace data set.

HHL120I SYSTEM NOT VALID FOR

GTF--INITIALIZATION TERMINATED

Explanation: An attempt was made to start GTF on a system other
than OS/VS1.

System Action: GTF initialization is terminated.

Programmer Response: Probable user error. Make sure that a GTF
module has not been erroneously altered or copied from a different
system.

Problem Determination: Table I, items 2, 4, 7a, 29.

HHL121I  SYSL.PARMLIB INPUT INDICATED

Explanation: The user has indicated that the trace options for the
Generalized Trace Facility (GTF) are to be provided by a member
of the SYS1.PARMLIB data set.

System Action GTF will receive trace options from the
SYS1.PARMLIB data set and not from the system console.

Operator Response: None.

HHL1221 MEMBER NOT SPECIFIED. PARMLIB

IGNORED

Explanation: A member name was not found on the SYS1.PARMLIB
DD statement.

System Action: The SYSI.PARMLIB data set will not be used to
supply trace options to the Generalized Trace Facility.

Operator Response: Trace options must be entered by way of the
master console.

Programmer Response: Probable user error. Include a valid member
name in the SYSI.PARMLIB DD statement.

Problem Determination: Table 1, items 2, 4, 29.

HHL1231 MEMBER mem NOT FOUND. PARMLIB

IGNORED

Explanation: The member (mem) indicated on the SYSI.PARMLIB
DD statement was not found in the SYS1.PARMLIB data set.

System Action: The SYSI.PARMLIB data set will not be used to
supply trace options to the Generalized Trace Facility.

Operator Response: Trace options must be entered by way of the
master console.

Programmer Response: Probable user error. Include a valid member
name on the SYS1.PARMLIB DD statement.

Problem Determination: Table 1, items 2, 4, 25¢, 29.

HHL-6 VSI1 System Messages

HHL1241  GTF PARMLIB INPUT ERROR

Explanation: An error has been found in the trace option parameters
specified by the SYSI.PARMLIB data set.

System Action: The trace options specified on the SYSI.PARMLIB
data set will be disregarded.

Operator Response: Trace options must be entered by way of the
master console.

Programmer Response: Probable user error. A message indicating
the exact error is in the job stream list.

Problem Determination: Table I, items 2, 4, 26¢, 29.

HHL125A RESPECIFY TRACE OPTIONS OR REPLY U

Explanation: In response to this message, trace options for the
Generalized Trace Facility (GTF) may be respecified or a reply of U
may be entered to continue initialization.

System Action: GTF initialization will not continue until the
operator responds to this message.

Operator Response: If message HHL103I does not indicate the trace
options you desire, respecify the desired options, beginning with
TRACE=. To continue initialization, reply U.

HHL126A ILLEGAL SPECIFICATION OF TRACE OPTIONS

Explanation: TRC and/or PCI have been specified, but no other
trace options have been specified. TRC and PCI serve only as
qualifiers for other trace options.

System Action: The trace options specified have not been accepted.

Operator Response: Probable user error. Reenter the trace options
qualifying the options previously specified.

Problem Determination: Table 1, items 2, 4, 29.

HHL1271  GTF PARMLIB 1/0 ERROR text

Explanation: GTF detected an input/output error while reading the
SYS1.PARMLIB data set. The text of the message describes the error:
device address, 1/0 operation, error condition, and access method,
used.

System Action: The trace options specified in the SYSI.PARMLIB
data set are disregarded.

Operator Response: Enter the trace options from the master console.

Problem Determination: Table 1, item 29. Have a listing of the
SYS1.PARMLIB data set available.

HHL1281 GTF MODULE mod NOT FOUND

Explanation: The GTF module (mod) was not found.
System Action: GTF terminates.

Programmer Response: Use the linkage editor to put the missing
GTF module (mod) into the system, and restart GTF.

Problem Determination: Table 1, items 2, 13, 25¢ (SYS1.LINKLIB), 29.

HHL1291 BLDL I/O ERROR LOADING GTF MODULE mod

Explanation: An 1/0 error occurred during a BLDL for the module
(mod).

System Action: GTF terminates.

Programmer Response: Correct the 1/0 error and restart GTF.

Problem Determination: Table 1, items 2, 13, 25¢ (SYS1.LINKLIB), 29.



HHL130I  INSUFFICIENT CORE FOR TRACE
INITIALIZATION

Explanation: There is not enough virtual storage space for GTF to
continue initialization.
System Action: GTF terminates.

Operator Response: Probable user error. Increase the partition size
and restart GTF. Note: Make sure that the buffer space is not too
large.

Problem Determination: Table 1, items 2, 4, 7a, 29.

HHL

HHL1311  GTF PARMLIB ERROR DURING OPEN - nnn

Explanation: An error occurred while the SYSI.PARMLIB data set
was being opened. The system completion code is given by nnn.

System Action: Trace options will not be supplied to GTF by the
SYS1.PARMLIB data set.

Operator Response: All options must be specified from the master
console.

Programmer Response: Follow the directions for the system
completion code nnn.

Problem Determination: Table I, item 29. Have a listing of the
SYS1.PARMLIB data set available.
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Service Aids Messages (HMx)

Component Name HMx

Programs Producing Message

Service Aids: HMAPTFLE, HMASZAP, HMDPRDMP, HMDSADMP

Audience and Where Produced

For operator: on the system console.
For programmer: SYSPRINT data set

Message Format HMxnnnl text (in SYSPRINT)
idHMxnnns text (on console)
id Message reply identification (absent if operator reply not required).
nnn Message serial number, which is coded to indicate the service aid program.
XX
s Type code:
A Action; operator must perform a specific action.
D Decision; operator must choose an alternative.
I Information; no operator action is required.
text Message text

Associated Publications

OS/VS1 Service Aids, GC28-0665.
OS/VS1 Service Aids Logic, SY28-0635.

Problem Determination

If the problem recurs, do the problem determination action(s) to ensure that qualified
support personnel will have the essential programming information available to diagnose and
correct the difficulty. Refer to the Appendix, Tables I and II in the back of this publication
for problem determination instructions.

HMAPTFLE Messages

HMAO000I THE FOLLOWING MODULES(S) DID NOT FIND

A MATCH

Explanation: The HMAPTFLE program could not find a match for
the input module name on the Stage 1 output tape for SYSGEN, or
a module name has been specified more than once (for example,
two input statements contained the same module name).

System Action: If HMAPTFLE could not find a match, all module
names for which no JCL was produced will be listed following this
message. If duplicate module names were encountered, HMAPTFLE
will list the JCL for the module the first time it processes the name.
All subsequent encounters with the same module name will cause
HMAPTFLE to flag the name as an error (return code--4).

Programmer Response: Probable user error. If the module name was
in error, correct the name and rerun the job. For duplicate names,
no action is required.

Problem Determination: Table I, items 3, 13, 17a, 29. Have the
MODF input available.

HMAO001I INPUT MODULE TABLE HAS OVERFLOWED

BREAK INPUT INTO TWO JOBS AND RERUN

Explanation: The number of input module names has exceeded the
limit of 150 allowed in the input module table.

System Action: HMAPTFLE stops processing the input, and issues
this message (return code--16).

Programmer Response: Probable user error. Break the input data
into groups of no more than 150 module names per execution of
HMAPTFLE, and execute the program as many times as needed to
create JCL for all the modules.

Problem Determination: Table 1, items 13, 29. Have the MODF input
available.

HMA002I DATA SET ASSOCIATED WITH THE //ddn DD

CARD CANNOT BE OPENED

Explanation: The DCB associated with DD statement ddn cannot be
opened. The data set cannot be read.

System Action: HMAPTFLE processing is terminated (return
code--16).

Programmer Response: Probable user error. Check for errors in the
DD statements nained in the message. Correct the errors.

Problem Determination: Table 1, items 1, 13, 29.

HMA0031I UNCORRECTABLE I/O ERROR OCCURRED

illi-sss,ddd,devtyp,ddn,opr.err

Explanation: An uncorrectable I/0Oerror was detected during the
execution of an 1/0 operation. The fields in the message text are:

The name of the job within which the error occurred.

sss
The name of the step within which the error occurred.

ddd
The unit address of the device on which the error occurred.

devtyp
The device-type of the failing device.

ddn
The name of the DD statement defining the associated data set.

opr
The type 1/0 operation being performed at the time of the error.

err
The type error that occurred.

System Action: HMAPTFLE terminates (return code--16).

Programmer Response: Rerun the job specifying MSGLEVEL=(1,1)
on the JOB statement.
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Problem Determination: Table I, items 13, 29.

HMAOO4I UNIDENTIFIED FORMAT ON SYSGEN STAGE 1

TAPE

Explanation: HMAPTFLE has determined that the Stage 1 output
tape was from a SYSGEN earlier than 0S/360, release 19. The
format of this level Stage 1 output tape is not supported by
HMAPTFLE.

System Action: HMAPTFLE processing terminates (return code--16).
Programmer Response: Probable user error. Verify that the:

s Stage 1 output tape is from a SYSGEN earlier than 0S/360
release 19.

e System to be updated with the PTF is of an 0S/360, release 19
level or later.

If both of these conditions are true, rerun the job using the correct
Stage 1 output tape.

Problem Determination: Table 1, items 1, 13, 17a, 29.

HMAO0051 INVALID PARAMETER SPECIFIED ON EXEC

STATEMENT

Explanation: An invalid parameter was specified in the PARM field
of the EXEC statement.

System Action: HMAPTFLE terminates (return code--16).

Programmer Response: Probable user error. Check for an error in
the PARM field of the EXEC statement. Correct any error.

Problem Determination: Table 1, items 1, 13, 15, 29.

HMA0061 LOAD MODULE mod NOT UPDATED WITH
PTF-nn

Explanation: HMAPTFLE was unable to update load module (mod)
with the program temporary fix (PTF). If nn=01, the directory entry
for load module (mod) in the data set described by the SYSLMOD
DD statement could not be located. If nn=02, the PTF was not
successfully link-edited into the module.

System Action: HMAPTFLE does not attempt to update load module
(mod) with the PTF. Processing continues (return code--8).

Programmer Response: Probable user error. If nn=01, verify that the
DSNAME parameter on the SYSLMOD DD statement identifies the
data set that contains load module (mod), and that the STAGE 1
output tape from SYSGEN corresponds to the system that is
currently running. Correct any errors.

Problem Determination: Table I, items 1, 13, 17a, 29. If nn=02,
respond as indicated to the linkage editor messages (beginning with
IEW) that accompany this message.

HMAO0071 LOAD MODULE mod UPDATED WITH PTF-NEW

SSI IS ssi

Explanation: Load module (mod) has been successfully updated
with the program temporary fix (PTF). The system status index (SSI)
for the updated load module is ssi.

System Action: HMAPTFLE processing continues (return code--0).
Programmer Response: None.

HMAO0081 THE PRECEDING STATEMENT IS INVALID

Explanation: While scanning input defined by the MODF DD
statement, HMAPTFLE found a statement that was neither an
IDENTIFY statement or an HMAPTFLE control statement. The
control statement in error is printed above the message. The
statement probably has one of the following errors:

¢ The name on the module name control statement did not begin
in column one.
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e The word IDENTIFY was misspelled.
e The MODF input is out of order.
System Action: HMAPTFLE terminates (return code--16).

Programmer Response: Probable user error. Correct the error and
rerun the job.

Problem Determination: Table 1, item 29. Have the MODF input and
the PRINT output available.

HMA0091  HMAPTFLE TERMINATED;NO BLQCKSIZE ON

THE PCHF DD STATEMENT

Explanation: The BLKSIZE parameter is missing from the PCHF DD
statement that describes a non-labeled tape.

System Action: HMAPTFLE terminates (return code--16).

Programmer Response: Probable user error. Include the blocksize of
the tape’s records in the BLKSIZE parameter of the PCHF DD
statement.

Problem Determination: Table 1, items 1, 3, 15, 29.

HMAO010I HMAPTFLE TERMINATED; AN IDENTIFY

STATEMENT IS MISSING

Explanation: During the application function, HMAPTFLE did not
find an IDENTIFY statement following a PTF object module; an
IDENTIFY statement must follow each PTF object module.

System Action: HMAPTFLE terminates (return code--16).

Programmer Response: Probable user error. Insert an IDENTIFY
statement after each PTF object module.

Problem Determination: Table 1, items 1, 15, 29. Have the MODF
input available.

HMA011I NUMBER OF IDENTIFY CARDS IN INPUT

STREAM EXCEEDS 150

Explanation: The generate function of HMAPTFLE is being executed.
There are more than 150 IDENTIFY statements and continuations.

System Action: HMAPTFLE terminates (return code--16).

Programmer Response: Probable user error. Process the input with
more than one step, each step having fewer than 150 IDENTIFY
statements and continuations.

Problem Determination: Table I, items 1, 15, 29. Have the MODF
input available.

HMA012I OVERLAY STRUCTURE FOR MODULE mod

EXCEEDS LIMIT

Explanation: The number of statements in the Stage 1 output
required to define an overlay for module (mod) exceeds 185.
System Action: HMAPTFLE terminates (return code--16).

Programmer Response: Probable user error. Do not use the Stage 1
output again with HMAPTFLE unless the step defining the module
(mod) has been removed.

Problem Determination: Table 1, items 17a, 29.

HMAO0131 THE FOLLOWING IS IDENTIFY INFORMATION

FOR MODULE mod

Explanation: The IDENTIFY information to be included in the
CSECT IDENTIFY records for module (mod) is listed following this
message.

System Action: HMAPTFLE processing continues (return code--0).

Programmer Response: None.



HMAO0141 INSUFFICIENT VIRTUAL STORAGE FOR

PROCESSING, HMAPTFLE TERMINATED

Explanation: HMAPTFLE was unable to continue processing because
the virtual storage required for necessary tables and buffers was not
available in the HMAPTFLE partition.

System Action: HMAPTFLE processing terminates (return code--16).

Programmer Response: Increase the partition size available to
HMAPTFLE as recommended in the publication OS/VS!I Service
Aids, GC28-0665.

Problem Determination: Table 1, items 15, 29. Have the MODF input
available.

HMAO0151 MODULE mod FOUND MATCH ON ASSEMBLY

STEP ONLY

Explanation: While executing the generate function for a module
(mod) assembled during system generation, HMAPTFLE found the
module in the Stage 1 assembly step, but not in the Stage 1 link edit
step (which should follow the assembly).

System Action: HMAPTFLE will continue to process other PTFLE
control cards and list the JCL for those module names that have a
match in the SYSGEN Stage 1 output (return code--4).

Programmer Response: Probable user error. It is possible that the
SYSGEN Stage 1 output data set did not contain the link edit step,
or the link edit step preceded the assembly step. If the link edit step
was properly included in the SYSGEN, rerun the HMAPTFLE job.

Problem Determination: Table 1, items 1, 17a, 29. Have the MODF
input available.

HMASPZAP Messages

HMA100I HMASPZAP PROCESSING COMPLETED

Explanation: This message occurs when HMASPZAP terminates
normally. It should be noted, however, that normal termination can
occur despite prior failure in the processing of control statements.

System Action: The job step terminates.

Programmer Response: Check the SYSPRINT output to ensure that
all control statement operations completed successfully.

HMA101l SYSLIB I/O ERROR ddd, opr, err, access method

Explanation: An 1/0 error occurred when the data set defined in the
SYSLIB DD statement was being accessed. The device address, the
operation in process, the type of error, and the access method in use
are provided in the error message.

System Action: The job step terminates.

Programmer Response: If VERIFY and REP control statements were
part of the input stream for HMASPZAP, bypass either the record or
control section being inspected and/or modified, and carefully check
the printed output to ensure that any modifications were performed
correctly. If all the modifications requested have not been
performed, rerun HMASPZAP to make the necessary modifications.

Problem Determination: Table I, items 2, 13, 29.

HMA102I SYSLIB DD SPECIFICATION ERROR

Explanation: The data set defined in the SYSLIB DD statement does
not contain the member name or physical record defined in a
control statement, or the NAME statement identifies a member of a
partitioned data set that is not a load module created by the linkage
editor.

System Action: Subsequent VERIFY, REP, and SETSSI statements are
ignored until a successful NAME or CCHHR operation is performed.

HMx

Programmer Response: Probable user error. Correct the member
name or address in the invalid control statement or correct the
DSNAME in the SYSLIB DD statement, and rerun the job. If the
CONSOLE option is being utilized, the job need not be rerun; the
corrected statement can be reentered in response to message
HMAL1I16A. If the VTOC is being opened for update, make sure that
HMASPZAP resides in SYS1.LINKLIB or SYS1.LPALIB with an access
code of 1.

Problem Determination: Table 1, items 2, 13, 29.

HMA1031

Explanation: A control section name defined in a control statement
cannot be found in the specified member.

CSECT ABSENT - ALL CSECTS FOLLOW

System Action: All control sections of the load module are dumped.
Subsequent VERIFY or REP statements are ignored until a NAME or
CCHHR statement is read.

Programmer Response: Probable user error. Correct the control
section parameter in the invalid control statement, and rerun the
job. If the CONSOLE option is being utilized, the job need not be
rerun; the corrected statement can be reentered in response to
message HMAIL16A.

Problem Determination: Table I, items 2, 13, 29.

HMA1041 VERIFY REJECT - SET NO GO SWITCH

Explanation: The data contained in the VERIFY statement did not
agree with the data at the specified location.

System Action: A dump of the text portion of the control section or
the entire data record is printed in SYSPRINT listing. Processing
continues, but all REP and SETSSI statements that follow the
rejected VERIFY statement are ignored until another NAME or
CCHHR statement is encountered. However, any VERIFY statements
that are detected will be executed.

Programmer Response: Probable user error. Check the dump output
and correct either the data or offset parameter (whichever was in
error in the VERIFY statement), and rerun the job.

Problem Determination: Table I, items 2, 13, 29.

HMA1051 INVALID CARD OR NO GO SWITCH SET

Explanation: This message indicates that the requested operation
cannot be performed. Either:

1. The operation name is not valid.

2. An error occurred on a previous operation preventing the current
operation.

System Action: If an error occurred processing a NAME or CCHHR
statement in an earlier operation, no VERIFY or REP operations will
be performed until a NAME, CCHHR, DUMP, DUMPT, ABSDUMP, or
ABSDUMPT statement is processed successfully. If the error
occurred in a previous VERIFY or REP statement, only REP
statements will be bypassed until a NAME or CCHHR statement is
performed successfully.

Programmer Response: Probable user error. Correct the control
statement in error, then rerun the job.

Problem Determination: Table 1, items 2, 13, 29.

HMA1061 PATCH OVERLAPS - CHECK DUMP

Explanation: One of the following conditions occurred while a
VERIFY or REP operation was being performed:

For a data record - the offset specified in the control statement is
beyond the end of the record containing the data to be inspected or
modified. For example, OFFSET > KEYLEN + record length).

For a control section - the offset value plus the number of bytes of
data specified in the control statement denotes a location that is
beyond the limits of the control section. For example: (offset value
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+ number of bytes of data) > displacement of last byte of control
section.

System Action: HMASPZAP dumps the data in the control section or
data record being modified or inspected, and continues processing
subsequent control statements. However, any REP statements
pertaining to the same NAME or CCHHR statement will be ignored.

Programmer Response: Probable user error. If a REP operation was
being performed on a control section when the error occurred, check
the offset and data parameters. If the offset is within the limits of
the control section, but the number of bytes specified exceeds the
end of the control section, the portion of data that fell within the
control section will have been modified before the error was
detected. Restore the data to its original form, correct the number
of bytes specified in the REP statement, and perform the REP
operation again. If the offset in the REP statement exceeded the
limits of the control section, then no data will have been modified.
In this case, correct the offset specified in the REP statement and
perform the REP operation again. If a VERIFY operation was being
performed on a control section or data record, or if a REP operation
was being performed on a data record at the time the error was
detected, no data will have been modified. Correct the offset or
number of bytes specified in the control statement (whichever was
in error), and perform the operation again.

Problem Determination: Table I, items 2, 13, 29.

HMA1071 DS AREA NOT INCLUDED IN TEXT

Explanation: A VERIFY or REP operation was attempted, and the
base value specified in a BASE statement was greater than the offset
value specified in a corresponding VERIFY or REP statement.

System Action: HMASPZAP dumps the data in the control section
being modified or inspected and continues processing. Any
subsequent REP statements pertaining to the same NAME statement
will be ignored.

Programmer Response: Probable user error. Correct either the value
in the invalid BASE statement or the invalid offset value given in the
VERIFY or REP statement, then rerun the job.

Problem Determination: Table I, items 2, 13, 29.

HMA108I SYSIN SPECIFICATION ERROR

Explanation: The SYSIN DD statement is not included in the
execution JCL.

System Action: The job step terminates.

Programmer Response: Probable user error. Include a SYSIN DD
statement in the JCL, then rerun the job.

Problem Determination: Table I, items 2, 13, 29.

HMA109I ERROR - ODD NUMBER DIGITS - IGNORED

Explanation: This message occurs if the patch data, verify data or
data offset specified in a VERIFY or REP control statement is not
represented as an even number of hexadecimal digits.

System Action: If the error results from an invalid VERIFY
statement, any REP statements that follow are ignored until a
subsequent NAME, CCHHR, DUMP, DUMPT, ABSDUMP, or
ABSDUMPT command is entered. If the error is detected in a REP
statement, only that particular statement is ignored.

Programmer Response: Probable user error. Make sure that an even
number of hexadecimal digits is specified in the offset and data
parameters in the VERIFY or REP statement, and rerun the job.

Problem Determination: Table I, items 2, 13, 29.

HMA110I NO DIRECTORY SSI - SETSSI IGNORED

Explanation: A SETSSI statement has been entered for a member
which does not contain SSI information in its directory entry.

System Action: No SSI information is stored; processing continues
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with the next control statement.

Programmer Response: To create the SSI in the directory entry for
the member:

¢ If a member of a load module library, re-link edit the load
module, including a SETSSI control statement.

e If a member of a macro or symbolic library, use the IEBUPDTE
utility program, specifying SSI information in the ADD, REPL,
CHANGE or REPRO control statement.

Problem Determination: Table I, items 2, 13, 29.

HMA1111 PREVIOUS ERROR - SETSSI IGNORED

Explanation: Due to an error detected in a previous operation, the
SETSSI operation cannot be performed.

System Action: The SETSSI operation is not performed, and
HMASPZAP continues processing subsequent control statements.

Programmer Response: Probable user error. Correct the previously
detected error, and rerun the job.

Problem Determination: Table 1, items 2, 13, 29.

HMA112 MEMBER NOT FOUND - SETSSI IGNORED

Explanation: The member to which the SETSSI operation was
directed could not be found in the directory of the data set specified
by the SYSLIB DD statement.

System Action: HMASPZAP continues processing subsequent control
statements.

Programmer Response: Probable user error. Correct the member
name in the NAME statement associated with the SETSSI command,
or correct the data set name defined in the SYSLIB DD statement,
and rerun the job.

Problem Determination: Table I, items 2, 13, 29.

HMAI1131 COMPLETED DUMP REQUIREMENTS

Explanation: This message is written to the SYSPRINT device
following the successful completion of a DUMP, DUMPT, ABSDUMP
or ABSDUMPT operation.

System Action HMASPZAP continues processing remaining sequential
control statements.

Programmer Response: None.

HMA1141 PERMISSION TO UPDATE VTOC DENIED

Explanation: When HMASPZAP requested permission to update the
VTOC, the operator replied ‘N’. :

System Action: No modification to the VTOC will be performed.
Processing continues with the next control statement, but any
subsequent VERIFY or REP operations will be ignored.

Programmer Response: If you intend to modify the VTOC, instruct
the operator to reply ‘Y’ when HMASPZAP requests permission to do
50. (See message HMA117D.)

HMA1151 SYSIN I/O ERROR ddd,opr.err,access method

Explanation: An uncorrectable 1/0 error occurred when HMASPZAP
was attempting to read a control statement from the SYSIN data set.
The device address, the operation in process, the type of error, and
the access method in use are provided in the error message.

System Action: Processing terminates immediately. Control
statements read from the SYSIN data-set before the error was
encountered will have been processed.

Programmer Response: Probable user error. If the error condition is
a wrong length record, check the blocksize specified for the SYSIN
data set to be sure that it is equal to the actual size of the records in



the SYSIN data set. For other error conditions, check the SYSIN DD
statement for correct specifications.

Problem Determination: Table I, items 2, 13, 29.

HMA116A ENTER HMASPZAP CONTROL STATEMENT OR
END

Explanation: When the console option is being used, this message is
issued to the console each time input is required. If any errors occur
in the control statements entered, the error message is printed on
both SYSPRINT and the console. However, information messages
and dumps are printed only on SYSPRINT.

System Action: Processsing continues.

Operator Response: If the programmer wishes to continue
processing, enter a valid control statement; if the programmer wishes
to terminate the job, enter REPLY xx, ‘END’.

HMA117D REPLY Y OR N TO UPDATE VTOC ser ddd
XXXXXXXX

Explanation: HMASPZAP is being executed by xxxxxxxx for the
purpose of modifying or inspecting the VTOC on volume ser, device
ddd. As a precautionary measure, the program requests permission
for this operation.

System Action: The program stops processing until the operator
enters a response.

Operator Response: If the programmer submitting this job is not
authorized to perform such an operation, enter REPLY xx‘N’. As a
result of this negative response, HMASPZAP will issue message
HMAL114I and all subsequent VERIFY and REP statements will be
ignored. The response REPLY xx, ‘Y’ will, however, allow
HMASPZAP to inspect and modify the VTOC.

HMA118I SYSPRINT DD NOT IN INPUT

Explanation: A SYSPRINT DD statement was not included in the
HMASPZAP JCL statements.

System Action: HMASPZAP terminates immediately.

Programmer Response: Probable user error. Include a SYSPRINT DD
statement in the HMASPZAP JCL, then rerun the job.

Problem Determination: Table I, items 2, 13, 29.

HMA1191 NO IDR FOR MODULE mod

Explanation: HMASPZAP found that the load module (mod) does
not include CSECT identification records (IDRs);it has not been
processed by a linkage editor containing IDR support.

System Action: HMASPZAP continues with normal processing.

Programmer Response: If IDR maintenance data in the load module
is desired, reprocess the module with the linkage editor that has IDR
support, then rerun the HMASPZAP job.

HMA120I mod NO IDR SPACE - RE-LINK

Explanation: A REP operation was to be performed on the module
(mod), but HMASPZAP found that no space is available in the
HMASPZAP IDR for maintenance information.

System Action: Message will be followed by either HMA1271 or
HMAI128L

Programmer Response: The indicated module must be reprocessed
by the linkage editor so that the module will contain an additional
HMASPZAP IDR; then rerun the HMASPZAP job.
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HMA121I CCHHR UPDATE BY jjj ON ser, cchhr, dsn

Explanation: HMASPZAP has modified a data set on a direct access
device by use of the CCHHR and REP statements. This message is
automatically given as security audit information. Variables in the
message are as follows:
iii

The name of the job which performed the CCHHR update.
ser

The volume serial number of the direct access device containing
the modified data set.

cchhr
The device record address of the record that was modified.

dsn
The name of the modified data set.

If HMASPZAP input is from the system console and both CCHHR
and REP statements have been processed, then this message will
appear immediately after the next CCHHR, NAME, DUMP,
AESDUMP, END, or invalid statement entered.

System Action: Normal processing continues.

Operator Response: Save the information as recommended by your
installation.

HMA1221 OLD DATA WAS hbh

Explanation: A REP or SETSSI operation was performed. In the
message text, hhh represents the data or system status index (SSI), in
hex, prior to the operation. System Action: HMASPZAP will process
the next control statement.

Programmer Response: If a VERIFY control statement was not used
prior to the REP operation, ensure that this is the data to be
replaced. Should it become necessary to restore the data or SSI to
its former value, this message indicates that value.

HMAI1231 SYSPRINT I/0O ERROR ddd, opr, err, access method

Explanation: An 1/0 error occurred while HMASPZAP was writing in
the data set defined by the SYSPRINT DD statement. The device
address, the operation, the error type, and the access method are
provided in the message text.

System Action: The job step terminates.

Programmer Response: If the REP operation was successful, rerun
the job step after making sure that the associated REP and VERIFY
control statements have been removed.

Problem Determination: Table 1, items 2, 13, 29.

HMAI1241 INVALID SYSLIB DCB BLOCKSIZE

Explanation: After an OPEN, the SYSLIB DCB contained zero or a
value less than the size of the block just read, in the DCBBLKSZ
field.

System Action: HMASPZAP terminates.

Programmer Response: Probable user error. Ensure that the SYSLIB
DSCB contains the correct blocksize, or specify the blocksize in the
DCB parameter of the SYSLIB DD statement.

Problem Determination: Table 1, items 2, 4, 25ab, 26b, 29.
HMAI1251 mod IDR COUNT=nn (MAX=mm)

Explanation: The IDR record(s) for module (mod), which was just
updated, contains nn valid entries and mm-nn empty entries.
System Action: None.

Programmer Response: If nn=mm, module (mod) must be
reprocessed by the linkage editor before any further updates. If

mm=19 and 15 < nn < 19, additional IDR space (19 entries) can be
created by re-link editing the load module (using INCLUDE).
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HMA1261 = mod (IDR(s) FILLED - RE-LINK

Explanation: Appears after HMA1251 when nn=mm.
System Action: None.

Programmer Response: Module (mod) must be reprocessed by the
linkage editor before any further updates with IDR maintenance.
Additional IDR space can be created by re-link editing the load
module (using INCLUDE).

HMA1271 UPDATES INHIBITED (NO OVERRIDE)

Explanation: Follows HMA120I to indicate inhibition of updates to
the module becaues all IDR entries for that module have been filled.

System Action: The return code is set to 8, and processing continues
except for rejection of REP and IDR statements for this module.

Programmer Response: Relinkedit the module to create a new IDR,
or rerun the job with the IGNIDRFULL option specified.

HMA1281 UPDATES ENABLED BY OVERRIDE PARM

Explanation: Follows HMA120I to indicate that the normal inhibition
on CSECT updates when all IDR entries are filled has been
overridden by specification of the IGNIDRFULL parameter.

System Action: Normal processing continues, except for omission of
IDR maintenance. If no errors are encountered, the return code will
be set to 4.

Programmer Response: Relinkedit the module to create an empty
IDR for resumption of IDR maintenance.

HMA1291 INVALID PARAMETER SPECIFICATION

Explanation: SPZAP was invoked with an invalid PARM/PARAM
specification. At present, the only valid parameter string is
IGNIDRFULL.

System Action: SPZAP is terminated with a return code of 12.

Programmer Response: Collect or delete the parameter specification
and rerun the job.

HMA130I SYSLIB DATA SET NOT OPENED

Explanation: SPZAP was unable to open the SYSLIB data set (case
formerly included in HMA102I).

System Action: SPZAP terminates with a return code of 12.

Programmer Response: Check for absence of SYSLIB DD statement,
or other cause of failure to open SYSLIB.

Problem Determination: Table I, items 2, 13, 29.

HMA131I  xxxxxxxx INVALID RECORD - TYPE ID

Explanation: While searching for a control record, SPZAP has
encountered a record whose ID byte consists of two hexadecimal
digits which are both zero or both non-zero.

System Action: The erroneous record is dumped and SPZAP is
terminated with a return code of 16.

Programmer’s Response: Correct or regenerate the bad record.

HMA1321 CHECKSUM WAS (hhhhhhhh|CORRECT}, IS

NOW O

Explanation: A CHECKSUM statement has been executed. The
appearance of CORRECT in the text indicates that the checksum was
found to be equal to the value specified in the CHECKSUM
statement. The message with hhhhhhhh appears after a CHECKSUM
statement with a blank operand field or after message HMA1331 or
HMAI1341.
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System Action: The CHECKSUM accumulator is set to zero and the
next control statement is read.

Programmer Response: None for the correct case. For the
no-operand case, the printed value can be inserted into the
CHECKSUM statement for future runs of the same input sequence.

HMA1331 CHECKSUM ERROR, NO-GO SWITCH SET

Explanation: The operand of a CHECKSUM statement was valid but
was not equal to the checksum. (Always followed by message
HMA132I).

System Action: Message HMA1321 is issued and the next control
statement is read. REPs and SETSSIs are inhibited until the next
NAME or CCHHR statement.

Programmer Response: Locate and correct the errors in the
preceding control statements or in the computation of the value
specified on the CHECKSUM statement. Note that checksumming
excludes invalid hexadecimal data and control statements.

HMA1341 OPERAND ERROR, NO-GO SWITCH SET

Explanation: The operand of a CHECKSUM statement had more
than or less than the required eight characters, or contained
non-hexadecimal characters. (Always followed by message
HMA1321).

System Action: Message HMA132I is issued and the next control
statement is read. REPs and SETSSIs are inhibited until the next
NAME or CCHHR statement.

Programmer Response: Correct the operand in the CHECKSUM
statement.

HMA1351 NO CORE TO DUMP ALL OF xxxxxxxx

Explanation: User has requested dump of xxxxxxxx with “ALL”
option or invalid CSECT name specified on the “NAME” statement.
The module has many CSECTs and SPZAP is unable to build a
CSECT table for it.

System Action: The statement is not processed, however, other
statements will be processed.

Programmer Response: Rerun the job specifying a larger region size.

HMBLIST Messages

HMBI101I ESD CONTAINS INVALID DATA

Explanation: The HMBLIST program encountered ¢ither an invalid
ESD type or an incorrect ESDID.

System Action: If the LISTOBJ function of HMBLIST is being used,
the invalid control card is printed and processing continues.
Otherwise, processing terminates. (Return code--8.)

Programmer Response: Recompile the modules, and rerun the job.

Problem Determination: Table 1, items 1, 13, 29. If the problem
occurred during execution of LISTOBJ, execute the LISTIDR function
of HMBLIST to determine which compiler processed the module. If
the problem occurred during execution of LISTLOAD, execute the
LISTIDR function of HMBLIST to determine which linkage editor
produced the load module.

HMB102I INVALID { LOAD | OBJECT } RECORD

Explanation: HMBLIST detected an undefined record type in the
load/object records. For object records, byte positions 2-4 do not
contain any of the following types: ESD, SYM, TXT, RLD, or END.
For load module records, the hexadecimal code in the first byte of
the record is invalid or undefined.



System Action: If the record in question is from an object module, it
will be printed and execution will continue. If the record in
question is from a load module, processing will terminate for the
current control statement and resume with the next. (Return
code--8.)

Programmer Response: List the load module using the IEBPTPCH
data utility specifying PRINT TOTCONV=XE to determine the nature
of the faulty record. If it has been incorrectly modified, restore it to
its correct format.

Problem Determination: Table 1, items 1, 2, 13, 29. Execute the
HMBLIST service aid program to obtain IDR listings for the module
and for all programs which may have modified it.

HMBI1031 RLD POINTER INVALID

Explanation: The HMBLIST program encountered an incorrect R or
P pointer in the relocation dictionary (RLD).

System Action: Processing terminates for this operation and
continues with the next control statement. (Return code--8.)

Programmer Response: Re-link edit the program and rerun the job.

Problem Determination: Table I, items 1, 2, 13, 29. Execute the
LISTOBJ function of HMBLIST to determine which linkage editor or
language translator produced the bad R or P pointer. Execute
LISTIDR for IDR data, showing if HMASPZAP has been executed for
the module, when and what translators were used, and other user
supplied data.

HMB1041 TABLE OVERFLOW, ENLARGE PARTITION

SIZE AND RERUN

Explanation: The HMBLIST table capacities were exceeded because
the partition size was insufficient.

System Action: The operation is terminated; processing continues
with the next control statement. (Return code--8.)

Programmer Response: Enlarge the partition size, and rerun the job.

Problem Determination: Table 1, items 1, 2, 13, 29, Execute the
IEBPTPCH utility program specifying PRINT TOTCONV=XE to list
the module being processed by HMBLIST.

HMB1051 ddn DOES NOT DEFINE LOAD MODULE

LIBRARY

Explanation: The name specified by the DDN parameter on the
HMBLIST control statement or by the default ddname on the SYSLIB
DD statement is not the name of a load module library.

System Action: Processing terminates for this operation and
continues with the next control statement. (Return code--8.)

Programmer Response: Make sure that the library referenced by the
HMBLIST control statement or by the SYSLIB DD statement contains
load modules, or change the control statements indicating the proper
library type. Rerun the job.

HMB1061 MODULE IS NOT EDITABLE, NO XREF

PROVIDED

Explanation: When the associated module was link edited, the not
editable attribute of the linkage editor was specified. The module,
therefore, does not contain the CESD, and no XREF can be
provided.

System Action: Processing terminates for this operation and
continues with the next control statement. (Return code--4.)

Programmer Response: Recreate the load module from its associated
object module. Do not specify the not editable attribute. Rerun the
job.

Problem Determination: Table I, items 1, 2, 13, 29.
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HMB1071 1/0 ERROR ON READ

Explanation: An uncorrectable input/output error was encountered
while HMBLIST was reading input.

System Action: Processing terminates for this operation and
continues with the next control statement. (Return code--8.)

Programmer Response: Be sure the data set is defined correctly in
the control statement.

Problem Determination: Table 1, items 1, 2, 13, 29.

HMBI108I MEMBER NOT FOUND

Explanation: The member name or alias name specified by the
MEMBER parameter on the HMBLIST control statement was not
found in the indicated library.

System Action: Processing terminates for this operation and
continues with the next control statement. (Return code--8.)

Programmer Response: List the directory of the referenced library
using the LISTPDS function of the IEHLIST utility. Rerun the job.

Problem Determination: Table 1, items 1, 2, 13, 29,

HMB1091 1/O0 ERROR READING PDS DIRECTORY

Explanation: An uncorrectable 1/0 error occurred while HMBLIST
was reading the directory of a partitioned data set.

System Action: Processing terminates for this operation and
continues with the next control statement. (Return code--8.)

Programmer Response: None.
Problem Determination: Table 1, items 1, 2, 13, 25ac, 29.

HMB110I DDNAME DOES NOT DEFINE OBJECT

MODULE DATA SET

Explanation: The HMBLIST program attempted to process as an
object module, a data set or member defined by the DDN parameter
or by the operands on the LISTOBJ control statement. However, the
data set or member is not an object module.

System Action: The operation terminates; processing continues with
the next operation. (Return code--8.)

Programmer Response: Make sure that the module to be processed is
an object module. Rerun the job.

Problem Determination: Table 1, items 1, 2, 13, 25ac, 29.

HMBI111  ddn CANNOT BE OPENED

Explanation: The specified data set cannot be opened. The DD
statement defining that data set may be missing.

System Action: Processing terminates if ddn is SYSIN or SYSOUT;
otherwise, processing continues with the next control statement.
(Return code--12.)

Programmer Response: Make sure that the job control language for
the step includes a DD statement that properly defines the data set.
Execute the LISTVTOC function of the IEHLIST utility to obtain a
list of the volume table of contents of the volume containing the
data set.

HMBI112I LOAD MODULE DOES NOT CONTAIN CSECT

IDENTIFICATION

Explanation: The load module specified on the LISTIDR control
section does not contain any CSECT identification records.

System Action: No IDR listings are produced. Processing continues
with the next operation. (Return code--4.)

Programmer Response: Re-link edit the load module using a linkage
editor which contains IDR support, and rerun the job.
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HMB1131 IDR INFORMATION IS INCOMPLETE

Explanation: The last CSECT identification record found in this load
module is not marked with an “end of IDR data” flag.

System Action: Processing continues. (Return code--8.)

Programmer Response: Make sure that no IDR data has been lost.
Re-link edit the module using a linkage editor which contains IDR
support, and rerun the job.

HMBI1141 THE CSECT NAME ASSOCIATED WITH AN IDR

ENTRY CANNOT BE FOUND

Explanation: The ESDID on an IDR data entry did not match any ID
in the CESD of the load module being processed.

System Action: Processing of this operation terminates. Processing
continues with the next operation. (Return code--8.)

Programmer Response: Make sure that the IDR data for this load
module has not been altered. If it has been altered, correct it and
rerun the job.

Problem Determination: Table 1, items 1, 2, 13, 29.

HMBI1151 BUFFER SPACE NOT AVAILABLE - INCREASE

PARTITION SIZE

Explanation: The HMBLIST buffer space was exceeded because the
partition size was insufficient.

System Action: Processing terminates for this operation and
continues with the next control statement. (Return code--8.)

Programmer Response: Enlarge the partition size and rerun the job.

HMBI120I EXPECTED CONTINUATION CARD NOT

FOUND

Explanation: The HMBLIST control statement indicated continuation
(a comma was found after the last operand); however, it is not
followed with proper continuation.

System Action: Processing terminates. (Return code--12.)

Programmer Response: Check all HMBLIST control cards for valid
continuation cards. Rerun the job.

HMBI121I INVALID CONTROL STATEMENT

Explanation: An HMBLIST control statement is invalid because it
contains an invalid operation, an embedded blank, or it begins in
column 1.

System Action: Processing terminates for this operation and
continues with the next control statement. (Return code--8.)

Programmer Response: Make sure the HMBLIST control statements
are specified correctly. Rerun the job.

HMBI122I INVALID OPERAND NEAR CARD COLUMN

INDICATED BY §

Explanation: An error has occurred in the HMBLIST control
statement near the card column location indicated by the $.

System Action: Processing terminates for this operation and
continues with the next control statement. (Return code--8.)

Programmer Response: Make sure the HMBLIST control statements
are specified correctly. Then rerun the job.

HMBI1231 CLOSE QUOTE OR PAREN NOT FOUND, OR

KEYWORD VALUE EXCEEDS COL 71
Explanation: Quotation mark or closing parenthesis is missing on

HMBLIST control statement, or the value for a keyword runs past
column 71.
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System Action: Processing terminates for this operation and
continues with next control statement. (Return code--8.)

Programmer Response: Check the HMBLIST control statements for
unbalanced quotation marks and parentheses or for operands that
run past column 71. Resubmit the job.

HMBI1241 NUMBER OF MEMBER NAMES EXCEEDS 32

NEAR COLUMN INDICATED BY $

Explanation: The number of member names specified on an
HMBLIST control statement exceeds the limit, 32. The card column
where this error was detected is flagged by a $.

System Action: The extra member names are ignored, and
processing continues. (Return code--8.)

Programmer Response: Use two or more HMBLIST control
statements to list the member names.

HMBI1251 IMPROPER OPERAND NEAR COLUMN

INDICATED BY $

Explanation: An incorrect or invalid operand has been detected in
the HMBLIST control statement. Its location is indicated by $.

System Action: The 'operand is ignored. Processing continues.
(Return code--8.)

Programmer Response: Make sure the HMBLIST control statements
are specified correctly; then rerun the job.

HMB1261 IMPROPER OPTION NEAR COLUMN
INDICATED BY $ LOCATION

Explanation: An option specified in the HMBLIST control statement
is invalid; its location is indicated by §$.

System Action: The default value was assumed; processing
continues. (Return code--4.)

Programmer Response: Check the validity of the options specified on
the HMBLIST control statement. Correct the errors and rerun the
job.

HMBI127T RELOC OPERAND INVALID WHEN MAPPING

NUCLEUS - OPERAND IGNORED

Explanation: The RELOC operand is not compatible with mapping
of a nucleus.

System Action: Processing continues without relocation. (Return
code--4.)

Programmer Response: None.

HMBI1281 NUCLEUS NOT MARKED SCTR - STANDARD

XREF PROVIDED

Explanation: The nucleus is not marked SCTR.

System Action: Processing continues as if the nucleus was not
intended for use as a nucleus. (Return code--4.)

Programmer Response: If the program being mapped is not intended
for use as a nucleus, no programmer response is necessary. If the
program is intended for use as a nucleus, the program must be
reprocessed by the linkage editor using the SCTR option. Then
rerun the HMBLIST program to obtain the correct nucleus map.

HMB1291 IMPROPER CESD SEQUENCE IN NUCLEUS -

STANDARD XREF PROVIDED

Explanation: IEAANIPO and IEAAIHOO are not the first two CSECTs
in the CESD respectively.

System Action: The nucleus is processed as if it were not a nucleus.
(Return code--4.)



Programmer Response: If the program being mapped is not intended
for use as a nucleus, no programmer response is necessary. If the
program is intended for use as a nucleus, the program must be
reprocessed by the linkage editor using the SCTR option, and
specifying the following control statements as the first items in the
input to the linkage editor: INSERT IEAANIPO and INSERT
IEAAIHOO. Rerun the HMBLIST program to obtain the correct
nucleus map.

HMBI1301 NUCLEUS REQUESTED FOR OUTPUT=XREF IS

NOT THE NUCLEUS THAT WAS IPL’D

Explanation: The nucleus is not the nucleus that was loaded.
System Action: Processing continues. (Return code--4.)

Programmer Response: None.

HMDSADMP Dump Program
Messages

HMDO0IA { PTR | TAPE } =

Explanation: Message HMDOOIA is issued when the dump program
is loaded for execution. It requests the operator to enter a 3
character output device address.

System Action: The console proceed indicator is turned on, allowing
the operator to enter the output device address.

Operator Response: Ready the desired output device of the type
indicated in the message text. Enter one of the following responses,
to assign the device address for the dump:

e Following PTR=, enter the device address of the printer on
which the output is to be written.

e Following TAPE=, enter the device address of the magnetic tape
unit on which the output is to be written.

e Depress the END key on the console (EOB) to select the default
output device address.

HMDO0021 { CMD | LBL } ERR

Explanation: There is an error in the device address entered in
response to message HMDOOIA, or the volume mounted on that
device is not acceptable for HMDSADMP output.

System Action: HMDSADMP reissues message HMDOO1A so that the
device address may be re-entered (entered correctly). However, if
the message indicates LBL ERR and the error occurred following an
attempt to satisfy an end-of-reel condition, no additional message
will be issued. In any case, HMDSADMP will wait until the operator
has mounted the non-label (NL) tape on the output device.

e (CMD ERR-reenter the correct output device address in response
to message HMDOOIA.

e LBL ERR-mount a non-label tape on a magnetic tape device and
enter the address of that device in response to message
HMDOOIA. If this message was issued after mounting a tape in
response to an end-of-reel condition, mount a NL tape on the
device being used for HMDSADMP output.

Problem Determination: Table I, items 2, 28, 29, 35-41.

HMD0031 [/0 ERR

Explanation: During execution of the dump program for real
storage, an uncorrectable input/output error occurred.

System Action: HMDSADMP terminates, and the system enters a wait
state.

Operator Response: Check the output tape and make sure that it
contains a file-protect ring. If it does not, insert a ring in the back
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of the tape and rerun the dump program. If the 1/0 error appears to
have been caused by the tape, mount a new tape and rerun the
dump program. If the tape drive appears to be failing, execute
HMDSADMP again, selecting an alternate tape drive. If the printer
seems to be failing, select an alternate printer and rerun the
HMDSADMP dump program.

Note: 1f HMDSADMP is rerun, certain locations, depending on
whether a tape or direct access device is being used, may not reflect
the original contents of real storage. These storage locations may
have been altered during the initial HMDSADMP execution. A store
status operation should not be performed before an attempt is made
to rerun HMDSADMP.

Problem Determination: Table 1, items 13, 28, 30, 35-41. Record the
contents of registers 10 and 11 at the time of the message.

HMDO004A EOR

Explanation: While writing on magnetic tape, HMDSADMP detected
an end-of-reel condition.

System Action: The tape volume is tape-marked and unloaded.
HMDSADMP stops processing until a non-label (NL) tape volume is
mounted.

Operator Response: Mount another NL tape volume in place of the
full output tape, and save the full volume.

HMD0051 REAL DUMP DONE

Explanation: The HMDSADMP storage dump is complete.

System Action: If this is the low speed to tape version of the dump
program, the tape volume will be unloaded, and the program will

enter a wait state. If this is the low speed to printer version of the
dump program, the system will enter a wait. If this is a high speed
version of the dump program, message HMD012D will follow.

Operator Response: For the high speed dump program respond to
message HMDO12D; for the low-speed dump program, no response is
required.

HMD0061 SHORT TAPE

Explanation: The dump tape is not long enough to contain the
dump program plus the first 28K bytes of storage.

System Action: Dump processing terminates, and the system enters a
wait state.

Operator Response: Have the dump program on a tape which
contains a full 2400 feet, or use a tape other than the IPL tape for
output.

HMDO11A TITLE =

Explanation: Message HMDOL 1A is issued to request a dump title.

System Action: The console proceed indicator is turned on, allowing
the operator to enter a dump title.

Operator Response: Enter a dump title of up to 100 characters, or
press the END key (EOB) on the system console to indicate no dump
title.

HMDO012D ENTER Y OR N FOR PAGEDUMP =

Explanation: The dump program issues HMDO012D to determine if
the operator wants to dump page data sets or to terminate the
dump.

System Action: The console proceed indicator is turned on, allowing
the operator to respond. If Y is entered, control is given to the page
dump routine. If N is entered, the dump program terminates,
rewinding and unloading the tape, and the system enters a wait
state.
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Operator Response: Enter Y to obtain the page data set dumping
function. Enter N to terminate the dump function.

HMDO0131 ERROR LOADING PAGE DUMP

HMDO0131 ERR LOADING PRECURSOR

Explanation: A permanent 1/0 error occurred while attempting to
load (if pre-Basic Programming Extensions Release 4, the page
dumping program is obtained by the precursor routine) the page
dumping program.

System Action: The dump program terminates and enters a wait
state.

Operator Response: None. Probable hardware error.

Problem Determination: Table 1, item 30, 35-41.

HMDO014A INTV REQ { ddd | [PL DEV }

Explanation: The device indicated in the message text is not ready.

System Action: The dump program waits for the device to be made
ready.

Operator Response: Ready the indicated unit. If the unit cannot be
readied, rerun the HMDSADMP program and, if possible, specify
another address of the same device type. If the unit is a 2305 direct
access device, make sure that the intervention required condition has
been satisfied by readying the device and then pressing the STOP
key and then the START key on the CPU panel. If the message
reads INTV REQ IPL DEV, ready the device from which the dump
program was loaded.

Note: If HMDSADMP is rerun, certain locations, depending on
whether a tape or direct access device is being used, may not reflect
the original contents of real storage. These storage locations may
have been altered during the initial HMDSADMP execution. (See
0S/VS1 System Programming Library: Service Aids for more
specific information.)

Do not attempt a store status operation before an attempt to rerun
HMDSADMP.

HMDO0191 FILE PROTECTED

Explanation: The tape mounted does not have a file-protect ring.

System Action: HMDSADMP unloads the tape and, if message
HMDO0051 has already been issued, issues message HMDO020A.

Operator Response: Probable user error. Make sure that the tape
mounted has a file protect ring.

HMD020A MOUNT NL TAPE ON ddd

Explanation: HMDSADMP is requesting a non-label (NL) dump tape
on the magnetic tape unit indicated by ddd.

System Action: HMDSADMP waits for the operator to mount the
tape and ready the device.

Operator Response: Mount the tape, with a file protect ring, on the
magnetic tape unit address, ddd.

HMD021A PAGE DEVICE ADDRESS =

Explanation: The message asks for the address of the direct access
device which contains the SYSI.PAGE data set.

System Action: The console proceed light is turned on, allowing the
operator to enter the address.

Operator Response: Ready the direct access device from which the
SYS1.PAGE data set will be dumped, and reply ddd, where ddd is
the address of the readied device.

Note: 1If HMDSADMP is executing under VS1 in full nonpaging
mode, the VS1 page data set(s) will have no valid pages. Do not
input page device address; it causes VM/370 abend. (See VM/370
manual ‘Operating Systems in a Virtual Machine’.)
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HMDO0221 SYS1.PAGE DATA SET NOT FOUND ON DEVICE

ddd

Explanation: The SYS1L.PAGE data set could not be found on the
direct access device indicated by ddd.

System Action: The page dump program, HMDSAPGE, issues
message HMD024D asking the operator if the dump program should
terminate or continue dumping SYS1.PAGE data sets.

Operator Response: Probable user error. Make sure that the
SYSI.PAGE data set is on the device address indicated in the reply to
message HMDO21A.

Problem Determination: Table 1, items 2, 25a, 29, 35-41.

HMD0221  { SYSI.PAGEDUMP | SYS1.PAGE } DATA SET

NOT FOUND ON DEVICE ddd

Explanation: The data set, SYSI.PAGEDUMP or SYSI.PAGE,
indicated in the message could not be found on the direct access
device indicated by ddd.

System Action: If the SYSI.PAGEDUMP data set could not be found,
the dump program will terminate without dumping any records
from the SYSI.PAGE data set. If the SYSI.PAGE data set could not
be found, the page dump program, HMDSAPGE, issues message
HMD024D asking the operator if the dump program should
terminate or continue dumping SYSI.PAGE data sets.

Operator Response: Probable user error. Make sure that the
SYSI.PAGEDUMP data set is on the direct access device containing
the dump program, or make sure that the SYSI.PAGE data set is on
the device address indicated in the reply tc message HMDO21A.

Problem Determination: Table I, items 2, 25a, 29, 35-41. If the
SYSI.PAGEDUMP data set could not be found, save the output from
the initialization job, including the JCL listings, which put the
stand-alone dump program on the device.

HMD0231 PAGE DUMP COMPLETE FOR DEVICE ddd

Explanation: The SYS1.PAGE data set has been successfully dumped
to tape from the direct access device, ddd.

System Action: Message HMD024D will follow asking the operator
whether the dump program should terminate or continue dumping
SYS1.PAGE data sets.

Operator Response: Respond to message HMD024D.

HMDO024D ENTER Y OR N - PAGE DUMP CONTINUE =

Explanation: This message asks the operator to indicate whether the
dump program should terminate or continue dumping SYSI.PAGE
data sets.

System Action: The console proceed indicator is turned on, allowing
the operator to enter Y or N, indicating whether more SYS1.PAGE
data sets are to be dumped or the dump program is to be
terminated. If the operator requests the dump be terminated, the
tape will be tape-marked, rewound, and unloaded, and the system
will enter a wait state.

Operator Response: Enter a one character reply: Y indicates more
SYSI.PAGE data sets are to be dumped. Message HMDO21A will
follow. N requests termination of page dump processing.

HMDO025I REPLY NOT VALID

Explanation: This message is issued when the reply to either
message HMDO21A or HMD024D is invalid.

System Action: Message HMDO021A or HMD024D is reissued so the
correct reply may be entered.

Operator Response: Probable user error. Reenter the 3-character
device address in response to message HMDO021A, or reenter Y or N
in response to message HMD024D.



HMD0261 ERR LOADING PAGEDUMP | CC=cc |

Explanation: An error occurred while obtaining the HMDSAPGE
program from the SYSI.PAGEDUMP data set.

System Action: The dump program will terminate without dumping
any records from the SYSI.PAGE data set to tape. The output tape
will be tape-marked, rewound, and unloaded and the system will
enter a wait state.

Operator Response: The code cc indicates the cause of the error:
Code Cause

OC 1/0 error reading volume label

10 1/0 error reading a non-1BM volume label

14 1/0 error reading a format 4 DSCB

18 1/0 error searching for SYSI.PAGEDUMP

Problem Determination: Table 1, items 2, 29, 35-41. Record the
device type and save the HMDSADMP console output.

HMDO0271 CONSOLE 1/0 READ ERROR

Explanation: An input/output error occurred on data being entered
at the console.

System Action: The original message is repeated once. If the failure
recurs, HMDSADMP processing terminates and the system enters a
wait state.

Operator Response: None. Probable hardware error.

Problem Determination: Table 1, items 30, 35-41.

HMDO0281 UNABLE TO INITIALIZE TAPE HEADER
RECORD

Explanation: The initialization procedure was unable to write the
initial record to the output tape.

System Action: Message HMD024D is issued to ask the operator if
the page dump program should terminate or attempt to re-initialize
the tape header record.

Operator Response: Probably a problem with the tape or the tape
unit. Check the output tape and make sure that it contains a file
protect ring and there are no apparent flaws. If the error appears to
have been caused by the tape, mount a new NL tape. If the tape
drive appears to be failing, select an alternate tape drive. Next,
respond to message HMDO024D, and continue the dump program.

HMDO0291 EXTERNAL INTERRUPT EXECUTED

Explanation: An external interrupt was entered during normal
operation or while disk error processing by the operator.

System Action: Message HMDO024D is issued to ask the operator if
the page dump program should terminate or continue dumping
SYSI.PAGE data sets.

Operator Response: Respond to message HMD024D.

Note: The external interrupt routine gives the option to close the
page dump before actual completion of the dump.

HMDO031I PHYSICAL ADDR USED=ddd

Explanation: The address specified in the response to message
HMDO021A is not the physical address for the desired 2305 direct
access device. The address in the message text (ddd) is the physical
address for that device.

System Action: HMDSADMP will use the physical address instead of
the address specified in the response to message HMDO21A.

Operator Response: Notify the programmer that the physical address
of the 2305 was used. This will be important if HMDPRDMP is used
to process the page data set from this device.
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HMDO032I INVALID DEVICE ADDRESS ddd

Explanation: The address, ddd, specified in response to message
HMDO21A is not supported by HMDSAPGE, the page dump program.

System Action: Message HMD024D is issued to ask the operator if
the page dump program should terminate or continue dumping
SYSI.PAGE data sets.

Operator Response: Probable user error. Make sure that the device
address specified in response to message HMDO21A is supported by
this version of HMDSADMP, and make sure that the volume has
been initialized using the most current version of IEHDASDR or
IBCDASDI

Problem Determination: Table 1, items 2, 25b, 29, 35-41. Record the
device type (for example, 2314, 2305-1, etc.) of the address specified
in response to message HMDO2I1A.

HMDO0331 1I/0 ERROR ON ddd CC=cc CMD=0p
STATUS=stat

Explanation: A permanent 1/0 error occurred while the HMDSADMP
program was trying to read from the SYSI.PAGE data set, or trying
to write on the output tape. The address of the device on which the
error occurred is indicated by ddd.

The condition code, cc, indicates one of the following: For magnetic
tape device errors:

Value Meaning

01 intervention required

03 nonexistent device

04 bus out check

07 overrun

0A equipment check

0C load point

0D command reject

OE data converter check

OF channel data check

10 chaining check

Il incorrect length, program check, or channel protection
check

13 not capable

14 interface or channel control check

IS data check-read

16 data check-write

17 data check-tape mark

18 data check-erase gap

19 data check-unknown

1E PE ID burst check

IF PE ID write

20 PE ID write tape mark

For direct access device errors:

Value Meaning

32 equipment check'

33 no record found

34 seek check

35 intervention required

36 bus out check

37 data check

38 overrun

39 missing address marker

3A command reject

3B track condition; not defective or alternate track

3C end of cylinder, file protect

3D incorrect length

3E unit exception, program check, chaining check

3F miscellaneous sense errors

40 channel data, channel control, or interface control
check

41 buffer log full or environmental data recorded

42 invalid track format
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For errors trying to find SYSI.PAGE data set:

Value Meaning

80 1/0 error reading volume label

81 1/0 error reading VTOC

82 1/0 error reading format 4 DSCB

83 1/0 error searching for SYS1.PAGE data set
84 I/0O error unknown

For errors during Error Recovery Procedure:

Value Meaning
90 1/0 error during execution of ERP CCWs

The command operation code (op) is from the last CCW executed.

The status bits (stat), and if applicable, the sense bytes (sens) are
also shown.

System Action: If the error was a permanent data check on direct
access, the page in error will be skipped and message HMD034! will
be issued. Otherwise, the dumping of records from that data set will
cease. Then message HMD024D will be issued to ask the operator if
the dump program should terminate or continue dumping
SYS1.PAGE data sets.

Operator Response: Probable hardware error. If the message
HMDO024D is issued, and if more SYSI.PAGE data sets are to be
dumped, reply Y'. If the dump should terminate, reply ‘N’.
Proceed with caution in unconditionally accepting partial output
from the SYSI.PAGE data set. Problem Determination: Table 1, items
2, 28, 30, 35-41.

HMD034I PAGE READ ERROR AT cccchhhhrr

Explanation: A permanent data check occurred at cylinder (cccc),
head (hhhh), record (rr) of the direct access input device.

System Action: The page at location cccchhhhrr is skipped;
processing continues.

Operator Response: None.

HMDSADMP Initialization Messages

HMD9351 OPEN FAILED FOR ddname

Explanation: The stand-alone dump installation cannot open the
data set specified on the DD statement indicated by the ddname.

System Action: The stand-alone dump installation is terminated.

Programmer Response: Rerun the job.

HMDO0351 FILE ddname CANNOT BE OPENED

Explanation: The HMDSALDR program could not open the data set
specified on the DD statement indicated by ddname.

System Action: HMDSALDR cannot prepare the HMDSADMP
program for initialization of the IPL volume (return code--4).

Programmer Response: Rerun the job.

Problem Determination: Save the initialization input and output for
the HMDSADMP macro and the output from the execution of the
HMDSADM?2 macro and HMDSALDR steps. Table I, items 37-38.

HMD0361 ERROR-INVALID OBJECT INPUT FROM
SYSUTI1 FILE

CSECT csect NOT FOUND

TXT RECORDS OUT OF SEQUENCE

NO END STATEMENT FOLLOWING TXT

UNIDENTIFIABLE RECORD ENCOUNTERED

Explanation: An uncorrectable error occurred initializing the
SYSUT! data set.

HMx-12 VS1 System Messages

® CSECT (csect) NOT FOUND: CSECT (csect) could not be found.
The CSECTs HMDSAPRO and HMDSAPGE should reside in
SYSI.LINKLIB.

* TXT RECORDS OUT OF SEQUENCE: The input object module
has a misplaced text record.

® NO END STATEMENT FOLLOWING TXT: The input object
module does not have an END statement.

e UNIDENTIFIABLE RECORD ENCOUNTERED: The input object
module has an extraneous input record.

System Action: The HMDSALDR program will not prepare the
HMDSADMP program for initialization of thelPL volume (return
code--4).

Programmer Response: Rerun the job.

Problem Determination: Table 1, items 9a, 29, 37, 38. Save the
HMDSADMP macro input and output. Save the execution step
listings.

HMDO0371 ERROR - SYSUT2 FILE DOES NOT CONTAIN

MODULE mod

Explanation: The input received from SYSUT2 was not in object or
load module format. Note that modules which are not on the first
data set of a concatenated data set will not be found. In effect,
concatenated data sets are not valid for SYSUT2.

System Action: HMDSALDR will not prepare the HMDSADMP
program for initialization of the IPL volume (return code--4).

Programmer Response: Make sure that the module in question is an
object module or load module.

Problem Determination: Table 1, items 3, 9a, 13, 29, 37, 38.

HMDO0381 INVALID PARM=PARAMETER ON EXEC

STATEMENT

Explanation: The parameter input to HMDSADMP is in error. The
parameter input must be either:

TYPE2=HLIPL2=(T or D)
or
TYPE2=LO,IPL2=D

System Action: HMDSALDR will not prepare the HMDSADMP
program for initialization of the IPL volume (return code--4).

Programmer Response: Correct the parameter input, and rerun the
job.

Problem Determination: Table 1, items 29, 37, 38. Save the
HMDSADMP macro input and output.

HMDO0391 ERROR - MODULE mod DOES NOT CONTAIN

CSECT csect

Explanation: Module (mod) does not have a section definition for
CSECT (csect).

System Action: HMDSADMP initialization terminates (return
code--4).

Programmer Response: Rerun the job.

Problem Determination: Save the Stage | HMDSADMP macro input
and output. Execute the HMBLIST service aid program to list the
module with a cross reference table. Table I, items 37-38.

HMDO0401 {BLDL | FIND } I/O ERROR SEARCHING

SYSUT2 FILE FOR MODULE mod

Explanation: An 1/0 error occurred while searching for the indicated
module.

System Action: HMDSADMP terminates (return code--4).

Programmer Response: Rerun the job.



Problem Determination: Table 1, items 2, 29, 30, 37, 38. Save the
HMDSADM2 macro output.

HMDO0411 1-O ERROR

Explanation: An uncorrectable input/output error occurred during
stand-alone dump installation.

System Action: The stand-alone dump installation is terminated.

Programmer Response: Scratch the SYSI.HMDSADMP data set and
rerun the job.

Problem Determiniation: Table I, items 2, 29, 30, 37.

HMD0411 UNCORRECTABLE 1I/0 ERROR OCCURRED

Explanation: An uncorrectable input/output error occurred during
HMDSADMP initialization.

System Action: HMDSADMP initialization terminates (return
code--4).

Programmer Response: Rerun the job.

Problem Determination: Table 1, items 2, 29, 30, 37, 38. Save the
HMDSADM2 macro output.

HMD042I GETMAIN FAILED - INSUFFICIENT STORAGE

Explanation: There is not enough storage to initialize HMDSADMP.
System Action: HMDSADMP terminates (return code--4).
Operator Response: Rerun the HMDSADMP job in a larger partition.

HMD0431 HMDSALDR PROCESSING SUCCESSFULLY
COMPLETED

Explanation: If the IPL2=T option was specified in the HMDSALDR
step, the IPL tape has been successfully initialized with the
HMDSADMP program. If IPL2=D was specified, loader-maker input
for IEHDASDR has been successfully prepared.

System Action: A condition code of zero is returned to the system.

Operator Response: None.

HMDO049D PERMISSION TO WRITE IPL TEXT ON cuu
volser (Y or N)

Explanation: The operator is asked to grant or deny permission to
write the stand-alone dump IPL text on the specified direct access
volume. In the message text, the fields are:

cuu

Channel and Unit address
volser

Volume serial number.

System Action: If Y is entered, the IPL text is written on the volume.
If N is entered, processing terminates.

Operator Response: Enter Y to allow the IPL text to be written to
the specified volume. Enter N to terminate the stand-alone dump
program installation.

HMDO0501 DISK IPL TEXT INSTALL REJECTED BY
OPERATOR

Explanation: The operator replied N to message HMD049D.

System Action: The stand-alone dump program installation is
terminated.

Programmer Response: Correct the operands on the HMDSADMP
macro or correct the instructions to the operator. Scratch the
SYS1.HMDSADMP data set and rerun the job.
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HMDO0511 DISK IPL TEXT INSTALL REJECTED FOR
SYSRES

Explanation: The system residence volume was specified as the
volume on which to install the stand-alone dump program.

System Action: The stand-alone dump program installation is
terminated.

Programmer Response: Scratch the SYSI.HMDSADMP data set.
Rerun the install program specifying a volume other than the
system residence volume.

HMD0521 STAND-ALONE DUMP HAS BEEN INSTALLED

Explanation: The installation of stand-alone dump program has
been successfully completed.

System Action: None

Programmer Response: None

HMDO0531 INCORRECT DEVICE TYPE FOR HMDSADMP

Explanation: In the HMDSADMP macro instruction operand
IPL=Dxxxx or IPL=Txxxx, the device specification, xxxx, was
inconsistent with the device type specification, D or T.

System Action: The stand-alone dump instailation is terminated.

Programmer Response: Scratch the SYSI.HMDSADMP data set.
Correct the HMDSADMP macro instruction and rerun the job.

HMD054 INPUT ERROR ON ddname, RECORD nnnn

Explanation: An error exists in the object deck for the stand-alone
dump module indicated by ddname. nnnn identifies the record
containing the error, records being numbered sequentially starting
with one. If nnnn is one more than the number of records in the
deck, the deck is incomplete (the END card is missing). If the
erroneous record contains a REP statement; then it is misplaced, it
contains a syntax error, or it specifies replacement at a location
outside of the module.

System Action: The stand-alone dump installation is terminated.

Programmer Responose: Examine the specified object deck;
determine if SYSI.SAMPLIB has been overlaid or if an incorrect level
of the module is being used. Correct the data set. Scratch the
SYSI.HMDSADMP data set and rerun the job.

HMDPRDMP Messages

HMDI501  FILE {ddn | PRINTER | SYSUT1 } CANNOT BE
OPENED

Explanation: The required PRINTER, SYSUT! or other DD statement
(indicated by ddname) is missing or invalid; therefore, the
corresponding data control block cannot be opened.

System Action: HMDPRDMP execution terminates.

Programmer Response: Probable user error. Supply the correct
PRINTER, SYSUT! DD statement or ddname.

Problem Determination: Table I, items 1, 2, 15, 29.

HMDI1511 INSUFFICIENT STORAGE - EXECUTION
TERMINATED

Explanation: The partition size was less than the minimum 128K
required for execution or else storage for buffer space was not
available.

System Action: HMDPRDMP processing terminates.

Programmer Response: If the partition size was less than 128K,
rerun the job in partition of at least 128K.
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Operator Response: None.

Problem Determination: Table 1, items 1, 2, 3, 4, 29. Save a listing
of the control statements for HMDPRDMP in the order the control
statements were executed.

HMDI1531 PERMANENT 1/O ERROR ON ddn - EXECUTION
TERMINATED

Explanation: An 1/0 error has occurred on the device assigned to
the data set specified in the statement indicated by ddn, and the
associated DCB SYNAD routine has been entered.

System Action: HMDPRDMP execution terminates.

Programmer Response: Check the indicated DD statement to ensure
that the proper device is specified.

Problem Determination: Table 1, items 1, 2, 13, 29.

HMD154D REPLY TITLE, ‘SAME’ OR ‘END’

Explanation: This message appears on the console prior to the
execution of each user control statement requesting that the operator
specify a dump title to be applied to the dump listing. This message
is issued if a ‘T" has been included in the PARM=option of the
EXEC statement.

System Action: HMDPRDMP waits pending the operator’s reply.
Operator Response: Enter one of the following responses:

e If a new title is to be applied to each page of the HMDPRDMP
output listing, enter REPLY id ccccc...cc, cecec...cc being any
character string to up to 64 characters.

e If the previous title is to be used, enter REPLY id, ‘SAME’.

¢ If execution of the HMDPRDMP program is to terminate, enter
REPLY id, ‘END".

HMDI155D REPLY WITH GO, DESIRED FUNCTION, OR
END

Explanation: Either no SYSIN data set was supplied (see next
paragraph) or all user control statements in the SYSIN data set have
been processed without encountering an end control statement. This
message, issued to the console, requests additional control
statements.

If the SYSIN data set was omitted, this message is issued as soon as
execution of the HMDPRDMP program begins. The program enters
conversational control mode in which control statements are entered
from the console. This message is reissued after the processing for
each set of specified functions has completed.

System Action: The HMDPRDMP program enters a wait state until
the operator’s response has been entered.

Operator Response: Any sequence of user control statements may be
entered. If GO is entered, the set of user control statements specified
by a preceding ONGO statement will be used. If no ONGO has been
specified, the ONGO default values will be used. A reply of END
will cause HMDPRDMP program execution to terminate.

HMD1561 REPLY WITH STOP TO TERMINATE CURRENT

FUNCTION

Explanation: This message allows the operator to stop the execution
of a function control statement at any time.

This message is issued to the console only if ‘S’ is included in the
PARM= option list of the EXEC statement.

System Action: HMDPRDMP execution continues. This message
remains outstanding until a STOP command is entered or until the
program terminates.

Operator Response: If you want to halt execution of the active
function control statement, enter REPLY xx, ‘STOP’. This will cause
the HMDPRDMP program to stop processing the current function
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control statement and either read the next control card from the
SYSIN data set or issue message HMD155D to request more control
statements from the operator. If you do not reply to this message,
execution will proceed normally and at termination the outstanding
reply will be deleted.

HMDI157A MOUNT NEW DUMP TAPE

Explanation: HMDPRDMP has encountered a NEWDUMP or
NEWTAPE control statement and has closed the current input dump
data set. This message is issued to request that the new input dump
volume be mounted.

System Action: 1f the SYSUT! work data set is being used, the input
data set is opened, OPEN mount message IECIO01A is issued, and the
work data set is loaded. If the SYSUTI work data set is not being
used, the dump data set is closed, message HMDI57A is issued, and
the next control statement is read. The OPEN mount message
IECI0LA is not issued, and the tape is not loaded, until the next
control statement is read.

Operator Response: Mount the desired input dump tape. If message
IECI01A is also issued, respond as indicated for that message (see
OS/VS Message Library: VS1 System Messages, GC38-1001).

HMD1581 1/0 ERROR ON DUMP
{ ENTIRE TAPE WILL BE PRINTED | ONLY
NUCLEUS AND SQA WILL BE PRINTED |

SELECT OPTIiON TO RETRY }

Explanation: An 1/0 error occurred while HMDPRDMP was
attempting to read a block either from the SYSUT! data set or from
a tape (if tape is being used directly without the use of the SYSUTI
data set).

System Action: HMDPRDMP program action is indicated by the
second portion of the message, whose appearance depends on the
value assigned to ‘n’ in the option list of the PARM= parameter of
the EXEC statement. If n is 1, or if n is not coded, the entire real or
virtual portion of the dump data set will be printed. All remaining
control statements are syntax-checked, but none are executed until a
valid NEWDUMP, NEWTAPE, SEGTAB, or CVT control statement is
encountered.

The fourth and fifth submessages are issued only if HMDPRDMP
was processing the portion of the dump listing indicated. Processing
continues with the next function.

Programmer Response: None.

HMD1591 HMDPRDMP PROGRAM CHECK
{ ENTIRE TAPE WILL BE PRINTED | ONLY
NUCLEUS AND SQA WILL BE PRINTED |
SELECT OPTION TO RETRY }

Explanation: A program check occurred in HMDPRDMP when it
attempied to use information contained on the input dump tape.

System Action: HMDPRDMP action is indicated by the second
portion of the message. If one of the first three submessages was
issued, the program action taken depends on the value assigned to
‘n’ in the option list of the PARM= parameter of the EXEC
statement. If n is 1, or if n is not coded, the entire real or virtual
portion of the input dump data set will be printed. The remainder
of the control statement is ignored. All remaining control statements
are syntax-checked, but none are executed until a valid NEWDUMP,
NEWTAPE, SEGTAB, or CVT control statement is encountered.

Programmer Response: None.

HMD1611 FORMAT ERROR
{ ENTIRE TAPE WILL BE PRINTED | ONLY
NUCLEUS AND SQA WILL BE PRINTED |

SELECT OPTION TO RETRY }

Explanation: HMDPRDMP encountered an error extracting data from
the dump tape during the initialization process.



(Text rearrangement only)

System Action: HMDPRDMP action is indicated by the second
portion of the message. If one of the first three submessages was
issued, the program action taken depends on the value assigned to
‘n’ in the option list of the PARM= parameter of the EXEC
statement. If n is 1, or if n is not coded, the entire real or virtual
portion of the input dump data set will be printed. The remainder
of the current control statement is ignored. All remaining control
statements are syntax-checked, but none are executed until a valid
NEWDUMP, NEWTAPE, SEGTAB, or CVT control statement is
encountered. The fourth and fifth submessages are issued only if
HMDPRDMP was processing the portion of the dump listing
indicated. Processing continues with the next function.

Programmer Response: None.

HMD1621 JOB jjj NOT FOUND

Explanation: The indicated job was specified in a PRINT
JOBNAME=jobname user control statement. The job could not be
found in the storage dump.

System Action. HMDPRDMP execution continues with the next user
control statement.

Programmer Response: None.

HMD1631 GO FUNCTIONS TO BE PERFORMED
| ongo operands |

Explanation: On execution of a GO control statement, this message
lists the functions to be performed.

System Action: The indicated GO functions are performed. If the
ONGO control statement has been previously issued by the user, the
specified functions appear in this message. If no ONGO control
statement was specified, the default functions, Q. L, F, E, and P A are
indicated and will be performed.

Programmer Response: None;

HMD1641 TAPE IS PRE-FORMATTED DUMP REMAINING
PARAMETERS IGNORED

Explanation: HMDPRDMP has determined that the input tape data
set is not an HMDSADMP high-speed or system produced dump.
The input block size is less than 134 characters.

System Action: HMDPRDMP prints the contents of the input tape
with no formatting. The current user control statement is ignored
and the next control statement is obtained.

Programmer Response: Probable user error. If user control
statements are being entered from the system console, the current
tape volume should be demounted by entering the NEWDUMP or
NEWTAPE control statement. Otherwise HMDPRDMP should be
rerun using the correct dump tape.

Problem Determination: Table 1, items 2, 13, 29.

TNL GN24-5744 (08 Dec 83) to GC38-1001-10 HMX

HMD1651 ERROR IN PRECEDING CONTROL STATEMENT
(err)

Explanation: A syntax error was detected during the scan of an
HMDPRDMP control statement. If the control statement error
cannot be diagnosed by the HMDPRDMP program, an error
description cannot and will not be issued with the message.
Otherwise, the error description on the second line identifies the
error as one of the following:

* DELIMITER ERROR IN JOBNAME OPERAND LIST. The job
names specified by the JOBNAME keyword must be separated by
commas.

¢ DELIMITER ERROR IN OPERAND FIELD OF aaaaaaaa. A
delimiter error was encountered by an HMDPRDMP exit module
in the operand field of its own verb; aaaaaaaa is replaced by that
verh.

e DELIMITER ERROR IN PAGE OPERAND LIST. Parameters
following the PAGE keyword of the PRINT verb must be
separated by an equal sign, a comma, or parentheses. Some
other delimiter was found during the scan.

* FILE OPERATION CANNOT BE PERFORMED ON D/A INPUT.
The FILESEQ keyword parameter was used in the NEWDUMP
control statement, but the corresponding dump data set was on a
direct access device.

¢ GO PARAMETER ENCOUNTERED IN ONGO OPERAND. The
GO verb may not be specified as a verb in the ONGO list.

e INVALID CVT ADDRESS SPECIFIED. The value specified for the
CVT verb is invalid. This value must be specified asa | to 6
digit hexadecimal address.

¢ INVALID DELIMITER FOLLOWING KEYWORD. A keyword is
followed by an invalid delimiter.

e INVALID DELIMITER FOLLOWING VERB. The delimiter
separating two verbs or a verb and a keyword is invalid.

e INVALID KEYWORD. A keyword is invalid.

e INVALID KEYWORD IN OPERAND FIELD OF aaaaaaaa. An
invalid keyword was encountered by an HMDPRDMP exit
module in the operand field of its own verb; aaaaaaaa is
replaced by that verb.

® INVALID PAGE DEVICE ADDRESS. The device address value in
the operand of the PAGE keyword must contain 3 digits, each of
which must be within the numbers 0 through 9 or the letters A
through F. At least one of the digits specified was not in either
of these ranges.

e INVALID SEGTAB ADDRESS SPECIFIED. The value specified for
the SEGTAB verb is invalid. This value must be specified as a |
to 6 digit hexadecimal address.

® INVALID { SGG | TTR } VALUE SPECIFIED. The TTR or SGG
value must be within the numbers 0 through 9 or the letters A
through F. At least one of the digits specified was not in either
of these ranges.

* INVALID VERB. The verb of a control statement is not known to
HMDPRDMP.
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¢ JOBNAME LENGTH GREATER THAN 8. A job name specified in
the JOBNAME operand has a length greater than 8 characters.

e KEYWORD LENGTH GREATER THAN 8. A keyword was found
that has more than 8 characters.

e LENGTH OF PAGE DEVICE ADDRESS NOT EQUAL 3. The
device address in the PAGE keyword operand must be 3 digits.
The address specified was not 3 digits.

e LENGTH OF PAGE { SGG | TTR } GREATER THAN 6. A TTR or
SGG value in the PAGE operand list was specified with more
than 6 hexadecimal digits.

e LENGTH OF REAL ADDRESS GREATER THAN 6. A storage
address in the REAL operand list was specified with more than 6
hexadecimal digits.

e LENGTH OF STORAGE ADDRESS GREATER THAN 6. A virtual
storage address, in the STORAGE operand list, is specified with
more than 6 hexadecimal digits.

¢ NAME MISSING FROM JOBNAME OPERAND LIST. No job
name is specified for the JOBNAME keyword of the PRINT verb.

e NEWDUMP KEYWORD VALUE ERROR. There is syntax error in
the keyword parameters of the NEWDUMP control statement.

e NEWTAPE OPERATION CANNOT BE PERFORMED. HMDPRDMP
could not position the input tape at the core image dump
specified by the NEWDUMP or NEWTAPE control statement.

The FILESEQ keyword parameter was used on the NEWDUMP
control statement and the input dump data set resides on a
non-label magnetic tape volume. The volume did not contain
the specified number of files.

¢ NO DUMP FOR SPECIFIED DEVICE. The input data set did not
contain a PAGE data set dump for the device address specified in
the operand of the PAGE keyword.

* NO INPUT DD CARD. The value of the DDNAME keyword of
the NEWDUMP control statement specified a DD statement which
is not included with the JCL statements used to execute the
HMDPRDMP service aid program.

e OPERAND MISSING. The value for a keyword parameter is not
specified.

¢ STARTING OMITTED IN PAGE OPERAND. TTR or SGG values
in the operand of the PAGE keyword must appear in pairs. The
first address of a pair was omitted.

e STARTING OMITTED IN REAL OPERAND. Values in the
operand of the REAL keyword must appear in pairs. An odd
number of addresses was specified in this list.

* STARTING OMITTED IN STORAGE OPERAND. A virtual storage
address in the STORAGE keyword must appear in pairs. The
first address of a pair was omitted.

e SYNTAX ERROR IN OPERAND FIELD OF aaaaaaaa. A syntax
error was encountered by an HMDPRDMP exit module in the
operand field of its own verb; aaaaaaaa is replaced by that verb.

e TOO MANY JOBNAMES IN LIST. More than ten job names were
specified for the JOBNAME keyword of the PRINT verb.

e UNBALANCED PARENTHESIS. Unbalanced parentheses were
found in the value of a keyword operand.

e VERB LENGTH GREATER THAN 8. The verb is longer than 8
characters.

System Action: If user control statements are being provided by the
SYSIN data set, HMDPRDMP will scan the remaining control
statements for syntax errors. No control statements will be executed
until a correct NEWDUMP or NEWTAPE control statement is
encountered. If user control statements are being entered from the
system console, the HMDPRDMP program issues message HMDI155D
to allow the operator to enter a new control statement.

Programmer Response:Probable user error. If the control statements
entered by way of the card reader, rerun the job specifying the
control statements in the proper syntax.

Problem Determination: Table 1, items 2, 13, 29.
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HMD1661 FORMAT ERROR DURING JOBNAME SEARCH

Explanation: HMDPRDMP encountered a format error while
attempting to locate the virtual storage assigned to a specified job.

System Action: HMDPRDMP execution continues and, if possible, the
search is continued.

Operator Response: None.

HMD1681 DUMP DATA SET EMPTY - DD ddn

Explanation: The dump data set described by DD statement ddn
does not contain a core image dump or a preformatted dump.

System Action: If the user control statements are being entered from
the SYSIN data set, HMDPRDMP will scan the remaining control
statements for syntax errors. No control statements will be executed
until a correct NEWDUMP or NEWTAPE statement is encountered.
If user control statements are being entered from the console,
message HMD155D will be issued to allow the user to enter a new
HMDPRDMP control statement.

Operator Response: Probable user error. The current input data set
can not be processed by HMDPRDMP. If additional dumps are to be
processed by HMDPRDMP, the NEWDUMP or NEWTAPE control
statements may be used to specify a different input data set.
Otherwise, execution of HMDPRDMP can be terminated by replying
‘END’ to message HMDI155D.

HMD1701 END OF FILE ON SYSIN - CONTROL PASSED
TO OPERATOR

Explanation: All user control statements in the SYSIN data set have
been processed without encountering an END control statement.

System Action: HMDPRDMP issues message HMD155D to the system
console.

Programmer Response: None.

HMD1711 PROCESSING FOR CURRENT DUMP
DISCONTINUED

Explanation: A user control statement syntax error has been
detected. This message notes the position in the SYSIN data set after
which user control statements were ignored.

System Action: All remaining user control statements in the SYSIN
data set are scanned, but none are executed until a valid
NEWDUMP, NEWTAPE, SEGTAB, or CVT verb is encountered. If an
end-of-file condition is reached without encountering an END
statement, message HMDI155D is issued.

Programmer Response: None.

HMD1721 FUNCTION TERMINATED BY OPERATOR

Explanation: STOP has been entered in reply to message HMDI1561.

System Action: HMDPRDMP ceases processing the current function
statement and obtains the next user control statement.

Programmer Response: None.

HMD1731 SYSUT1 IS NOT DA - DUMP WILL BE
PROCESSED ON TAPE

Explanation: The SYSUT1 data set was not assigned to a direct
access device.

System Action: Instead of processing the dump data set on direct
access storage, HMDPRDMP processes the dump on the input tape.

Programmer Response: None.
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HMD1741 { SYSUT1 | SYSUT2 } LOADED

Explanation: The work data set indicated in the message text has
been loaded from the input data set.

System Action: If the work data set is SYSUT1, module HMDPREAD
will get the dump information from the SYSUTI data set. If the
work data set is SYSUT2, the copying of the data set has been
successful; execution terminates.

Programmer Response: None.

HMD1751 NO TAPE DD CARD - SYSUT1 ASSUMED
LOADED

Explanation: A TAPE DD statement is not included in the
HMDPRDMP JCL.

System Action: HMDPRDMP assumes that the dump to be processed
is in the data set described by the SYSUT1 DD statement. Dump
processing will be attempted on this data set.

Programmer Response: None.

HMDI1761 ddn DD NOT TAPE DEVICE - NO WORK FILE DD

Explanation: The HMDPRDMP program has determined that the
input data set does not reside on a tape device. The input data set is
specified by the TAPE DD statement or by the DDNAME operand of
the NEWDUMP control statement. When the input data set does not
reside on a tape volume, one of the work files, SYSUT1 or SYSUT2,
is required, but neither of these has been specified.

System Action: HMDPRDMP execution terminates.

Programmer Response: Either define the input as the SYSUTI data
set and omit the TAPE DD statement, or supply a DD statement for
one of the following work data sets:

e SYSUTI - This is a direct access work data set which is used
temporarily to hold the dump during HMDPRDMP processing.

e SYSUT2 - This may be any data set to which the dump is copied
for later processing by HMDPRDMP.

Problem Determination: Table 1, items 1, 2, 13, 29.

HMD1771 THESE MODULES NOT FOUND
HMD1771  mod
HMD1771  mod

etc.
Explanation: HMDPRDMP was unable to locate the named modules
in either SYS1.LINKLIB or in a private library.

System Action: HMDPRDMP suppresses the function that required
the use of the named modules, issues message HMDI80I to indicate
which function cannot be used, and continues processing with one
of the following actions:

e If the module named in message HMDI180I is required for
execution of a control statement, that control statement is not
executed, and HMDPRDMP proceeds with the next control
statement.

e If the module is a user exit program for the EDIT function of
HMDPRDMP, message HMD214I is issued to indicate that EDIT
processing will terminate. HDPRDMP continues with the next
control statement.

¢ If the module is a format appendage for the EDIT function of
HMDPRDMP, message HMD215I is issued to indicate that trace
records requiring this appendage will be printed in the
hexadecimal dump format.

Operator Response: Note the module names identified by message
HMD1771 and inform the system programmer that this message has
been issued.

Programmer Response: If the module named in message HMD1771
has the format HMDUSRxx, xx being a hexadecimal number in the
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range 1-50, the module is a user format appendage for the EDIT
function. Trace records requiring this module are user trace records
for which the hexadecimal dump may be desired. If this is the case,
no programmer action is required. If the module name is not of the
format HMDUSRxx, or if the user format appendage is desired,
message HMD1771 indicates a probable user error. The required
HMDPRDMP module must be link edited into a pnvate library or
the SYSI.LINKLIB data set.

Problem Determination: Table 1, items 2, 4, 29.

HMD1781 170 ERROR ON BLDL

Explanation: HMDPRDMP issued a BLDL macro instruction to locate
a required module. The BLDL macro instruction encountered an
input/output error.

System Action: HMDPRDMP suppresses the function that required
use of the module, issues message HMD180I to indicate which
function cannot be used, and continues processing with one of the
following actions:

e If the module named in message HMD180I is required for
execution of a control statement, that control statement is not
executed and HMDPRDMP proceeds with the next control
statement.

¢ If the module named in message HMDI180I is a user exit program
or a format appendage for the EDIT function of HMDPRDMP,
message HMD214I is issued to indicate that EDIT processing will
terminate. HMDPRDMP proceeds with the next control
statement.

Operator Response: Inform the system programmer that this message
was issued.

Programmer Response: Verify that the HMDPRDMP modules have
been link edited correctly into the private library or SYSI.LINKLIB
data set.

Problem Determination: Table 1, items 1, 4, 29.

HMD180I mod FUNCTION INOPERATIVE

Explanation: The function of HMDPRDMP, mod in the message text,
is inoperative. This module can be one of the following:

e Required for the execution of an HMDPRDMP control statement.
In this case, the module name will have the format HMDPRxxx
where xxx is one of:

PAL PRINT ALL function,

PCR PRINT CURRENT function
PDR PRINT F03 function (DAR),
FXT FORMAT function

PJB PRINT JOBNAME= (print storage by specific jobname)
LPA LINK PACK AREA map function
SCN EDIT GTF trace data (control card scan phase)

XED EDIT GTF trace data (processing phase)
QCB Queue Control Block trace,

PPG PRINT PAGE function,

NUC PRINT NUCLEUS, SQA, and CSA functions
PMS PRINT STORAGE= or PRINT REAL

e A system or subsystem format appendage routine for the EDIT
function of HMDPRDMP. In this case, the module name has the
format HMDSYSxx where xx is a hexadecimal number, or
HMDUSRyy where yy is a hexadecimal number in the range
51-FF.

* A user exit program for the EDIT function of HMDPRDMP as
specified by the EXIT parameter of the EDIT control statement.

System Action: The action taken by HMDPRDMP depends on why
the named function has become inoperative. One of the messages
HMD1771 or HMD178I is issued prior to issuing message HMD180I to
indicate both the reason for the function becoming inoperative and
the resulting system action.

Operator Response: None.



Programmer Response: Follow the recommended programmer
response indicated for messages HMD1771-HMD178L.

Problem Determination: Table 1, items 25¢, 29.

HMDI181I DELETE ERROR - mod

Explanation: During execution of the EDIT function, HMDPRDMP
attempted to acquire storage for the load of a program segment by
deleting the loaded module (mod). It was found that module (mod)
had already been deleted.

System Action: EDIT execution terminates; HMDPRDMP processing
proceeds with the next control statement.

Operator Response: Report this message to the programmer.

Programmer Response: Probable user error. User exit programs and
user format appendages for the EDIT function must not issue the
DELETE macro instruction specifying modules of HMDPRDMP.
Verify that this is not done. Rerun the job including a SYSPRINT
DD statement in the HMDPRDMP JCL.

Problem Determination: Table 1, items 1, 2, 4, 29.

HMD1841 INPUT DATA SET INVALID

Explanation: HMDPRDMP has detected that the input data set is not
a HMDSADMP high-speed dump or a system SVC dump. The input
block size is greater than 133 characters; therefore, the tape cannot
be printed.

System Action: If user control statements are being provided by
SYSIN data set, HMDPRDMP will scan remaining control statements
for syntax errors. No control statement will be executed until a
correct NEWDUMP, NEWTAPE, CVT=,SEGTAB=, or END control
statement is encountered. If user control statements are being
entered by way of the console, HMDPRDMP issues message
HMDI155D to let the user enter a new control statement.

Operator Response: Probable user error. If control statements are
being entered by way of the console, the current tape volume should
be demounted by entering the NEWDUMP or NEWTAPE control
statement. Otherwise execute HMDPRDMP again, making sure that
the correct dump tape is mounted.

Problem Determination: Table 1, items 2, 13, 28, 29.

HMDI1871 INVALID EXEC CARD PARAMETER

Explanation: The HMDPRDMP program detected a syntax error in
the value of the PARM= parameter of its EXEC JCL statement.

System Action: HMDPRDMP processing continues; the value
assumed for this parameter may be in error.

Programmer Response: Probable user error. Correct the value of the
PARM= parameter, and make sure that a SYSPRINT DD statement
has been included with the HMDPRDMP JCL.

Problem Determination: Table I, items 1, 4, 29.

HMD199D CONTINUE DEFINITION

Explanation: Control statements for the EDIT function of
HMDPRDMP are being entered from the system console. An EDIT
control statement is to be continued.

System Action: The HMDPRDMP program enters a wait pending the
operator’s reply.

Operator Response: Enter the continuation for the current EDIT
control statement.

HMD2011 INVALID KEYWORD BEGINNING WITH xxx

Explanation: While scanning a control statement, EDIT has
encountered an invalid keyword. The first three characters of that
keyword are indicated by xxx.
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System Action: If control statements are being provided by the
SYSIN data set, the function requested by the control statement in
error will not be executed. Further action depends on the type of
data set being processed:

1. If a dump data set is being processed, HMDPRDMP will
syntax-check the remaining control statements for that dump
without executing them.

2. If an external trace data set is being processed, HMDPRDMP will
resume processing with the next control statement.

If user control statements are being entered from the primary system
console, HMDPRDMP issues message HMD210D to allow the user to
enter EDIT keywords.

Operator Response:If the control statements are being entered by
way of the system console, reenter the EDIT keywords with correct
syntax.

Programmer Response: Probable user error. If the control statements
are being provided by the SYSIN data set, rerun the job using valid
keywords and abbreviations.

Problem Determination: Table I, items 2, 4, 29.

HMD2021 INVALID PARENTHESES

Explanation: While scanning a control statement, EDIT encountered
either unbalanced parentheses or parentheses around keyword
values for which only one value may be specified.

System Action: If control statements are being provided by the
SYSIN data set, the function requested by the control statement in
error will not be executed. Further action depends on the type of
data set being processed:

1. If a dump data set is being processed, HMDPRDMP will
syntax-check the remaining control statements for that dump
without executing them.

2. If an external trace data set is being processed, HMDPRDMP will
resume processing with the next control statement.

If user control statements are being entered from the primary system
console, HMDPRDMP issues message HMD210D to allow the operator
to enter EDIT keywords.

Operator Response: If entering the control statements from the
system console, reenter the EDIT keywords correctly.

Programmer Response: Probable user error. If the control statements
were entered by way of the SYSIN data set, rerun the job, making
sure that all parentheses are paired and that no parentheses are used
with the DDNAME and EXIT keywords.

Problem Determination: Table 1, items 2, 4, 29.

HMD2031 INVALID PARM VALUE FOR KEYWORD keywd

Explanation: While scanning the keyword parameter - keywd, EDIT
encountered a value that contains other than valid alphameric
values or a value that falls outside the range of values allowed for
that keyword.

System Action: If control statements are being provided by the
SYSIN data set, the function requested by the control statement in
error will not be executed. Further action depends on the type of
data set being processed:

1. If a dump data set is being processed, HMDPRDMP will
syntax-check the remaining control statements for that dump
without executing them.

2. If an external trace data set is being processed, HMDPRDMP will
resume processing with the next control statement.

If user control statements are being entered from the primary system
console, HMDPRDMP issues message HMD210D to allow the operator
to enter EDIT keywords.

Operator Response: If the control statements are being entered by

- way of the system console, reenter the EDIT keywords, making sure

that all the errors mentioned above have been corrected.

Service Aids Messages HMx-17



HMx

Programmer Response: Probable user error. If the control statements
are being provided by the SYSIN data set, rerun the job, making
sure that alphabetic and numeric characters are used correctly, and
that all parameters fall within the range of values allowed.

Problem Determination: Table 1, items 2, 4, 29.

HMD2041 LENGTH OF PARM INVALID FOR KEYWORD
keywd

Explanation: While scanning parameter values associated with
keyword (keywd), EDIT encountered a parameter value that exceeds
the maximum length allowed for parameters of that keyword.

System Action: If control statements are being provided by the
SYSIN data set, the function requested by the control statement in
error will not be executed. Further action depends on the type of
data set being processed:

1. If a dump data set is being processed, HMDPRDMP will
syntax-check the remaining control statements for that dump
without executing them.

2. If an external trace data set is being processed, HMDPRDMP will
resume processing with the next control statement.

If user control statements are being entered from the primary system
console, HMDPRDMP issues message HMD210D to allow the operator
to enter EDIT keywords.

Operator Response: If the control statements are being entered from
the system console, reenter the EDIT keywords, making sure that the
error mentioned above has been corrected.

Programmer Response: Probable user error. If the control statements
are being provided by the SYSIN data set, rerun the job, making
sure that all parameter values conform to length requirements.

Problem Determination: Table I, items 2, 4, 29.

HMD2051 DUPLICATE KEYWORD - keywd

Explanation: While scanning a control statement, EDIT encountered
the EXIT or DDNAME keyword after it had already been specified
with a different value.

System Action: If control statements are being provided by the
SYSIN data set, the function requested by the control statement in
error will not be executed. Further action depends on the type of
data set being processed:

1. If a dump data set is being processed, HMDPRDMP will
syntax-check the remaining control statements for that dump
without executing them.

2. If an external trace data set is being processed, HMDPRDMP will
resume processing with the next control statement.

If user control statements are being entered from the primary system
console, HMDPRDMP issues message HMD210D to allow the operator
to enter EDIT keywords.

Operator Response: If the control statements were entered from the
system console, reenter the EDIT keywords, making sure that the
error mentioned above has been corrected.

Programmer Response: Probable user error. If the control statements
are being provided by the SYSIN data set, rerun the job, making
sure that the EXIT or DDNAME keyword is specified only once per
EDIT control statement.

Problem Determination: Table 1, items 2, 4, 29.

HMD2061 EXCESSIVE NO. PARM VALUES FOR

KEYWORD keywd

Explanation: While scanning multiple parameter values associated
with keyword (keywd), EDIT has encountered a greater number of
unique parameter values than is allowed for this keyword.

System Action: If control statements are being provided by the
SYSIN data set, the function requested by the control statement in
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error will not be executed. Further action depends on the type of
data set being processed:

1. If a dump data set is being processed, HMDPRDMP will
syntax-check the remaining control statements for that dump
without executing them.

2. If an external trace data set is being processed, HMDPRDMP will
resume processing with the next control statement.

If user control statements are being entered from the primary system
console, HMDPRDMP issues message HMD210D to allow the operator
to enter EDIT keywords.

Operator Response: If entering the control statements from the
system console, reenter the EDIT keywords, making sure that the
error mentioned above has been corrected.

Programmer Response: Probable user error. If the control statements
were entered from the SYSIN data set, rerun the job, making sure
that the number of unique parameter values does not exceed the
maximum number allowed for this keyword.

Problem Determination: Table 1, items 2, 4, 29.

HMD2071 INVALID DELIMITER FOR KEYWORD keywd

Explanation: While scanning values for keyword (keywd) EDIT has
encountered either a delimiter in the place of a value or an
unexpected type of delimiter.

System Action: If control statements are being provided by the
SYSIN data set, the function requested by the control statement in
error will not be executed. Further action depends on the type of
data set being processed:

1. If a dump data set is being processed, HMDPRDMP will
syntax-check the remaining control statements for that dump
without executing them.

2. If an external trace data set is being processed, HMDPRDMP will
resume processing with the next control statement.

If user control statements are being entered from the primary system
console, HMDPRDMP issues message HMD210D to allow the operator
to enter EDIT keywords.

Operator Response: If the control statements are being entered from
the system console, reenter the EDIT keywords with the proper
delimiters.

Programmer Response: Probable user error. If the control statements
are being provided by SYSIN data set, check all delimiters and rerun
the job.

Problem Determination: Table I, items 2, 4, 29.

HMD208I START VALUE EXCEEDS STOP VALUE IN
STMTS ABOVE

Explanation: The START parameter value is larger than the STOP
parameter value.

System Action: If control statements are being provided by the
SYSIN data set, the function requested by the control statement in
error will not be executed. Further action depends on the type of
data set being processed.

1. If a dump data set is being processed, HMDPRDMP will
syntax-check the remaining control statements for that dump
without executing them.

2. If an external trace data set is being processed, HMDPRDMP will
resume processing with the next control statement.

If user control statements are being entered from the primary system
console, HMDPRDMP issues message HMD210D to allow the user to
enter EDIT keywords.

Operator Response: If the control statements are being entered from
the system console, reenter the EDIT keywords, making sure that the
error mentioned above has been corrected.

Programmer Response: Probable user error. If the control statements
are being provided by the SYSIN data set, rerun the job, ensuring



that the STOP parameter value is greater than the START parameter
value.

Problem Determination: Table I, items 2, 4, 29.

HMD2091 INVALID USERID OR RANGE

Explanation: While scanning the parameter values associated with
the USR keyword, EDIT has encountered one of the following
conditions:

* An invalid symbolic EID

e An EID range in which the left (lower) value exceeds the right
(upper) value

System Action: If control statements are being provided by the
SYSIN data set, the function requested by the control statement in
error will not be executed. Further action depends on the type of
data set being processed:

1. If a dump data set is being processed, HMDPRDMP will
syntax-check the remaining control statements for that dump
without executing them.

2. If an external trace data set is being processed, HMDPRDMP will
resume processing with the next control statement.

If user control statements are being entered from the primary system
console, HMDPRDMP issues message HMD210D to allow the operator
to enter EDIT keywords.

Operator Response: If entering the control statements from the
system console, reenter the EDIT keywords, making sure that all of
the errors mentioned above have been corrected.

Programmer Response: Probable user error. If the control statements
were entered by way of the SYSIN data set, rerun the job, making
sure that any symbolic EIDs used are valid and that the right
(upper) value in anEID range is equal to or greater than the left
(lower) value.

Problem Determination: Table 1, items 2, 4, 29.

HMD210D RESPECIFY EDIT KEYWORDS OR REPLY
‘RUNEDIT’

Explanation: An EDIT control statement entered from the system
console is in error. This message is issued to allow the operator to
respecify the keywords contained in that statement or to select
default processing.

Note: If the control statement has been divided into a string of
continued lines, only the keywords for the line in error may be
respecified. The keywords from the previous lines have already
been accepted.

System Action: EDIT waits pending the operator’s reply.
Operator Response: Do one of the following:

¢ Respecify the keywords and values from the statement in error
including corrections to syntax violations as noted by messages
HMD2011 through HMD2091.

¢ Reply RUNEDIT to cause EDIT execution to begin with the
parameters selected on the previously accepted control
statements. If no control statements have been accepted, the
default options (EDIT SYS, USR=ALL will be in effect.

HMD2111 EDIT OPTIONS IN EFFECT-option list

Explanation: This message is issued to inform the user what
keyword options have been accepted for EDIT’s data reduction
- process. If more than one option has been accepted, they are

separated by commas in the order specified below:

EXIT = exitname

DDNAME = ddname

START = (day,hh.mm.ss)

STOP = (day,hh.mm.ss)

JOBNAMES = (jijL,jij%--4ji%)
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TCBS = (tcbaddr!, tcbaddr?,...tcbaddr?)
either of the following;:

10=SI0 = parm

or
SIO = parm, IO = parm

SVC = parm

PI = parm

USR = parm

EXT

RNIO

SRM

DSP

In the options listed, parm may be either ALL, or SEL, where ALL
indicates that all events within the event class will be edited, and
SEL indicates that only events selected by the user supplying the
keyword parameter values for that event class will be edited.

System Action: EDIT processing continues with the above data
reduction options in effect.

Operator Response: None.

Programmer Response: None.

HMD2121 RCD ON PG nnnn. RET CODE rec RCVD FR
MODULE mod

Explanation: The record currently being processed by EDIT has
been dumped in hexadecimal on page number nnnn of the output
data set. Module (mod) attempted to format that record, but EDIT
was unable to process it because module (mod) returned an invalid
return code (rc).

System Action: EDIT will display, in hexadecimal, the record
associated with the error.

EDIT takes action based on the value of the ER parameter, specified
in the EXEC statement of the HMDPRDMP JCL, as follows:

0 If the error was in a format appendage module, as soon as EDIT
recognizes that a subsequent record requires that module,
processing will terminate for that record and EDIT will select
another. If the error was in a user exit module, records will
continue to be processed by the format appendages. Message
HMD213I will then be issued by EDIT.

1 If the error was in a format appendage module, all subsequent
records requiring the same format module will be dumped in
‘hexadecimal format. Message HMD2151 will then be issued by
EDIT. If the error was in a user exit module, formatting of
records will continue. Message HMD2131 will then be issued by
EDIT.

2 Processing of the current EDIT function will terminate. Message
HMD214I is issued by EDIT, and processing will continue with
the next control statement.

If ER=is not specified on the EXEC statement, a value of ER=2 will
be assumed.

Operator Response: Report this message to the programmer.

Programmer Response: Probable user error if the module name is
either:

1. HMDUSRxx where xx is a hexadecimal number in the range
01-50.

2. A user exit name.
Verify that the module sets a valid return code, and correct it, if
necessary.

Problem Determination: If the module name is neither case, (1) nor
(2), see Table I, items 1, 2, 4, 29. Make sure that a SYSPRINT DD
statement is included in the HMDPRDMP JCL. Save a listing of the
SYSPRINT data set and the GTF input trace data set or the dump
data set being processed.
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HMD2131 PROCESSING CONTINUES-BYPASSING
MODULE mod

Explanation: This message is issued following message HMD2121
and message HMD2161 if the user has specified ‘0’ as the value of
the ER parameter on the HMDPRDMP EXEC statement. EDIT
continues processing, bypassing format appendage or user exit
module (mod).

System Action: EDIT execution continues. If the error noted in
message HMD2121 or HMD216I occurred in a format appendage
module, further records requiring that module will not be processed.
If the error noted in message HMD2121 or HMD2161 occurred in a
user exit module, processing of records will continue without passing
control to the failing user exit.

Operator Response: None.

Programmer Response: None.

HMD2141 CURRENT EDIT FUNCTION TERMINATED

Explanation: This message is issued, during EDIT execution, when
one of the following occurs:

1. A user exit module could not be found or loaded for execution.

2. A format appendage module, required for processing an external
data set, existed in the correct library but could not be loaded
for execution.

3. During an attempt to load a user exit module or a format
appendage module, an I/0 error occurred during execution of a
BLDL macro instruction.

4. EDIT attempted to acquire virtual storage space for the load of a
module needed to process the current input record by deleting a
previously loaded user exit or format appendage module which
is no longer in use. EDIT found, however, that the previously
loaded format appendage or user exit module had already been
deleted.

5. The user has specified 2 or 3 as the value of the ER=parameter
on the HMDPRDMP EXEC statement, and an error, identified by
message HMD2121, and message HMD2161 occurs. When the user
has specified 1 as the value of the ER=parameter on the
HMDPRDMP EXEC statement, EDIT continues processing,
dumping in hexadecimal any record that requires format
appendage module (mod) for editing.

System Action: The current EDIT function terminates. Processing
continues with the next control statement.

Operator Response: None.

Programmer Response: None.

HMD2151 FURTHER RCDS REQUIRING mod WILL BE
DUMPED IN HEX

Explanation: This message is issued following message HMD212I and
message HMD2161 when the user has specified ‘1’ as the value of the
ER=parameter on the HMDPRDMP EXEC statement. EDIT continues
processing, dumping in hexadecimal any record that requires format
appendage module (mod) for editing.

System Action: EDIT continues processing, having deleted format
appendage module (mod). Any subsequent records requiring mod
for editing will be dumped in hexadecimal.

Operator Response: None.

Programmer Response: None.

HMD2161 = RCD AND OTHER INFO ON PG nnnn. PGM
CHECK IN MODULE mod

Explanation: A program check interrupt has occurred during
execution of the format appendage or user exit module (mod). The
current input record will be dumped in hexadecimal, along with
information pertaining to the program check, on page nnnn of the
HMDPRDMP data set.
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System Action: EDIT will display in hexadecimal the record
associated with the error. EDIT continues execution based on the
value of the ‘ER’ parameter specified on the EXEC statement:

0 If the error was in a format appendage module, as soon as EDIT
recognizes that a subsequent record requires that module,
processing will terminate for that record and EDIT will select
another. If the error was in a user exit module, records will
continue to be processed by the format appendages. EDIT will
then issue message HMD2131.

1 If the error was in a format appendage module, all subsequent
records which require processing by the same format module will
be dumped in hexadecimal format. Message HMD2151 is then
issued by EDIT. If the error was in a user exit module, the
resultant action is the same as if ‘ER=0" had been specified.

2 Processing of the current EDIT function will terminate. Méessage
HMD214I is issued by EDIT. Processing continues with the next
control statement.

If ER= is not specified on the EXEC statement, a value of ER=2 is
assumed.

Operator Response: Report this message to the programmer.

Programmer Response: Probable user error if the module name is
either:

1. HMDUSRxx where xx is a hexadecimal number in the range
01-50.

2. A user exit name.

Verify that the module in error has been thoroughly tested, using
the ‘ER=3 parameter value on the HMDPRDMP EXEC statement
and including a SYSABEND DD statement in the HMDPRDMP JCL if
a dump of the module is desired.

Problem Determination: If the module name is neither case (1) or
(2), see Table 1, items 1, 2, 4, 13, 29.

HMD2171 NO SYS DATA, JOB SELECTION NOT
ALLOWED

Explanation: The EDIT function of HMDPRDMP is being used and
the JOBNAME keyword parameter was specified on the EDIT control
statement. The trace data set being processed is in the SYSM format;
therefore, editing of trace records by specific jobname is not
possible.

System Action: If control statements are being provided by the
SYSIN data set, EDIT processing terminates and HMDPRDMP
execution continues with the next user control statement. If control
statements are being entered from the system console, message
HMD218D will be issued allowing the operator to decide if EDIT
processing is to continue.

Operator Response: Message HMD218D will be issued following
message HMD2171. Respond to message HMD218D.

Programmer Response: Probable user error. If control statements are
being provided by the SYSIN data set, do not use the JOBNAME
parameters of the EDIT control statement. Make sure that a
SYSPRINT DD statement is included in the HMDPRDMP JCL. Rerun
the job.

If control statements are being entered from the system console,
respond to message HMD218D when it is issued.

Problem Determination: Table 1, items 1, 3, 4, 29. Save the GTF
trace data set or the dump data set being processed.

HMD218D REPLY ‘C’ TO EDIT WITHOUT JOB
SELECTION, ‘S’ TO TERMINATE

Explanation: HMDPRDMP control statements are being entered from
the system console. The EDIT function of HMDPRDMP is being
used and the JOBNAME keyword parameter was specified on the
EDIT control statement. Trace data being processed is in the SYSM
format; therefore, editing by specific jobname is not possible. The
operator is asked to decide whether or not processing is to continue
without the requested selective editing.



System Action: The HMDPRDMP program waits pending the
operator’s reply.

Operator Response: If EDIT processing is to continue and all trace
records are to be edited, reply ‘C’. If EDIT processing is to stop,
enter ‘S’, causing HMDPRDMP execution to continue with the next
user control statement.

HMD219D EDIT DUMP-NO SELECT. REPLY DDNAME OR
0 TO TERMINATE

Explanation: HMDPRDMP control statements are being entered from
the system console and the EDIT function is being used. The user
has specified selective editing without including a DDNAME
parameter in the EDIT control statement, thus requesting selective
editing of GTF trace buffers in a dump data set. This is not
permitted by the EDIT function.

System Action: The HMDPRDMP program enters a wait state until
the response is entered.

Operator Response: If an external trace data set is to be edited, enter
the ddname of the DD statement describing the data set. If an
external trace data set is not to be edited, enter ‘0’ and then enter
the corrected EDIT control statement in response to message
HMDI155D.

HMD220I NO EDIT DD CARD - ddn

Explanation: The EDIT function of HMDPRDMP is being used. The
DD statement specified by the EDIT keyword parameter DDNAME
has been omitted from the HMDPRDMP JCL. In the message text,
ddn is the name specified by this parameter.

System Action: EDIT processing terminates. HMDPRDMP execution
continues with the next control statement.

Operator Response: Report this message to the programmer.

Programmer Response: Probable user error. Supply the necessary
DD statement, or correct the DDNAME parameter by specifying the
correct ddname. Make sure that a SYSPRINT DD statement has
been included in the HMDPRDMP JCL.

Problem Determination: Table 1, items 1, 4, 29.

HMD2241 BLKSIZE = 3500 ASSUMED, NOT SPECIFIED
FOR DD - ddn

Explanation: The EDIT function of HMDPRDMP is being used. No
blocksize was specified for the data set described by the DD
statement ddn. This data set resides on a non-labeled magnetic tape
volume.

System Action: EDIT processing continues with a blocksize of 3500
assumed.

Operator Response: None.

Problem Determination: Table I, items 1, 4, 29.

HMD2251 (PARTITION) TOO SMALL FOR EDIT BUFFERS

Explanation: HMDPRDMP’s partition is too small to contain the
trace data set buffers. The amount of storage required for the
buffers is two times the BLKSIZE. If BLKSIZE is not specified on
the DD statement, a default of 3500 bytes is assumed.

System Action: EDIT processing terminates. HMDPRDMP execution
continues with the next user control statement.

Operator Response: Report this message to the programmer.

Programmer Response: Probable user error. Either (1) increase the
partition size, or (2) decrease the value of the BLKSIZE parameter.

Problem Determination: Table I, items 1, 4, 29.
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HMD2261 NO RECORDS IN REQUESTED INTERVAL

Explanation: EDIT did not find any records in the requested interval
for one of the following reasons:

¢ The time interval specified by the START/STOP keywords is
within the time interval covered by the trace data set, but GTF
did not generate any records during that time.

e The entire trace data set was generated before the START=time
indicated by the EDIT control statement.

System Action: EDIT processing terminates. HMDPRDMP execution
continues with the next user control statement.

Operator Response: None.

Programmer Response: None.

HMD2271 DATA SET CREATED AFTER STOP TIME

Explanation: The EDIT function of HMDPRDMP is being used for an
external trace data set. The user specified a STOP=value in his
EDIT control statement that is earlier than the value of any time
stamp record in the data set.

System Action: Current EDIT processing terminates and processing
resumes with the next control statement.

Operator Response: Report this message to the programmer.

Programmer Response: Probable user error. Make sure that the
STOP=time is within the time-range of this data set (this can be
determined by executing HMDPRDMP EDIT with the same data set,
specifying the SYS and USR=ALL options, and examining the block
time stamps). Rerun the job with the correct STOP=value.

Problem Determination: Table L, items 4, 29.

HMD228I TRACE INPUT TO EDIT FROM (NON-OS/VS1
SYSTEM)

Explanation: The trace tape mounted as input for HMDPRDMP EDIT
was created on an operating system other than OS/VSI.

System Action: HMDPRDMP EDIT processing terminates.

Programmer Response: Probable user error. Make sure that the
output tape was created by HHLGTF or HMDSADMP service aids on
an OS/VS1 system.

Problem Determination: Table I, items 2, 13, 29.

HMD2291 MODULE mod EXCEEDS 10K LIMIT

Explanation: The size of the user exit or user format appendage
(mod) is greater than 10K.

System Action: Further processing depends on the nature of the
appendage and the type of trace data set being processed:

e If the data set being processed is an external trace data set, EDIT
issues message HMD214I and terminates processing.

o If the data set being processed is an internal trace data set and
module (mod) is a user exit, EDIT issues message HMD2141 and
terminates processing.

e If the data set being processed is an internal trace data set and
module (mod) is a user format appendage, EDIT issues messages
HMD2151 and dumps, in hexadecimal format, further records
requiring that format appendage.

Programmer Response: Ensure that the user exit or user format
appendage is less than 10K.

HMD2511 INPUT FILE DOES NOT CONTAIN A REAL OR
VIRTUAL DUMP

Explanation: HMDPRDMP has determined that the input data set
does not contain a real or virtual dump and therefore cannot print
storage for a real or virtual request.
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System Action: HMDPRDMP execution continues, but virtual and
real requests cannot be printed.

Operator Response: Probable user error. If control statements are
being entered through the console, the current tape volume should
be demounted by entering the NEWDUMP or NEWTAPE control
statement. Otherwise, execute HMDPRDMP again, making sure that
the correct dump tape is mounted.

Problem Determination: Table 1, items 2, 13, 28, 29.

HMD2521 INPUT FILE DOES NOT CONTAIN A REAL

DUMP

Explanation: HMDPRDMP has determined that the input data set
does not contain a real storage dump for a PRINT REAL operation.

System Action: HMDPRDMP execution continues without satisfying
PRINT REAL requests.

Operator Response: Probable user error. If control statements are
being entered by way of the console, the current tape volume should
be demounted by entering the NEWDUMP or NEWTAPE control
statement. Otherwise, execute HMDPRDMP again, making sure that
the correct dump tape is mounted.

Problem Determination: Table 1, items 2, 13, 28, 29.

HMD2531 INPUT DOES NOT CONTAIN A PAGE DATA SET

DUMP

Explanation: HMDPRDMP cannot perform the requested PRINT
PAGE operation because the input data set does not contain a page
data set dump.

System Action: HMDPRDMP continues processing without printing
page data set dumps.

Operator Response: Probable user error. If control statements are
being entered by way of the console, the current tape volume should
be demounted by entering the NEWDUMP or NEWTAPE control
statement. Otherwise, execute HMDPRDMP again, making sure that
the correct dump tape is mounted.

Problem Determination: Table I, items 2, 13, 28, 29.

HMD2541 SYSUT1 D.A. FILE NOT DEFINED-EXECUTION

TERMINATED

Explanation: Because there is no TAPE DD statement. included in the
HMDPRDMP JCL, the dump information is assumed to be on the
direct access file, SYSUT1. However, either the SYSUT1 DD is not
defined or else the file described by that DD statement is not direct
access storage.

System Action: Execution terminates.

Programmer Response: Probable user error. Either supply a TAPE
DD statement defining a tape containing dump data sets, or supply a
SYSUTI DD statement describing a direct access data set that
contains dump information.

Problem Determination: Table 1, items 1, 2, 3, 4, 13, 29.

HMD2601 UNABLE TO ACCESS { PAGE | SEGMENT }

TABLE AT adr ID = id

Explanation: HMDPRDMP was unable to access the Segment Table
or Page Table for location zero from the 3-byte real storage address
(adr) obtained from dumped storage.

id Meaning

1. The address was specified by the user with the SEGTAB= control
statement.

2. The address was found in the Store Status area in dumped
storage for control register 1 (location X‘1C4’).

3. The address was found in the CVT for the dumped system.
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System Action: If id is 1 or 2, processing continues; HMDPRDMP
will use the system Segment Table Origin address found in the CVT.
If id is 3, a format error is indicated and HMDPRDMP processing
continues as described by message HMDI1611

Programmer Response: If id is 1 or 2, no response is necessary. The
specified SEGTAB=address was erroneous or the control register 1
Store Status area was invalid. HMDPRDMP processing continues by
using the Segment Table Origin found in the CVT. (An id of 3
should only occur after this message was issued with an id of 1 or
2.) When this message occurs twice, one of the following has
occurred:

1. An 1/0 error occurred and the record is not on the dump data
set or cannot be read from the dump data set.

2. Both the control register 1 and the CVT pointers to the segment
table are invalid.

3. The dump data set created by HMDPRDMP is not on a relocate
system.

If HMDPRDMP error option 1 is specified on the EXEC statement,
all of real storage is dumped by real storage addresses. Use this
dump to determine the cause of the second appearance of this
message. For case 1, no response is possible. In case 2, use the
SEGTAB=control statement pointing to the real storage address of
the Segment Table and run the job again. In case 3, try to process
the dump data set with PRDMP for the proper system.

Problem Determination: Table I, items 1, 2, 3, 4, 29.

HMD2611 UNABLE TO ACCESS CVT

Explanation: HMDPRDMP was unable to locate the CVT in the
dump data set. If input is an SVC dump, then selected portions of
storage were dumped that did not include the CVT. If input was
created by HMDSADMP, then there was a probable 1/0 error either
creating or reading the data set.

System Action: Processing continues; all verbs are syntax checked,
but only PRINT STORAGE and PRINT NUCLEUS are acted on.

Programmer Response: None.

HMD2621 STORE STATUS DATA NOT AVAILABLE IN
DUMP

Explanation: During initialization, either control register 0 or control
register 1 was zero or could not be accessed from the dump data set
logout area (location X‘1CO’ or X‘1C4’ respectively). HMDPRDMP
assumes that either store status was not performed before an
HMDSADMP was taken or the first data record is missing on the
dump data set. Data saved by store status in the dumped storage of
control register 1 includes the current PSW, the general purpose
registers, the floating point registers, and the control registers.

System Action: Processing continues. HMDPRDMP will attempt to
find the system segment table address in the CVT. The Store Status
data area will be printed by the processing verbs; however, this data
will be invalid when analyzing the dump.

Programmer Response: None.

HMD2631 DUMP IS NOT FROM 0S/VS1 SYSTEM

Explanation: HMDPRDMP can only process dumps from OS/VS1
systems. A check is made in the dumped system’s CVT option field
(CVTDCB) for the OS/VS1 system configuration. If it is a real dump
then it must have been created by HMDSADMP for that system; this
one was not.

System Action: A format error occurs; processing continues as
described by message HMDI1611.

Programmer Response: Probable user error. Check the module name
in the output and verify that the dump is from an OS/VS1 system.
Real storage dumps will have HMDSADMP as the module name.
System-generated dumps will have the name of the system
component requesting the dump as the module name. Verify that



this component is part of the OS/VS1 system. Dumps created by
other systems must be processed by the version of PRDMP for that
system.

Problem Determination: Table I, items 1, 2, 3, 4, 29.

HMD2641 PAGE TABLE FOR LOCATION ZERO NOT
VALID ID = id

Explanation: HMDPRDMP could not find the Segment Table Origin
because the page table entry for location zero in storage did not
agree with a predetermined image of the page table for that
location. The ID (id) indicates where the segment table address was
obtained:

id Meaning
1. The address was specified by the user with the SEGTAB=control
statement.

2. The address was found in the Store Status area in dumped
storage for control register 1 (location X‘1C4’).

3. The address was found in the CVT for the dumped system.

System Action: If id is 1 or 2, processing continues; HMDPRDMP
will use the Segment Table Origin address found in the CVT. If ID
is 3, a format error is indicated and HMDPRDMP processing
continues as described by message HMDI1611.

Programmer Response: If id is 1 or 2, no response is necessary. An
id of 3 indicates that the Segment Table Origin pointer from the
CVT was used. This id should only occur if message HMD260I or
HMD2641 with an id of 1 or 2 has been issued. If error option 1 is
used, all of storage is dumped by real storage address. Use this
dump to determine if the Page Table pointed to by the first word of
the Segmert Table has been overlaid.

Problem Determination: Table I, items 1, 2, 3, 4, 29.

HMD2651 COLUMNS 73-80 OF PRECEDING CONTROL
STATEMENT WILL BE IGNORED

Explanation: HMDPRDMP accepts 72 column card input and ignores
any non-blank characters in columns 73 through 80.

System Action: Processing continues.

Operator Response: None.

HMD2661 NO STAE PROTECTION rc

Explanation: A STAE macro instruction, issued to provide recovery
when loading modules for the exit interface, failed. In the message
text, rc is the return code from STAE and indicates why the STAE
was not accepted:

re Meaning

00 An SCB is successfully created, overlaid, or cancelled.
04 Storage for an SCB is not available.
08

The user is attempting to cancel or overlay a nonexistent
SCB, or is issuing a STAE in his STAE exit routine.

0C  The exit routine or parameter list address is invalid.

10  The user is attempting to cancel or overlay an SCB not
associated with his level of control.

System Action: Processing continues. If a load for an exit interface
module should fail, then HMDPRDMP will abnormally terminate.
Problem determination messages will provide detailed information
about the cause of the failure.

Programmer Response: If 1c is 04, attempt to rerun the job.
Otherwise, see the Problem Determination section below.
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Problem Determination: Table 1, items 1, 2, 3, 4, 5, 29. Table II,
execute the EDIT function of HMDPRDMP specifying edit old output
for the failing jobname.

HMD2811 HMDPRDMP EXIT INTERFACE INOPERATIVE
mod, cde

Explanation: HMDPRDMP was unable to load a required exit
interface module (mod) and consequently, the exit function of
HMDPRDMP is inoperative. cde is the ABEND completion code
returned from this LOAD.

System Action: HMDPRDMP continues processing without the exit .
interface.” Exit verbs will be ignored as indicated in message
HMD2891. Exit modules defined in HMDPRECT will not obtain
control on the various HMDPRDMP exits.

Operator Response: Notify the system programmer of this message.

Programmer Response: Follow the directions for the system
completion code (cde) in OS/VS Message Library: VSI1 System
Codes, GC38-1003.

HMD2871 UNABLE TO LOAD EXIT MODULE-mod, cde

Explanation: The exit control table HMDPRECT) indicated that
module (mod) should by loaded to process a HMDPRDMP exit, but
HMDPRDMP was unable to load the exit module. In the message
text, cde is the ABEND completion code returned from this LOAD.

System Action: Processing continues. HMDPRDMP will not attempt
to invoke this exit module for HMDPRDMP exits during the
remainder of this execution. If the exit has its own verb, however,
HMDPRDMP will attempt to invoke the exit routine each time the
verb is encountered.

Operator Response: Notify the system programmer of this message.

Programmer Response: Follow the directions for system completion
code (cde) in Message Library: VSI1 System Codes, GC38-1003.

HMD288I NO OUTPUT PRODUCED BY verb

Explanation: A HMDPRDMP exit module was processing in
conjunction with its own verb (verb) and produced no output to the
PRINTER data set.

System Action: Processing continues with the next control statement.
Operator Response: None.

Programmer Response: If the module that processes verb is an
IBM-supplied HMDPRDMP exit module, this message indicates a
probable system error. Make sure that the exit verb and its
associated operands, if any, were specified correctly. If the module
is a user-supplied HMDPRDMP exit module, this message indicates a
probable user error, unless the exit routine intentionally produces no
output under certain conditions. Make sure that the exit routine is
coded correctly if some output is expected under all conditions.

'Problem Determination: Table 1, items 1, 2, 3, 13, 22, 29.

HMD2891 VERB IGNORED-verb

Explanation: The HMDPRDMP exit interface function is inactive as
indicated by message HMD2811. HMDPRDMP determined that verb
was probably an exit verb defined in HMDPRECT, but the
inoperative exit interface could not determine if it was a valid exit
verb.

System Action: The verb is ignored. HMDPRDMP processing
continues normally for all verbs not defined in HMDPRECT.

Programmer Response: Correct the problem that caused the exit
interface to be inactive, as specified by message HMD2811.
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Power Warning Messages (ICF)

Component Name

ICF

Program Producing Message

Power Warning

Audience and Where Produced

For operator: console
For system programmer: console

Message Format

ICFTIMnn text
nn Message serial number
text Message text

Associated Publications

OS/VS Power Warning Feature (PWF) Support, GC28-0686.
OS/VS Power Warning Feature (PWF) Support Logic, SY28-0687.

Problem Determination

If the problem recurs, do the problem determination action(s) to ensure that qualified
support personnel will have the essential programming information available to diagnose and
correct the difficulty. Refer to the Appendix, Tables I and II in the back of this publication
for problem determination instructions.

ICFTIM11 WARN TIME PARAMETER IS ZERO - REPLY
STOP OR GO

Explanation: A time parameter of zero indicates the PWF (power
warning feature) is not operational. The warn time parameter,
system generated with a value greater than zero, has been modified
to zero.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X‘027°). GO causes the system to continue without PWF
support.

Programmer Response: Respecify a time parameter if you want PWF
support.

Problem Determination: Table 1, items 2, 29.

ICFTIM12 WARN TIME PARAMETER IS ONE - REPLY
STOP OR GO

Explanation: A time parameter of one indicates PWF (power
warning feature) support is operational. When a power warning is
received, action to transfer real storage to a warn data set will occur
immediately.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X‘027°). GO causes the system to immediately dump real
storage to a warn data set on any power warning. Message
ICFTIMS] is issued confirming this choice.

Programmer Response: Consider specifying a time parameter greater
than one to minimize system termination due to transient,
nondamaging, power fluctuations.

Problem Determination: Table 1, items 2, 29.

ICFTIM13 LOCATE/OBTAIN FAILED FOR SYS1.WARNX -
REPLY STOP OR GO

Explanation: The SYSIL.WARNX data set is not cataloged, or is not
allocated on the volume indicated by the catalog.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X027°). GO causes the system to continue without PWF
(power warning feature) support.

Programmer Response: Catalog the SYSI.WARNX data set, or
allocate the data set on the volume indicated by the catalog.

Problem Determination: Table I, items 2, 29.

ICFTIM14 - SYS1.WARNx RESIDES ON MORE THAN 1
VOLUME - REPLY STOP OR GO

Explanation: The SYSI.WARNx data set has not been allocated
contiguous cylinders.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X027°). GO causes the system to continue without PWF
(power warning feature) support.

Programmer Response: Allocate the SYSI.WARNX data set(s) as a set
of contiguous cylinders on a single volume.

Problem Determination: Table I, items 2, 29.

ICFTIM15 BOTH SYS1.WARN DATA SETS ON SAME
VOLUME - REPLY STOP OR GO

Explanation: Both SYSI.WARN data sets are on the same volume.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X‘027’). GO causes the system to continue without PWF
(power warning feature) support.

Programmer Response: Properly allocate the SYSI.WARN data sets
on separate volumes.

Problem Determination: Table I, items 2, 29.

ICFTIM16 VOLUME ser FOR SYS1.WARNx NOT MOUNTED
- REPLY STOP OR GO

Explanation: Volume ser, specified by the catalog to contain the
SYS1.WARNX data set, is not mounted.

System Action: The system waits for the operator to reply STOP or
GO.
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Operator Response: A reply of STOP causes a disabled wait state
(code X‘027°). GO causes the system to continue without PWF
(power warning feature) support.

Programmer Response: Allocate the SYSI.WARNX data set(s) on
volumes that will be mounted before IPL.

Problem Determination: Table 1, items 2, 29.

ICFTIM17 VOLUME ser ON UNPOWERED DEVICE - REPLY
STOP OR GO

Explanation: Volume ser is not on the alternate-powered device, as
specified by the IODEVICE macro at system generation.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X027°). GO causes the system to continue without PWF
(power warning feature) support. Move volume ser to the alternate
powered device and re-IPL for PWF support.

Programmer Response: None

Problem Determination: Table I, items 2, 29.

ICFTIM18 WARN DATA SETS ON DIFFERENT DEVICE
TYPES - REPLY STOP OR GO

Explanation: The warn data sets are on different devices.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled state (code
X%027’). GO causes the system to continue without PWF (power
warning feature) support.

Programmer Response: Allocate both data sets on the same type of
device.

Problem Determination: Table 1, items 2, 29.

ICFTIM19 COULD NOT OPEN SYS1L.WARNx - REPLY STOP
OR GO

Explanation: An undetermined error occurred while attempting to
access the SYSI.WARNXx data set.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X‘027°). GO causes the system to continue without PWF
(power warning feature) support.

Programmer Response: Examine all the error circumstances to
determine the necessary action.

Problem Determination: Table 1, items 2, 11, 29.

ICFTIM20 SYSL.WARNx TOO SMALL - REPLY STOP OR
GO

Explanation: The amount of real stofage indicated at system
generation or found at IPL, exceeds the capacity of the SYSI.WARNx
data set.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X‘027’). GO causes the system to continue without PWF
(power warning feature) support.

Programmer Response: Allocate data sets of the appropriate size.

Problem Determination: Table 1, items 2, 29,
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ICFTIM21 VALID DUMP IN SYS1.WARNX -- REPLY FORM
OR REST

Explanation: The SYSI.WARNX data set contains an image of real
storage.

System Action: The system waits for the operator to reply FORM or
REST.

Operator Response: FORM causes the system to pass control to the
user exit if one has been provided, and to erase and format the data
set. REST restores the contents of the data set to real storage. If the
restore is successful, the system enters a wait state (code X026). If
the restore is not successful, the system enters disabled wait state
(code X027°).

Programmer Response: None, in case of wait state code X‘026’. A
detailed examination of the circumstances is necessary for wait state
code X027,

Problem Determination: Table 1, items 2, 11, 29; also check the
footprint table (see OS/VS Power Warning Feature (PWF) Support
Logic for more information).

ICFTIM22 PATH NOT AVAILABLE FOR WARN DATA SET
-- REPLY STOP OR GO

Explanation: The system does.not have a path to a warn data set.
The operator may have varied all paths to the warn data set offline.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X027’). GO causes the system to continue without PWF
(power warning feature) support. Make sure the warn data sets are
not varied offline.

Programmer Response: None

Problem Determination: Table I, items 2, 29.

ICFTIM23 SYS1.WARNx DATA SET ON UNSUPPORTED
DEVICE - REPLY STOP OR GO

Explanation: You have incorrectly assigned the SYSI.WARNX data
set to a device or volume not supported by PWF (power warning
feature) support. (For example, if SYSI.WARNx had been cataloged
to a non-DASD device or a volume assignment of the system
residence volume.)

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X‘027°). GO causes the system to continue without PWF
support.

Programmer Response: Allocate data sets on the appropriate
devices.

Problem Determination: Table I, items 2, 29.

ICFTIM31 10 ERROR READING SYS1.WARNXx -- REPLY
STOP OR GO

Explanation: The status of data set SYSIL.WARNX cannot be
determined because of the error condition. If the data set contains a
storage dump, retrieval requires special actions as stated in the
programmer response. This message always appears the first time
after allocation because a control track does not exist yet
(unformatted data set).

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: GO causes the system to erase and format the
data set (reply GO only if the data set has just been allocated).
STOP causes a disabled wait state (code X‘027).



Programmer Response: You might want to either copy the data set
or use other methods to extract the critical information, despite the
error condition. Reallocate this data set to avoid future problems.

Problem Determination: If you reply STOP, do Table I, items 2, 11,
29.

ICFTIM32 10 ERROR WRITING SYS1L.WARNx - REPLY
STOP OR GO

Explanation: Data set SYSI.WARNX cannot be formatted.

System Action: The system waits for the operator to reply STOP or
GO.

Operator Response: A reply of STOP causes a disabled wait state
(code X027°). GO causes the system to continue without PWF
(power warning feature) support.

Programmer Response: Reallocate the data set on a different volume
or in a different area of the same volume.

Problem Determination: Table I, items 2, 29.

ICFTIMS1 WARN WILL DUMP AT FIRST WARNING

Explanation: You did not specify a time delay at system generation.
(A warn time parameter of one causes an immediate transfer of real
storage to a warn data set for any power warning.)

System Action: The system continues processing.
Operator Response: None.

Programmer Response: Review the appropriateness of your time
delay specification of one.

Problem Determination: Table I, items 2, 29.

ICFTIM59 POWER WARNING FEATURE - INITIALIZATION
COMPLETE

Explanation: PWF (power warning feature) support has been
initialized.

System Action: The system continues normal activity with the PWF
support operational.

Operator Response: None.

Programmer Response: None.

ICFTIM96 ERROR DURING EXECUTION OF LRA
INSTRUCTION

Explanation: An LRA (load real address) instruction was not
executed correctly.
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System Action: The system issues message ICFTIM98 and goes into
disabled wait state (code X‘027").

Operator Response: None.

Programmer Response: Find the cause of the problem and correct it.
If the problem is software, invalid segment or page tables existed in
the system.

Problem Determination: Table I, items 2, 29.

ICFTIM97 INVALID STORAGE CONFIGURATION FOR
RESTORE

Explanation: At restore time the storage configuration is different
than it was when real storage was transferred to the warn data set.

System Action: The system goes into a disabled wait state (code
X027’).

Operator Response: Reconfigure storage exactly as it was when real
storage was transferred to the warn data set.

Programmer Response: None

Problem Determination: Table I, items 2, 29.

ICFTIM98 CORRECT PROBLEM AND RE-IPL

Explanation: This message is issued if the operator replied STOP to
message ICFTIMI1 through ICFTIM97.

System Action: The system goes into a disabled wait state (code
X027).

Operator Response: Explained in the message issued just before this
one.

Programmer Response: Explained in the message issued just before
this one.

Problem Determination: Table I, items 2, 29.

ICFTIM99 POWER WARNING FEATURE - FUNCTION
INOPERATIVE :

Explanation: PWF support has been deactivated for the reason
described in the preceding message to which the operator replied
GO. Receipt of a warning machine check does not result in storage
being saved.

System Action: The system continues normal activity without PWF
support.

Operator Response: None

Programmer Response: None
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Programmed Cryptographic Facility Messages (ICT)

Component Name ICT

Program Producing Message Programmed Cryptographic Facility

Audience and Where Produced For operator and security administrator: console

For programmer: SYSPRINT or SYSOUT data set

ICTnnns text
ICTnnnn text

Message Format

ICT  Identifies the message as a Programmed Cryptographic Facility message.

nrn Message serial number. The range of the number identifies the class of the
message as follows:
010 - 019  General information messages associated with the key generator

utility program.

020 - 029  Messages associated with the key manager function.
030 - 039 Messages associated with initialization processing.
040 - 049  Messages associated with commands used to start and stop the

Programmed Cryptographic Facility.

nnnn Message serial number of detailed information messages associated with the key
generator utility program.

s Type code:
I Informational message.
text Message text.

Associated Publications
GC(C28-0942.

OS/VS1 and OS/VS2 MVS Programmed Cryptographic Facility General Information Manual,

OS/VS1 and OS/VS2 MVS Programmed Cryptographic Facility Installation Reference
Manual, SC28-0956.
OS/VSI1 Programmed Cryptographic Facility Program Logic Manual, LY28-0986.

Problem Determination

If the problem recurs, do the problem determination action(s) to ensure that qualified
support personnel will have the essential programming information available to diagnose and
correct the difficulty. Refer to the Appendix, Tables I and II in the back of this publication
for problem determination instructions.

ICTO101 CRYPTOGRAPHY SYSTEM MASTER KEY HAS

BEEN SET

Explanation: The key generator utility program has successfully set
the host master key. If there are any control statements requesting

updates to the secondary key-encrypting keys, these statements are

processed at this time.

Note: The security administrator must ensure that the key generator
utility program was executed in response to a request from an
authorized person. More information about the requestor is
recorded in SMF record type 82.

System Action: Key generator utility processing continues.

Operator Response: None.

ICTO111 CRYPTOGRAPHY KEY UPDATE STARTED

Explanation: The key generator utility program has successfully
updated the cryptographic key data set (CKDS) to reflect a new,
changed, or deleted secondary key-encrypting key. This message is
issued only for the first update to the CKDS for a secondary
key-encrypting key although the job may contain several update
requests.

Note: The security administrator must ensure that the key generator
utility program was executed in response to a request from an
authorized person. More information about the requestor is
recorded in SMF record type 82.

System Action: Key generator utility processing continues.

Operator Response: None.

ICTO0121 ERROR IN EXECUTING KEY GENERATOR

UTILITY

Explanation: The key generator utility program did not complete
successfully. A message identifying the nature of the problem is
routed to the data set defined by the SYSPRINT DD statement.

Note: The security administrator must ensure that the key generator
utility program was executed in response to a request from an
authorized person. More information about the requestor is
recorded in SMF record type 82.

System Action: Key generator utility processing terminates.
Operator Response: None.

Programmer Response: Respond to the problem identified by the
message appearing in the data set defined by the SYSPRINT DD
statement.

ICT0201 synad message from VSAM while processing CKDS

Explanation: A physical 1/0 error occured while the key manager
was attempting to read the cryptographic key data set (CKDS). The
format and explanation of the accompanying VSAM physical 1/0
error message is given in OS/VS Virtual Storage Access Method
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(VSAM) Programmer’s Guide.
Operator Response: Notify the system programmer.

Programmer Response: See OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide for the explanation of the
accompanying VSAM physical 1/0 error message. If the volume
caused thelerror, use a backup copy of the CKDS on a different
volume. (If you do not want to re-IPL the system, be sure the new
copy of the CKDS uses the same host master key as the old copy.) If
the device caused the error, move the volume containing the CKDS
to an alternate device. To change the volume or device, stop the
Programmed Cryptographic Facility (via IPL or an operator STOP
command) and restart it (via an operator START command),
specifying an alternate data set name on the START command, if
required. Rerun the job.

Problem Determination: Table I, items 1, 13, 29.

ICTO21 VIOLATION ON RETKEY BY JOB (jjj) STEP (sss)

Explanation: An unauthorized program has issued the RETKEY SVC
requesting that a data-encrypting key enciphered under a cross key
be reenciphered under the host master key. The job name (jjj) and
step name (sss) are supplied. The REMKEY field in SMF record type
82 contains the label of the cross key.

Note: The security administrator must determine if an attempied
security violation occurred. Follow the security procedures
established by your installation.

System Action: Key manager processing terminates.

Operator Response: None.

ICT0221 xxx ABEND DURING {GENKEY | RETKEY}

PROCESSING

Explanation: An error occurred during processing of either the
GENKEY or RETKEY function of the key manager. In the message,
xxx indicates the system completion code.

System Action: Key manager processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: Respond to the problem identified by the
system completion code.

Problem Determination: Table I, items 5a, 13, 18, 29.

ICT023I KEY label HAS INCORRECT PARITY

Explanation: The key-encrypting key identified by label has been
read from the cryptographic key data set (CKDS) by the key
manager, and the Programmed Crytographic Facility has )
determined that the key-encrypting key has incorrect (even) parity.

This situation can occur if there is a problem with the CKDS. It can
also occur when the CKDS used to initialize the host master key in
storage has been replaced by a CKDS that contains a different host
master key but storage was not re-initialized. Storage is initialized
the first time you start the Programmed Cryptographic Facility or
run the key generator utility program after an IPL. It is
re-initialized when the key generator utility program is used to
change the host master key (CHGM function).

System Action: Key manager processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: If the CKDS was replaced, compare the two
output listings from the executions of the key generator utility
program that set the host master key in the CKDS that is currently
on the system and that set the host master key in the CKDS that was
used to initialize storage.

If the listings indicate that the host master key values are not the
same, do one of the following:

1. Replace the CKDS on the system with a CKDS that contains the
same host master key as the one in storage. To replace the data
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set, stop the Programmed Crytographic Facility and restart it
with an operator START command that specifies the name of the
CKDS that contains the correct value for the host master key.'
Rerun the job that failed.

2. Re-initialize storage so that the value of the host master key in
storage matches the value in the CKDS currently on the system.
To re-initialize storage, you can re-IPL the sytem and restart the
Programmed Cryptographic Facility with an operator START
command that specifies the name of the CKDS currently on the
system. Or, you can re-initialize storage with the key generator
utility program, using the CHGM function and specifying a host
master key value that matches the value on the current CKDS.
To run the key generator utility program, stop the Programmed
Cryptographic Facility, run the utility when there are no
cryptographic sessions or jobs running on the system, and restart
the facility. Rerun the job that failed.

If the host master keys are identical, or if the CKDS was not
replaced, use a backup copy of the CKDS. Stop the Programmed
Cryptographic Facility and restart it specifying the name of the
backup CKDS in the START command. Do not use the original
data set again. Rerun the job that failed.

ICT0241 UNEXPECTED VSAM ERROR CODE rc [FDBK

code]

Explanation: An error occurred when the key manager attempted to
read the cryptographic key data set (CKDS). In the message, rc is
the return code that identifies the error. If rc identifies a logical
error, then FDBK code indicates the specific logical error that has
occurred. The explanation of the return code and feedback code for
a VSAM request is provided in OS/VS Virtual Storage Access
Method (VSAM) Programmer’s Guide.

System Action: Key manager processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: See OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide for the appropriate response to the
return code and, if applicable, the feedback code given in the
message. Correct the problem and rerun the job.

Problem Determination: Table I, items 1, 13, 29.

ICTO0301 CRYPTOGRAPHY INITIALIZATION UNABLE TO

LOAD name

Explanation: The Programmed Cryptographic Facility installation
process invoked by the operator START command or the key
generator utility program was unable to locate the routine specified
by name via a LOAD macro instruction.

System Action: Programmed Cryptographic Facility initialization
processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Determine if the GENKEY or RETKEY
installation exit routine (module ICTMGR90 or ICTMGRY5) is
properly link edited into SYS1I.LINKLIB. If the module has been
replaced since the Programmed Cryptographic Facility was installed,
check the linkage editor output from the most recent change. If it
has not been replaced, check the output of the install process (SMP
or SYSGEN) to see that the module was properly installed. Correct
the problem and reissue the operator START command or rerun the
key generator utility program.

Problem Determination: Table 1, items 2, 4.

ICTO311 INVALID CRYPTOGRAPHY USER SVC NUMBER

SPECIFIED

Explanation: The Programmed Cryptographic Facility initialization
process invoked by the operator START command or the key
generator utility program has determined that the options module,
ICTOPTNS, contains an invalid user SVC number.



System Action: Programmed Cryptographic Facility initialization
processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Update the installation options module,
ICTOPTNS, to reflect a valid user SVC number in the range of 200
through 255. For information on how to modify the options
module, see OS/VSI and OS/VS2 MVS Programmed Cryptographic
Facility Installation Reference Manual. When the update is
complete, reissue the operator START command or rerun the key
generator utility program.

Problem Determination: Table I, items 2, 4.

1CT0321 CRYPTOGRAPHY INITIALIZATION UNABLE TO

OPEN ddname

Explanation: The Programmed Cryptographic Facility initialization
process invoked by the operator START command or the key
generator utility program was unable to open the data set identified
by ddname. For a VSAM data set, this message is accompanied by a
VSAM error message that further identifies the problem.

System Action: Programmed Cryptographic Facility initialization
processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Verify that the specified ddname has been
included in the JCL for the START procedure or in the JCL for the
key generator utility program. For a VSAM data set, see the
accompanying VSAM error message for additional information.
Correct the problem and reissue the operator START command or
rerun the key generator utility program.

Problem Determination: Table I, items 2, 4.

ICT0331 LOAD FAILED FOR CRYPTOGRAPHY

INSTALLATION OPTIONS MODULE

Explanation: The Programmed Cryptographic Facility initialization
process invoked by the operator START command or the key
generator utility program was unable to load the installation options
module, ICTOPTNS.

System Action: Programmed Cryptographic Facility initialization
processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Check the output of the install process (SMP
or SYSGEN) to verify that the installation options module was
properly installed in SYS1.LINKLIB. Correct the problem and
reissue the operator START command or rerun the key generator
utility program.

Problem Determination: Table I, items 2, 4.

ICT0341 CRYPTOGRAPHY INITIALIZATION UNABLE TO

ESTABLISH STAE CODE xxx

Explanation: The Programmed Cryptographic Facility initialization
process invoked by the operator START command or the key
generator utility program was unable to establish a STAE recovery
environment. The code from STAE processing is specified by xxx.
See OS/VSI Planning and Use Guide for an explanation of the
return code.

System Action: Programmed Cryptographic Facility initialization
processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: If the code is 04, reissue the operator START
command or rerun the key generator utility program. For all other
codes, contact IBM for programming support. When the problem is
corrected, reissue the START command or rerun the utility program.

Problem Determination: Table 1, items 2, 4.

ICT

ICTO0351 synad message from VSAM while processing CKDS

Explanation: A physical 1/0 error occurred during Programmed
Cryptographic Facility initialization processing while reading the
host master key from the cryptographic key data set (CKDS). The
format and explanation of the accompanying VSAM physical I/0
error message is given in OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide.

System Action: Programmed Cryptographic Facility initialization
processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: See OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide for the explanation of the
accompanying VSAM physical I/0 error message. If the volume
caused the error, use a backup copy of the CKDS on a different
volume. (If you do not want to re-IPL the system, be sure the new
copy of the CKDS uses the same host master key as the old copy.) If
the device caused the error, move the volume containing the CKDS
to an alternate device. To change the volume or device, stop the
Programmed Cryptographic Facility, if it is active (via an operator
STOP command). Make the required change and then reissue the
START command or rerun the key generator utility program. If
applicable, specify the alternate data set name.

Problem Determination: Table 1, items 2, 4.

ICT0361 UNEXPECTED VSAM ERROR PROCESSING

CKDS CODE rc [FDBK code|

Explanation: An error occurred during Programmed Cryptographic
Facility initialization processing while reading the host master key
from the cryptographic key data set (CKDS). In the message, rc is
the return code that identifies the error. If rc identifies a logical
error, then FDBK code indicates the specific logical error that has
occurred. The explanation of the return code and feedback code for
a VSAM request is provided in OS/VS Virtual Storage Access
Method (VSAM) Programmer’s Guide.

System Action: Programmed Cryptographic Facility initialization
processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: See OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide for the appropriate response to the
return code and, if applicable, the feedback code given in the
message. Correct the problem and reissue the operator START
command or rerun the key generator utility program.

Problem Determination: Table 1, items 2, 4.

ICT0401 CRYPTOGRAPHY FACILITY HAS BEEN
DEACTIVATED; REQUESTS FOR NEW
CRYPTOGRAPHY SESSIONS WILL BE

REJECTED

Explanation: An operator STOP command has successfully
deactivated the Programmed Cryptographic Facility. All current
sessions or jobs using the EMK or CIPHER functions of the facility
can continue processing. All new sessions or jobs requesting the
facility (using a GENKEY or RETKEY macro instruction) will be
rejected.

System Action: System processing continues.
Operator Response: None.

ICTO0411 CRYPTOGRAPHY FACILITY HAS BEEN

ACTIVATED

Explanation: An operator START command has successfully
activated the Programmed Cryptographic Facility. All functions of
the facility are currently operational.

System Response: The Programmed Cryptographic Facility is
active.

Operator Response: None.
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ICT0421 START CRYPTO TERMINATES

Explanation: The START command procedure terminated
abnormally when attempting to start the Programmed
Cryptographic Facility. Another message that explains the nature of
the error precedes this message.

System Action: START command processing terminates. The
Programmed Cryptographic Facility is not active.

Operator Response: Notify the system programmer.

Programmer Response: Respond to the problem described by the
preceding message.

ICT0431

Explanation: The START command procedure used to start the
Programmed Cryptographic Facility was not able to open the
cryptograhic key data set (CKDS) defined by the SYSCKDS DD
statement. This message is accompanied by a VSAM error message
that further identifies the problem.

UNABLE TO OPEN SYSCKDS

System Action: START command processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: Verify that a DD statement has been
included in the START procedure for the CKDS with the ddname
SYSCKDS. Check the accompanying VSAM error message for
additional information. Correct the problem and reissue the
operator START command.

Problem Determination: Table I, items 2, 4.

1CT0441 START CRYPTO UNABLE TO ESTABLISH STAE

CODE xxx

Explanation: The START procedure used to start the Programmed
Cryptographic Facility was unable to establish a STAE recovery
environment. The return code from STAE processing is specified by
xxx. See OS/VS1 Planning and Use Guide for an explanation of the
return code.

System Action: START command processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: If the code is 04, reissue the operator START
command. For all other codes, contact IBM for programming
support. When the problem is corrected, reissue the START
command.

Problem Determination: Table I, items 2, 4.

ICT0451 START CRYPTO OR KEY GENERATOR

ALREADY IN PROGRESS

Explanation: An operator START command was issued to start the
Programmed Cryptographic Facility but the facility has already
been started, the START command procedure is currently executing,
or the key generator utility program is executing.

System Action: The START command is ignored.

Operator Response: If a START command was issued when the
Programmed Cryptographic Facility is already active or the START
command procedure is already executing, an operator STOP
command must be issued before another START command can be
accepted. If the key generator utility program is currently executing,
reissue the START command when the utility program terminates.

ICT0461 STOP CRYPTO IN PROGRESS

Explanation: An operator STOP command for the Programmed
Cryptographic Facility has been accepted. STOP command
processing waits until all outstanding requests to access the
cryptographic key data set (CKDS) are finished before closing the
CKDS and terminating the Programmed Cryptographic Facility task.
(Requests to access the CKDS are made by the GENKEY or RETKEY
macro instructions.) Once the STOP command is accepted, all new
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sessions or jobs requesting the Programmed Cryptographic Facility
are rejected. :

System Action: STOP command processing waits until the CKDS is
not being used.

Operator Response: None.

ICT1001 WEAK KEY SPECIFIED

Explanation: A weak clear key value was specified on a LOCAL,
REMOTE, or CROSS control statement for the key generator utility
program. The control statement containing the weak key precedes
this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Supply a new clear key value on the control
statement or remove the KEY parameter completely to let the key
generator utility program generate a clear key value. See “Security
Highlights and Requirements” in OS/VS1 and OS/VS2 MVS
Programmed Cryptographic Facility: Installation and Reference
Manual, fora description of weak key values. Rerun the utility
program, specifying the CHGK function on the EXEC statement and
providing the corrected control statement as input.

ICT1002 INVALID VERB

Explanation: An invalid verb was specified on a control statement
for the key generator utility program. The control statement
containing the invalid verb precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Correct the verb on the control statement.
The valid verbs are LOCAL, REMOTE, CROSS, EXTRA-LOCAL,
EXTRA-REMOTE, EXTRA-CROSS, and INSTDAT. The verb must be
preceded and followed by a blank. Rerun the key generator utility
program, specifying the CHGK function on the EXEC statement and
providing the corrected control statement as input.

ICT1003 SYNTAX ERROR IN KEY

Explanation: An invalid clear key value was specified on a LOCAL,
REMOTE, or CROSS control statement for the key generator utility
program. The control statement containing the invalid clear key
value precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Supply a valid clear key value on the
control statement. A valid value consists of 16 hexadecimal digits.
(Valid hexadecimal digits are 0 through 9 and A through F.) Rerun
the key generator utility program, specifying the CHGK function on
the EXEC statement and providing the corrected control statement as
input.

ICT1004 SYNTAX ERROR IN LABEL

Explanation: An invalid label was specified on a LOCAL, REMOTE,
or CROSS control statement for the key generator utility program.
The control statement containing the invalid label precedes this
message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Supply a valid label on the control
statement. A valid label consists of 1 to 8 alphameric characters.
Valid alphameric characters are A through Z and 0 through 9.
Rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement as input.



ICT1005 INVALID OR REDUNDANT KEYWORD

SPECIFIED

Explanation: An invalid or redundant keyword parameter was
specified on a LOCAL, REMOTE, or CROSS control statement for the
key generator utility program. The control statements containing
the error precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Correct the invalid keyword parameter or
remove the redundant keyword parameter on the control statement.
Rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement.

ICT1006 INVALID VALUE SPECIFIED ON EXTRA

STATEMENT

Explanation: One of the following conditions was encountered on
an EXTRA-LOCAL, EXTRA-CROSS, or EXTRA-REMOTE control
statement for the key generator utility program:

e The first through fourth characters of the value for label-base
were not alphameric.

¢ The fifth through eighth characters of the value for label-base
were not numeric.

¢ An invalid number of additional keys was requested. The
control statement containing the error precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: If the alphameric portion of the label-base is
incorrect, supply a valid value on the control statement. A valid
value consists of 4 alphameric characters. Valid alphameric
characters are A through Z and 0 through 9.

Correct the numerical portion of the label-base and/or the number
of additional keys requested on the control statement. The sum of
these two values must not exceed 9999.

Rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement.

ICT1007 STATEMENT REJECTED BY INSTALLATION

EXIT

Explanation: A control statement was rejected by the key generator
utility program installation exit routine. The rejected control
statement precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Follow local procedures for errors detected
by the key generator utility program installation exit routine.
Correct the error and, if necessary, rerun the utility program.
Specify the CHGK function on the EXEC statement and provide the
corrected control statement.

REQUIRED PARAMETER INFORMATION
MISSING

ICT1008

Explanation: The key generator utility program found that the
value for the SETM, CHGM, or SEED parameter on the EXEC
statement is missing.

System Action: Key generator utility processing terminates.

Programmer Response: Supply the missing value in the PARM field
of the EXEC statement and rerun the key generator utility program.

Problem Determination: Table I, items 1, 13.

ICT

ICT1009 DUPLICATE LABEL; KEY NOT ADDED

Explanation: A user requested the key generator utility program to
add a label and its associated secondary key-encrypting key to the
cryptographic key data set (CKDS), but the specified label was
already defined in the CKDS. The rejected control statement
precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Assign a unique label to the key and rerun
the key generator utility program, specifying the CHGK function on
the EXEC statement and providing the corrected control statement.

ICT1010 LABEL NOT FOUND; NOT PROCESSED

Explanation: A user requested the key generator utility program to
update a secondary key-encrypting key or to delete a label and its
associated key from the cryptographic key data set (CKDS), but the
specified label was not defined in the CKDS. The rejected control
statement precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Supply the correct label and rerun the key
generator utility program, specifying the CHGK function on the
EXEC statement.

ICT1011 synad I/O error message from VSAM

Explanation: A physical 1/0 error occurred when the key generator
utility program attempted to access the SYSCKDS or SYSNCKDS
data set. The format and explanation of the accompanying VSAM
physical 1/0 error message is given in OS/VS Virtual Storage Access
Method (VSAM) Programmer’s Guide.

System Action: Key generator utility processing terminates.

Programmer Response: See OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide for the explanation of the
accompanying VSAM physical I/0 error message. If the volume
caused the error, use a backup copy of the CKDS on a different
volume. (If you do not want to re-IPL the system, be sure the new
copy of the CKDS uses the same host master key as the old copy.) If
the device caused the error, move the volume containing the CKDS
to an alternate device.

Rerun the key generator utility program as follows. If the SETM or
CHGM function was requested and the host master key was not set
(message ICTO101 was not issued), rerun the entire job. Otherwise,
use this listing to determine which control statements were processed
successfully. Then rerun the utility program using the CHGK
function to process the remaining control statements.

Problem Determination: Table I, items 1, 13, 29.

ICT1012 PROCESSING TERMINATES DUE TO

INSTALLATION EXIT REQUEST

Explanation: The key generator utility program has terminated
because the installation exit routine requested termination. If the
problem occurred while the utility program was processing a change
to the host master key, the contents of the PARM field of the EXEC
statement precede this message. If the problem occurred while the
utility program was processing a SYSIN control statement, the
control statement precedes this message.

System Action: Key generator utility processing terminates.
Programmer Response: Follow local procedures.

ICT1013 PROCESSING ENDED DUE TO ESTAE OR STAE

RETURN CODE xxx

Explanation: The key generator utility program attempted to use
the STAE system service, but the error code xxx was returned. See
OS/VSI1 Planning and Use Guide, for an explanation of the return
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code.

System Action: Key generator utility processing terminates. No
control statements are processed.

Programmer Response: If the return code is 04, rerun the key
generator utility program. For all other return codes, contact IBM
for programming support. When the problem is corrected, rerun the
utility program.

Problem Determination: Table I, items 4, 7a, 13, 29.

ICT1014 SYSIN DATA SET EMPTY; NO PROCESSING

OCCURRED

Explanation: The CHGK function of the key generator utility
program was requested but no control statements could be found.

System Action: Key generator utility processing terminates.

Programmer Response: Add the desired control statements to the
SYSIN data set and rerun the key generator utility program.

ICT1015  UNABLE TO {OPEN | CLOSE } ddname [CODE rc]

Explanation: The key generator utility program was unable to open
or close the data set defined by the DD statement identified by
ddname.

If the data set is a VSAM data set (SYSCKDS or SYSNCKDS), the
VSAM return code rc is included to help identify the error. See
0S/VS Virtual Storage Access Method (VSAM) Programmer’s
Guide, for the explanation of the return code. This message is
accompanied by a VSAM error message that further identifies the
problem.

System Action: Key generator utility processing terminates.

Programmer Response: If the problem occurred while trying to open
a data set, check the JCL. Be sure the required DD statements were
included, that they have the correct ddnames, and that they define
the correct data sets. The following ddnames are valid: SYSCKDS,
SYSNCKDS, SYSIN, and SYSMKDS.

An open failure can also occur if the SYSCKDS or SYSNCKDS data
set was defined without the proper parameters. See “Defining
Storage for the CKDS and the MKDS” in OS/VSI and OS/VS2
MVS Programmed Cryptographic Facility: Installation Reference
Manual, for instructions on using the Access Method Services
DEFINE CLUSTER command. If the message contains a VSAM
return code, see OS/VS Virtual Storage Access Method (VSAM)
Programmer’s Guide for the appropriate response to the return code
and the VSAM section of this manual for the explanation of the
accompanying VSAM error message.

Correct the problem and rerun the key generator utility program as
follows. If the SETM or CHGM function was requested and the host
master key was not set, (message ICT0101 was not issued), rerun the
entire job. Otherwise, use this listing to determine which control
statements were processed successfully. Then rerun the utility
program using the CHGK function to process the remaining control
statements.

Problem Determination: Table I, items 1, 13, 29.

ICT1016 INSUFFICIENT SPACE ON CKDS

Explanation: The key generator utility program could not complete
a request to build or update the cryptographic key data set (CKDS)
because there is insufficient space on the target data set. The target
data set is defined by the SYSNCKDS DD statement if the SETM or
CHGM function was requested or by the SYSCKDS DD statement if
the CHGK function was requested.

If the problem occurred while the utility program was processing a
change to the host master key, the contents of the PARM field of the
EXEC statement precede this message. If the problem occurred
while the utility program was processing a SYSIN control statement,
the control statement precedes this message.

System Action: Key generator utility processing terminates.
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Programmer Response: If the SETM or CHGM function was
requested and the host system master key was not set (the contents
of the PARM field precede this message), define a larger target data
set for the CKDS and rerun the entire job. Otherwise the key
generator utility program failed while processing a SYSIN control
statement and one of the following must be done.

e Reorganize the target CKDS to force more efficient space
utilization.

¢ Define a larger data set for use as the new target CKDS and copy
the contents of the original target CKDS to the larger data set.

Then, use this listing to determine which control statements were
processed successfully and rerun the key generator utility program
using the CHGK option to process the remaining control statements.

For information on defining and reorganizing the CKDS, see
“Defining Storage for the CKDS and MKDS” in OS/VS! and
OS/VS2 MVS Programmed Cryptographic Facility: Installation
Reference Manual. The commands needed to define, reorganize, and
copy the data set are described in OS/VSI Access Method Services
and OS/VS Virtual Storage Access Method (VSAM) Programmer’s
Guide. Notify the security administrator.

Problem Determination: Table I, items 13, 29.

ICT1017 CRYPTOGRAPHY STARTED; INVALID KEY

GENERATOR REQUEST

Explanation: The key generator utility program was unable to
process a request to change the host master key (using the CHGM
function) because the Programmed Cryptographic Facility was
active.

System Action: Key generator utility processing terminates.

Programmer Response: When the Programmed Cryptographic
Facility is stopped and there are no other programs running in the
system, rerun the key generator utility program to change the host
master key. Then restart the Programmed Cryptographic Facility by
entering an operator START command.

ICT1018 KEY GENERATION NOT ALLOWED - {TOD

CLOCK ERROR | SEED NOT SUPPLIED}

Explanation: An error was encountered when the key generator
utility program attempted to read the time-of-day (TOD) clo:k, the
TOD clock was inoperative, or a seed-value was not supplied on the
EXEC statement. Processing continues; however, no keys can be
generated.

System Action: Key generator utility processing continues.

Programmer Response: 1If the problem involves the TOD clock,
contact your IBM service representative. If a seed-value was not
supplied, ignore this message unless message ICT1025 also appears.
If message ICT1025 appears, see the description of message ICT1025.

ICT1019 CRYPTOGRAPHY SYSTEM MASTER KEY HAS

BEEN SET

Explanation: The key generator utility program has successfully set
the host master key. If there are any control statements requesting
updates to the secondary key-encrypting keys, they are processed at
this time.

System Action: Key generator utility processing continues.

Programmer Response: None.

ICT1020 INVALID KEYWORD SPECIFIED IN PARM

FIELD

Explanation: An invalid keyword parameter was specified in the
PARM field of the EXEC statement for the key generator utility
program.

System Action: Key generator utility processing terminates.



Programmer Response: Supply a valid keyword parameter in the
PARM field. The valid keyword parameters are SETM, CHGM,
CHGK, and SEED. Rerun the key generator utility program.

Problem Determination: Table 1, items 1, 13.

ICT1021 WEAK SYSTEM MASTER KEY SPECIFIED

Explanation: A weak value for the new host master key was
specified in the PARM field of the EXEC statement for the key
generator utility program.

System Action: Key generator utility processing terminates.

Programmer Response: Supply a new host master key value and its
complement in the PARM field of the EXEC statement. See
“Security Highlights and Requirements” in OS/VSI and OS/VS2
MVS Programmed Cryptographic Facility: Installation Reference
Manual, for a description of weak key values. Rerun the key
generator utility program.

Problem Determination: Table I, items 1, 13.

ICT1022 INVALID SYNTAX FOR { CURRENT MASTER
KEY | NEW MASTER KEY | NEW MASTER KEY

COMPLEMENT | SEED }

Explanation: An invalid value for the SETM, CHGM, or SEED
parameter was found in the PARM field of the EXEC statement for
the key generator utility program.

System Action: Key generator utility processing terminates.

Programmer Response: Correct the value in the PARM field of the
EXEC statement. A valid value consists of 16 hexadecimal digits.
(Valid hexadecimal digits are 0 through 9 and A through F.) Rerun
the key generator utility program.

Problem Determination: Table I, items 1, 13.

ICT1023 INVALID RETURN CODE FROM
INSTALLATION EXIT; PROCESSING

TERMINATES

Explanation: The key generator utility program installation exit
routine returned an invalid return code to the key generator utility
program. If the problem occurred while the utility program was
processing a change to the host master key, the contents of the
PARM field of the EXEC statement precede this message. If the
problem occurred while the utility program was processing a SYSIN
control statement, the control statement precedes this message.

System Action: Key generator utility processing terminates.

Programmer Response: Check the installation exit routine to
determine if there are any problems in the module and make any
necessary corrections. Link edit the key generator utility program
with the corrected exit routine. (See “Adding User-Written Exit
Routines” in OS/VSI and OS/VS2 MVS Programmed
Cryptographic Facility: Installation Reference Manual) Rerun the
key generator utility program as follows. Rerun the entire job if the
SETM or CHGM function was requested and the host master key was
not set (the contents of the PARM field precede this message).
Otherwise, use this listing to determine which control statements
were processed successfully. Then rerun the utility program using
the CHGK function to process the remaining control statements.

Problem Determination: Table I, items 1, 13, 29.

ICT1024 REQUIRED OPERANDIS| MISSING;

STATEMENT IGNORED

Explanation: While scanning a SYSIN control statement, the key
generator utility program could not find one or more required
parameters. LOCAL, REMOTE, and CROSS control statements
require a label. EXTRA-LOCAL, EXTRA-REMOTE, and
EXTRA-CROSS control statements require a number and a
label-base. The control statement containing the error precedes this
message.

ICT

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Correct the control statement. Rerun the
key generator utility program, specifying the CHGK function on the
EXEC statement and providing the corrected control statement.

ICT1025 REQUIRED INPUTS FOR KEY GENERATION

NOT AVAILABLE

Explanation: The key generator utility program attempted to
generate a key for a control statement and either a problem
occurred with the time-of-day (TOD) clock or a valid seed value was
not supplied on the EXEC statement. Message ICT1018, which
identifies the specific problem, and the control statement being
processed when the problem occurred, precede this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Respond as follows:

o If message ICT1018 stated that there is a problem involving the
TOD clock, contact your IBM service representative.

o If message ICT1018 stated that a seed value was not supplied,
add a seed value to the EXEC statement.

Rerun the key generator utility program specifying the CHGK
function on the EXEC statement and providing the control
statements that were being processed when the problem occurred.

ICT1026 UNEXPECTED VSAM ERROR CODE rc¢ [FDBK

code]

Explanation: An error occurred when the key generator utility
program attempted to read from or write to the cryptographic key
data set (CKDS). In the message, rc is the return code that identifies
the error. If rc identifies a logical error, then FDBK code indicates
the specific logical error that has occurred. The explanation of the
return code and feedback code for a VSAM request is provided in
OS/VS Virtual Storage Access Method (VSAM) Programmer’s
Guide.

System Action: Key generator utility processing terminates.

Programmer Response: See OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide for the appropriate response to the
return codes and, if applicable, the feedback code given in the
message. Correct the problem and rerun the utility program as
follows. If the SETM or CHGM function was requested and the host
master key was not set (message ICT010I was not issued), rerun the
entire job. Otherwise, use this listing to determine which control
statements were processed successfully. Then rerun the utility
program using the CHGK function to process the remaining control
statements. Notify the security administrator.

Problem Determination: Table I, items 1, 3, 29.

ICT1027 SYSTEM MASTER KEY PREVIOUSLY SET;

INVALID KEY GENERATOR REQUEST

Explanation: An attempt was made to use the SETM function of the
key generator utility program to set the host master key, but the
host master key has already been set. Any change to it must be
requested using the CHGM function of the utility program.

System Action: Key generator utility processing terminates.

Programmer Response: If you want to change the host master key
and secondary key-encrypting keys, rerun the key generator utility
program specifying CHGM on the EXEC statement. If you want to
change secondary key-encrypting keys only, rerun the utility
program specifying CHGK on the EXEC statement.
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ICT1028 INCORRECT VALUE SPECIFIED FOR CURRENT

SYSTEM MASTER KEY

Explanation: When attempting to change the host master key
(CHGM), the key generator utility program encountered an invalid
current host master key value in the PARM field of the EXEC
statement.

System Action: Key generator utility processing terminates.

Programmer Response: Correct the value of the current host master
key in the EXEC statement and rerun the key generator utility
program.

Problem Determination: Table I, items 1, 13.

ICT1029 INVALID PARITY IN NEW MASTER KEY

Explanation: An invalid new host master key value was specified in
the PARM field of the EXEC statement for the key generator utility
program.

System Action: Key generator utility processing terminates.

Programmer Response: Supply a valid value for the new host master
key and the complement of the value in the EXEC statement. The
new key value must contain odd parity in each byte. Rerun the key
generator utility program.

Problem Determination: Table I, items 1, 13.

ICT1030 INVALID SMF DATA LENGTH FROM
INSTALLATION EXIT; PROCESSING
TERMINATES

Explanation: The key generator installation exit routine returned
the SMF buffer with a value greater than 64 in the length field.

System Action: The key generator utility program does not include
the installation-defined data in the SMF record. The program writes
the SMF record to the SMF data set and terminates processing.

Programmer Response: Check the installation exit routine to
determine if there are any problems in the module and make any
necessary corrections. Link edit the key generator utility program
with the corrected exit routine. (See “Adding User-Written Exit
Routines” in OS/VS1 and OS/VS2 MVS Programmed
Cryptographic Facility: Installation Reference Manual.) Rerun the
key generator utility program as follows. If the SETM or CHGM
function was requested and the host master key was not set
(message ICTO10I was not issued), rerun the entire job. Otherwise,
use this listing to determine which control statements were processed
successfully. Then rerun the utility program using the CHGK
function to process the remaining control statements. Notify the
security administrator.

Problem Determination: Table I, items 1, 13, 29.

ICT1031 INVALID DELIMITER IN PARM FIELD

Explanation: While scanning the PARM field of the EXEC
statement, the key generator utility program did not find an
expected delimiter or encountered and unexpected delimiter.

System Action: Key generator utility processing terminates.

Programmer Response: The valid delimiters are comma, right and
left parentheses, and blank. Correct the error and rerun the key
generator utility program.

Problem Determination: Table 1, items 1, 13.

I1CT1032 CRYPTOGRAPHY EMK FUNCTION FAILED -

CODE xx

Explanation: An error occurred during execution of an EMK macro
instruction issued by the key generator utility program. In the
message text, xx is the error return code from the EMK macro. The
values of xx and their meanings are as follows:
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Return
Code Meaning

4 The Programmed Cryptographic Facility has not been
initialized.

8 An invalid operator was requested; the macro was not EMK.
12 A STAE recovery environment could not be established.

32 The address of the clear key-encrypting key or the address of
the enciphered key-encrypting key was specified as zero.

System Action: Key generator utility processing terminates.

Programmer Response: Contact IBM for programming support.
When the problem has been corrected, rerun the key generator
utility program as follows. If the SETM or CHGM function was
requested and the host master key was not set, (message ICTO10I was
not issued), rerun the entire job. Otherwise, use this listing to
determine which control statements were processed successfully.
Then rerun the utility program using the CHGK function to process
the remaining control statements.

Problem Determination: Table I, items 1, 13, 29.

ICT1033 CRYPTOGRAPHY CIPHER FUNCTION FAILED -

CODE xx

Explanation: An error occurred during the execution of a CIPHER
macro instruction issued by the key generator utility program. In

the message text, xx is the error return code from the macro. The
values of xx and their meanings are as follows:

Return
Code Meaning

4 The Programmed Cryptographic Facility has not been
initialized. The data could not be enciphered or deciphered.

8 An invalid operation was requested; the macro was not
CIPHER.

12 A STAE recovery environment could not be established.

16 The length of the data to be enciphered or de-ciphered was
specified as zero or as a negative number.

32 The address of the clear data or the enciphered data was
specified as zero.

System Action: Key generator utility processing terminates.

Programmer Response: Contact IBM for programming support.
When the problem has been corrected, rerun the key generator
utility program as follows. If the SETM or CHGM function was
requested and the host master key was not set (message ICT010I was
not issued), rerun the entire job. Otherwise, use this listing to
determine which control statements were processed successfully.
Then rerun the utility program using the CHGK function to process
the remaining control statements.

Problem Determination: Table I, items 1, 13, 29.

ICT1034 CRYPTOGRAPHY KEY TRANSLATION FAILED -

CODE xx

Explanation: An error has occurred during key translation
processing. The translation was requested by the key generator
utility program. In the message text, xx is the error return code from
the key translation process. The values of xx and their meanings are
as follows:



Return
Code Meaning

4 The Programmed Cryptographic Facility has not been
initialized.

8 An invalid operation was requested.

12 A STAE recovery environment could not be established.

24 Bad parity was detected in the local, remote, or cross key.

28 The program requesting the key translation function for a
cross key-2 is not APF-authorized or in a supervisor state or
executing under a system storage protect key.

32 The address of the enciphered data-encrypting key or the
address of the enciphered key-encrypting key was specified as
zero.

System Action: Key generator utility processing terminates.

Programmer Response: Contact IBM for programming support.
When the problem has been corrected, rerun the key generator
utility program as follows. If the SETM or CHGM function was
requested and the host master key was not set (message ICT010I was
not issued), rerun the entire job. Otherwise, use this listing to
determine which control statements were processed successfully.
Then rerun the utility program using the CHGK function to process
the remaining control statements.

Problem Determination: Table 1, items 1, 13, 29.

ICT1035 synad message for non-VSAM

Explanation: An 1/0 error occurred while the key generator utility
program was processing the non-VSAM data set defined by the
SYSMKDS or SYSIN DD statement. The format and explanation of
the message is in the SYNADAF macro instruction description in
OS/VSI1 Data Management Macro Instructions.

System Action: Key generator utility processing terminates.

ICT

Programmer Response: See OS/VS1 Data Management Macro
Instructions for the explanation of the message. Correct the problem
and rerun the key generator utility program as follows. If the SETM
or CHGM function was requested and the host master key was not
set (message ICT010I was not issued), rerun the entire job.
Otherwise, use this listing to determine which control statements
were processed successfully. Then rerun the utility program using
the CHGK function to process the remaining control statements.
Notify the security administrator.

Problem Determination: Table I, items 1, 13, 29.

ICT1036 CKDS ENTRY SUCCESSFULLY DELETED

Explanation: The key generator utility program has successfully
deleted an entry from the cryptographic key data set (CKDS). The
control statement that was processed precedes this message.

System Action: Processing continues.

Programmer Response: None.

ICT1037 INVALID VALUE FOR NEW SYSTEM MASTER

KEY COMPLEMENT

Explanation: An incorrect new host master key or its complement
value was specified in the PARM field of the EXEC statement for the
key generator utility program.

System Action: Key generator utility processing terminates.

Programmer Response: Check both the new host master key and its
complement value to determine which one was not correct. Supply
the correct new host master key value or its complement value on
the EXEC statement and rerun the key generator utility program.

Problem Determination: Table'l, items 1, 13.
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Cryptographic Unit Support Messages (ICU)

Component Name

ICU

Program Producing Message

Cryptographic Unit Support

Audience and Where Produced

For operator and security administrator: console.
For programmer: SYSPRINT or SYSOUT data set.

Message Format

ICUnnns text
ICUnnnn text
ICU Identifies the message as a Cryptographic Unit Support message.
nnn  Message serial number. The range of the number identifies the
class of the message as follows:
010 - 019 General information messages associated with the key generator utility
program.
020 - 029 Messages associated with the key manager function.

030 - 039 Messages associated with initialization processing.

040 - 049,

060 - 069 Messages associated with commands used to start and stop the
Cryptographic Unit Support and to modify the configuration of
cryptographic units.

050 - 059 Messages associated with key verification procedures.
070 - 079 Messages associated with the cryptographic unit.
080 - 089 Messages associated with the cryptographic unit I/O initialization.

nnnn Message serial number of detailed information messages associated with the key
generator utility program.

s Type code:
I Informational message.

text Message text.

Associated Publications

OS/VS1 and OS/VS2 MVS Cryptographic Unit Support General Information Manual,
GC28-1015.

0S/VS1 and OS/VS2 MVS Cryptographic Unit Support Installation Reference Manual,
SC28-1016.

0S/VS1 Cryptographic Unit Support Program Logic Manual, 1Y28-1018.

Problem Determination

If the problem recurs, do the problem determination action(s) to ensure that qualified
support personnel will have the essential programming information available to diagnose and
correct the difficulty. Refer to the foldout Tables I and II in the back of this publication for

problem determination instructions.

ICU0I0I CRYPTOGRAPHY SYSTEM MASTER KEY HAS
BEEN SET jobname

Explanation: The key generator utility program, identified by
jobname, has successfully set the host master key. If there are any
control statements requesting updates to the secondary
key-encrypting keys, these statements are processed at this time.

Note: The security administrator must ensure that the key generator
utility program was executed in response to a request from an
authorized person. More information about the requestor is
recorded in SMF record type 82.

System Action: Key generator utility processing continues.

Operator Response: None.

ICUO0111 CRYPTOGRAPHY KEY UPDATE STARTED IN
KEY GENERATOR UTILITY jobname

Explanation: The key generator utility program, identified by
jobname, has successfully updated the cryptographic key data set
(CKDS) to reflect a new, changed, or deleted secondary

key-encrypting key. This message is issued only for the first update
to the CKDS for a secondary key-encrypting key although the job
may contain several update requests.

Note: The security administrator must ensure that the key generator
utility program was executed in response to a request from an
authorized person. More information about the requestor is
recorded in SMF record type 82.

System Action: Key generator utility processing continues.

Operator Response: None.

ICUO0121 ERROR IN EXECUTING KEY GENERATOR
UTILITY jobname

Explanation: The key generator utility program, identified by
jobname, did not complete successfully. A message identifying the
nature of the problem is routed to the data set defined by the
SYSPRINT DD statement.

Note: The security administrator must ensure that the key generator
utility program was executed in response to a request from an
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authorized person. More information about the requestor is
recorded in SMF record type 82.

System Action: Key generator utility processing terminates.
Operator Response: None.

Programmer Response: Respond to the problem identified by the
message appearing in the data set defined by the SYSPRINT DD
statement.

ICU013I KEY GENERATOR UTILITY jobname STARTED

AT time

Explanation: The key generator utility job, indicated by jobname,
began executing at the time shown in the message.

Note: The security administrator must ensure that the key generator
utility program was executed in response to a request from an
authorized person. More information about the requestor is in SMF
record type 82.

System Action: Key generator utility processing continues.

Operator Response: None.

KEY GENERATOR UTILITY iobname ENDED AT
time

ICU0141

Explanation: The key generator utility job, indicated by jobname,
completed executing at the time shown in the message.

Note: The security administrator must ensure that the key generator
utility program was executed in response to a request from an
authorized person. More information about the requestor is in SMF
record type 82.

System Action: Key generator utility processing terminates.
Operator Response: None.

Programmer Response: Respond to any error messages that were
issued during execution. ‘

I1CU0201 synad message from VSAM while processing ddname

Explanation: A physical 1/0 error occured while the key manager
was attempting to read the data set identified by ddname. The
format and explanation of the accompanying VSAM physical 1/0
error message is given in OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide.

Operator Response: Notify the system programmer.

Programmer Response: See OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide for the explanation of the
accompanying VSAM physical I/0 error message. If the volume
caused the error, use a backup copy of the CKDS on a different
volume. (If you do not want to re-IPL the system, be sure the new
copy of the CKDS uses the same host master key as the old copy.) If
the device caused the error, move the volume containing the CKDS
to an alternate device. To change the volume or device, stop the
Cryptographic Unit Support (via IPL or an operator STOP
command) and restart it (via an operator START command),
specifying an alternate data set name on the START command, if
required. Rerun the job.

Problem Determination: Table I, items 1, 13, 29.

ICuo211 VIOLATION ON RETKEY BY JOB (jjj) STEP (sss)

Explanation: An unauthorized program has issued the RETKEY SVC
requesting that a data-encrypting key enciphered under a cross key
be reenciphered under the host master key. The job name (jjj) and
step name (sss) are supplied. The REMKEY field in SMF record type
82 contains the label of the cross key.

Note: The security administrator must determine if an attempted
security violation occurred. Follow the security procedures
established by your installation.
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System Action: Key manager processing terminates.

Operator Response: None.

ICU0221 xxx ABEND DURING {GENKEY | RETKEY}

PROCESSING

Explanation: An error occurred during processing of either the
GENKEY or RETKEY function of the key manager. In the message,
xxx indicates the system completion code.

System Action: Key manager processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: Respond to the problem identified by the
system completion code.

Problem Determination: Table 1, items Sa, 13, 18, 29.

ICU0241 UNEXPECTED VSAM ERROR CODE rc [FDBK

code]

Explanation: An error occurred when the key manager attempted to
read the cryptographic key data set (CKDS). In the message, rc is
the return code that identifies the error. If rc identifies a logical
error, then FDBK code indicates the specific logical error that has
occurred. The explanation of the return code and feedback code for
a VSAM request is provided in OS/VS Virtual Storage Access
Method (VSAM) Programmer’s Guide.

System Action: Key manager processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: See OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide for the appropriate response to the
return code and, if applicable, the feedback code given in the
message. Correct the problem and rerun the job.

Problem Determination: Table I, items 1, 13, 29.

ICU0251 ENTRY xxxxxxxx FAILS AUTHENTICATION

TEST

Explanation: The key manager has determined that the secondary
key-encrypting key, stored in the cryptographic key data set (CKDS)
entry indicated by xxxxxxxx, has been changed since it was stored in
the CKDS. The key authentication procedure, using the test pattern
in the CKDS entry, detected the problem.

System Action: Processing terminates for this request.
Operator Response: Notify the system programmer.

Programmer Response: Ensure that the CKDS and MKDS that are
mounted are the current versions of the data sets. Rerun the job.

ICU0301 CRYPTOGRAPHY INITIALIZATION UNABLE TO

LOAD name

Explanation: The Cryptographic Unit Support installation process
invoked by the operator START command or the key generator
utility program was unable to locate the routine specified by name
via a LOAD macro instruction.

System Action: Cryptographic Unit Support initialization processing
terminates.

Operator Response: Notify the system programmer.

Programmer Response: Determine if the GENKEY or RETKEY
installation exit routine (module ICUMGRY90 or ICUMGRYS) is
properly link edited into SYS1.LINKLIB. If the module has been
replaced since the Cryptographic Unit Support was installed, check
the linkage editor output from the most recent change. If it has not
been replaced, check the output of the install process (SMP or
SYSGEN) to see that the module was properly installed. Correct the
problem and reissue the operator START command or rerun the key
generator utility program.

Problem Determination: Table I, items 2, 4.



ICUO0311 INVALID CRYPTOGRAPHY USER SVC NUMBER

SPECIFIED

Explanation: The Cryptographic Unit Support initialization process
invoked by the operator START command or the key generator
utility program has determined that the options module, ICUOPTN2,
contains an invalid user SVC number.

System Action: Cryptographic Unit Support initialization processing
terminates.

Operator Response: Notify the system programmer.

Programmer Response: Update the installation options module,
ICUOPTN?, to reflect a valid user SVC number in the range of 200
through 255. For information on how to modify the options
module, see OS/VS1 and OS/VS2 MVS Cryptographic Unit Support
Installation Reference Manual. When the update is complete, reissue
the operator START command or rerun the key generator utility
program.

Problem Determination: Table I, items 2, 4.

ICU0331 LOAD FAILED FOR CRYPTOGRAPHY

INSTALLATION OPTIONS MODULE

Explanation: The Cryptographic Unit Support initialization process
invoked by the operator START command or the key generator
utility program was unable to load the installation options module,
ICUOPTN2.

System Action: Cryptographic Unit Support initialization processing
terminates.

Operator Response: Notify the system programmer.

Programmer Response: Check the output of the install process (SMP
or SYSGEN) to verify that the installation options module was
properly installed in SYS1.LINKLIB. Correct the problem and
reissue the operator START command or rerun the key generator
utility program.

Problem Determination: Table I, items 2, 4.

ICU0341 CRYPTOGRAPHY INITIALIZATION UNABLE TO

ESTABLISH STAE CODE xxx

Explanation: The Cryptographic Unit Support initialization process
invoked by the operator START command or the key generator
utility program was unable to establish a STAE recovery
environment. The code from STAE processing is specified by xxx.
See OS/VS! Planning and Use Guide for an explanation of the
return code.

System Action: Cryptographic Unit Support initialization processing
terminates.

Operator Response: Notify the system programmer.

Programmer Response: If the code is 04, reissue the operator START
command or rerun the key generator utility program. For all other
codes, contact IBM for programming support. When the problem is
corrected, reissue the START command or rerun the utility program.

Problem Determination: Table I, items 2, 4.

ICU0411 CRYPTOGRAPHY FACILITY HAS BEEN

ACTIVATED

Explanation: An operator START command has successfully
activated the Cryptographic Unit Support. All functions of the
facility are currently operational.

System Response: The Cryptographic Unit Support is active.

Operator Response: None.

ICU

ICUO0421 START jobname TERMINATED

Explanation: The START command procedure terminated
abnormally when attempting to start the Cryptographic Unit
Support identified by jobname. One or more messages that explain
the nature of the error precede this message.

System Action: START command processing terminates. The
Cryptographic Unit Support is not active.

Operator Response: Notify the system programmer.

Programmer Response: Respond to the problem described by the
preceding message.

ICU0431 UNABLE TO OPEN SYSCKDS

Explanation: The START command procedure used to start the
Cryptographic Unit Support was not able to open the cryptograhic
key data set (CKDS) defined by the SYSCKDS DD statement. This
message is accompanied by a VSAM error message that further
identifies the problem.

System Action: START command processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: Verify that a DD statement has been
included in the START procedure for the CKDS with the ddname
SYSCKDS. Check the accompanying VSAM error message for
additional information. Correct the problem and reissue the
operator START command.

Problem Determination: Table I, items 2, 4.

ICU0441 START jobname UNABLE TO ESTABLISH STAE

CODE xxx

Explanation: The START procedure used to start the Cryptographic
Unit Support, identified by jobname, was unable to establish a
STAE recovery environment. The return code from STAE processing
is specified by xxx. See OS/VSI Planning and Use Guide for an
explanation of the return code.

System Action: START command processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: If the code is 04, reissue the operator START
command. For all other codes, contact IBM for programming
support. When the problem is corrected, reissue the START
command.

Problem Determination: Table 1, items 2, 4.

ICU0451 START jobname OR KEY GENERATOR ALREADY

IN PROGRESS

Explanation: An operator START command was issued to start the
Cryptographic Unit Support, identified by jobname, but the facility
has already been started, the START command procedure is
currently executing, or the key generator utility program is
executing.

System Action: The START command is ignored.

Operator Response: If a START command was issued when the
Cryptographic Unit Support is already active or the START
command procedure is already executing, an operator STOP
command must be issued before another START command can be
accepted. If the key generator utility program is currently executing,
reissue the START command when the utility program terminates.

ICU0471 MODIFY CRYPTOGRAPHY COMMAND

REJECTED

Explanation: An operator MODIFY command was issued to change
the configuration of cryptographic units, but the configuration
established by the MODIFY command does not include any
cryptographic units available to the Cryptographic Unit Support.
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System Action: MODIFY command processing terminates. System
processing continues with the configuration that existed before the
MODIFY command was issued.

Operator Response: Ensure that the cryptographic units specified in
the command are physically online. Re-issue the MODIFY
command.

ICU048I MODIFY CRYPTOGRAPHY - NEW DEVICE

CONFIGURATION IS device-addr

Explanation: An operator MODIFY command has successfully
changed the configuration of cryptographic units. In the message,
device-addr identifies the cryptographic unit now available to the
Cryptographic Unit Support.

System Action: System processing continues.

Operator Response: None.

ICU0501 USER SUPPLIED KEY AND DEVICE device-addr

KEY DO NOT MATCH

Explanation: The host master key supplied as input to the key
generator is not the same value as the host master key installed in
the cryptographic unit identified by device-addr.

System Action: Processing continues if another cryptographic unit is
available. Otherwise, processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Ensure that the host master key installed in
the cryptographic unit and the value supplied in the PARM field of
the EXEC statement are the same. If a cryptographic unit was not
available to continue processing, rerun the key generator utility
program. Notify the security administrator.

ICU0511 KEY USED TO CREATE DATA SET ddname AND

DEVICE device-addr KEY DO NOT MATCH

Explanation: The host master key installed in the cryptographic
unit, identified by device-addr, is not the same value as the host
master key whose variants were used to encipher entries on the

cryptographic key data set (CKDS), identified in the message by
ddname.

System Action: Processing continues if another cryptographic unit is
available. Otherwise, processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Ensure that the CKDS, defined by the
specified ddname, is the current version of the data set. If a
cryptographic unit was not available to continue processing, rerun
the key generator utility program. Notify the security administrator.

ICU0521 DATA SETS ddname-1 AND ddname-2 NOT

CREATED WITH SAME MASTER KEY

Explanation: The entries on the cryptographic key data set (CKDS),
identified in the message by ddname-1, were not enciphered under
the host master key variants that are stored on the master key
variant data set (MKDS), identified in the message by ddname-2.

System Action: Key generator utility processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: Ensure that the CKDS and MKDS that are
defined on the specified DD statements are the current versions of
the data sets. Rerun the key generator utility program. Notify the
security administrator.

ICU0531 USER SUPPLIED KEY AND KEY USED TO

CREATE ddname DO NOT MATCH

Explanation: The value supplied to the key generator as the old
host master key for a CHGM request) is not the value whose variants
were used to encipher the entries on the cryptographic key data set

ICU-4 VSI1 System Messages

(CKDS), identified in the message by ddname.
System Action: Key generator utility processing terminates.
Operator Response: Notify the system programmer.

Programmer Response: Ensure that the CKDS that is defined on the
specified DD statement is the current version of the data set. Ensure
that the value supplied to the key generator is the value that was in
the cryptographic unit just before the most recent change. Rerun

the key generator utility program. Notify the security administrator.

ICU0541 KEY VERIFICATION NOT EXECUTED. INVALID

INPUT.

Explanation: The code that indicates which of the key verification
tests is to be performed was invalid. The code did not indicate any
of the defined key verification tests.

System Action: The program that requested key verification (either
the key generator utility, START command processing, or MODIFY
command processing) terminates.

Operator Response: Notify the system programmer.

Programmer Response: Ensure that the program requesting key
verification passes a valid function indicator to the key verification
procedure. See OS/VSI Cryptographic Unit Support Program Logic
Manual for a description of the valid function indicators.

ICU0551 KEY VERIFICATION TEST FAILED DUE TO I/0

ERROR

Explanation: A cryptographic unit failed the key verification test
because of an I/0 error. This error can occur following the
invocation of the cryptographic unit access routine.

System Action: Processing continues with another cryptographic
unit if one is available. Otherwise, processing terminates.

Operator Response: Contact your IBM service representative. Notify
the security administrator.

Problem Determination: Table I, items 2, 18, 24.

ICU0611 CRYPTOGRAPHY FACILITY HAS BEEN

TERMINATED

Explanation: An operator STOP command has successfully
deactivated the Cryptographic Unit Support. All current sessions
and all new sessions will fail.

System Action: System processing continues.
Operator Response: None.

ICU0701 INTERNAL BUFFER BAD ON DEVICE device-addr

Explanation: The internal buffer of the cryptographic unit identified
by device-addr is not functioning properly.

System Action: Processing continues if at least one other
cryptographic unit is available. Otherwise, processing terminates.

Operator Response: Contact your IBM service representative. Notify
the security administrator.

Problem Determination: Table 1, items 2, 4, 24, 30.

ICU0711 I/0 PROCESSING FAILED ON DEVICE

device-addr

Explanation: The cryptographic unit, identified by device-addr, was
unable to process input/output data because of a hardware error.

System Action: Processing continues if another cryptographic unit is
available. Otherwise, processing terminates.

Operator Response: Contact your IBM service representative. Notify
the security administrator.

Problem Determination: Table I, items 2, 4, 24, 29.



1ICU0731 INTERNAL LINE BUFFER TEST UNABLE TO

GETMAIN STORAGE

Explanation: The test to determine if the internal buffer is
functioning properly could not be performed because the routine
could not obtain sufficient storage.

System Action: Processing continues if another cryptographic unit is
available. Otherwise, processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Ensure that sufficient storage is available in
subpool 252. Reissue the START command or rerun the key
generator utility program.

Problem Determination: Table I, items 2, 4.

ICUO0751 UNABLE TO{OPEN|CLOSE} DEVICE device-addr
Explanation: An error occurred while the key generator or the
cryptographic unit access method was attempting to open or close
the cryptographic unit identified by device-addr.

System Action: If the key generator detected the problem, the utility
program terminates. If the access method detected the problem and
there is another cryptographic unit available, processing continues.
Otherwise, the access method processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Verify that a DD statement defining the unit
has been included in the JCL. If the error was detected by the key
generator, rerun the utility program. Otherwise, reissue the START
command.

Problem Determination: Table I, items 2, 4.

ICU0761 DEVICE device-addr OFFLINE
Explanation: The cryptographic unit identified by device-addr is
offline.

System Action: If another cryptographic unit is available, processing
continues. Otherwise, processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Ensure that the cryptographic unit is
physically online and logically online (by means of a VARY
command) and that the cryptographic unit’s physical key is locked.
Then issue a MODIFY command to add this unit to the
configuration of cryptographic units, or issue a START command
after the Cryptographic Unit Support is stopped.

Problem Determination: Table I, items 2, 4, and 29.

ICU080I 1/0 INITIALIZATION UNABLE TO ESTABLISH

STAE CODE xxx

Explanation: The Cryptographic Unit Support 1/0 initialization
routine, invoked by the operator START command or the key
generator utility program, was unable to establish a recovery
environment. The return code from the STAE processing is specified
by xxx. See OS/VSI Planning and Use Guide for an explanation of
the return code.

System Action: The Cryptographic Unit Support initialization
routine terminates.

Operator Response: Notify the system programmer.

Programmer Response: If the code is 4, reissue the operator START
command or rerun the key generator utility program. For all other
codes, contact IBM for programming support. When the problem is
corrected, reissue START command or rerun the key generator.

Problem Determination: Table I, items 2, 4.
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ICU081I I/0 INITIALIZATION UNABLE TO GETMAIN

SP241 STORAGE

Explanation: The Cryptographic Unit Support /0 initialization
routine, invoked by the operator START command or the key
generator utility program, was unable to obtain sufficient storage
from subpool 241.

System Action: START command or key generator utility program
processing terminates.

Operator Response: Notify the system programmer.

Programmer Response: Ensure that sufficient storage is available in
subpool 241. Reissue the START command or rerun the key
generator utility program.

Problem Determination: Table 1, items 2, 4.

ICU08SI NO CRYPTOGRAPHIC UNITS AVAILABLE

Explanation: All cryptographic units failed with one of the
following errors:

¢ Key verification test failed.
e Internal buffer test failed.

¢ Sufficient storage to perform the internal buffer test could not be
obtained.

* The cryptographic unit could not be opened.
One or more messages that explain the error precede this message.

System Action: START command or key generator processing
terminates.

Operator Response: Notify the system programmer.

Programmer Response: Respond to the problem described by the
preceding message. If there is no preceding message, check the JCL
to ensure that at least one DD statement was included for a
cryptographic unit. Also, check the device name table (EDT) for a
unit control block (UCB) defining a cryptographic unit.

Problem Determination: Table I, items 2 and 4.

ICU1001 WEAK KEY SPECIFIED

Explanation: A weak clear key value was specified on a LOCAL,
LOCAL-GROUP, REMOTE, or CROSS control statement for the key
generator utility program. The control statement containing the
weak key precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Supply a new clear key value on the control
statement or remove the KEY parameter completely to let the key
generator utility program generate a clear key value. See “Security
Highlights and Requirements” in OS/VSI and OS/VS2 MVS
Cryptographic Unit Support: Installation and Reference Manual, for
a description of weak key values. Rerun the utility program,
specifying the CHGK function on the EXEC statement and providing
the corrected control statement as input.

ICU1002 INVALID VERB

Explanation: An invalid verb was specified on a control statement
for the key generator utility program. The control statement
containing the invalid verb precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Correct the verb on the control statement.
The valid verbs are LOCAL, LOCAL-GROUP, REMOTE, CROSS,
EXTRA-LOCAL, EXTRA-REMOTE, EXTRA-CROSS, REASGN, and
INSTDAT. The verb must be preceded and followed by a blank.
Rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement as input.

Cryptographic Unit Support Messages ICU-5
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ICU1003 SYNTAX ERROR IN KEY

Explanation: An invalid clear key value was specified on a LOCAL,
LOCAL-GROUP, REMOTE, or CROSS control statement for the key
generator utility program. The control statement containing the
invalid clear key value precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Supply a valid clear key value on the
control statement. A valid value consists of 16 hexadecimal digits.
(Valid hexadecimal digits are 0 through 9 and A through F.) Rerun
the key generator utility program, specifying the CHGK function on
the EXEC statement and providing the corrected control statement as
input.

ICU1004 SYNTAX ERROR IN LABEL

Explanation: An invalid label was specified on a LOCAL,
LOCAL-GROUP, REMOTE, REASGN, or CROSS control statement for
the key generator utility program. The control statement containing
the invalid label precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Supply a valid label on the control
statement. A valid label consists of 1 to 8 alphameric characters.
Valid alphameric characters are A through Z and 0 through 9.
Rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement as input.

ICU1005 INVALID OR REDUNDANT KEYWORD

SPECIFIED

Explanation: An invalid or redundant keyword parameter was
specified on a LOCAL, LOCAL-GROUP, REMOTE, REASGN, or
CROSS control statement for the key generator utility program. The
control statements containing the error precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Correct the invalid keyword parameter or
remove the redundant keyword parameter on the control statement.
Rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement.

ICU1006 INVALID VALUE SPECIFIED ON EXTRA

STATEMENT

Explanation: One of the following conditions was encountered on
an EXTRA-LOCAL, EXTRA-CROSS, or EXTRA-REMOTE control
statement for the key generator utility program:

e The first through fourth characters of the value for label-base
were not alphameric.

¢ The fifth through eighth characters of the value for label-base
were not numeric.

e An invalid number of additional keys was requested. The
control statement containing the error precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: If the alphameric portion of the label-base is
incorrect, supply a valid value on the control statement. A valid
value consists of 4 alphameric characters. Valid alphameric
characters are A through Z and 0 through 9.

Correct the numerical portion of the label-base and/or the number
of additional keys requested on the control statement. The sum of
these two values must not exceed 9999.
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Rerun the key generator utility program, specifying the CHGK
function on the EXEC statement and providing the corrected control
statement.

ICU1007 STATEMENT REJECTED BY INSTALLATION

EXIT

Explanation: A control statement was rejected by the key generator
utility program installation exit routine. The rejected control
statement precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Follow local procedures for errors detected
by the key generator utility program installation exit routine.
Correct the error and, if necessary, rerun the utility program.
Specify the CHGK function on the EXEC statement and provide the
corrected control statement.

ICU1008 REQUIRED PARAMETER INFORMATION

MISSING

Explanation: The key generator utility program found that the
value for the SETM, CHGM, or SEED parameter on the EXEC
statement is missing.

System Action: Key generator utility processing terminates.

Programmer Response: Supply the missing value in the PARM field
of the EXEC statement and rerun the key generator utility program.

Problem Determination: Table I, items 1, 13.

ICU1009 DUPLICATE LABEL; KEY NOT ADDED

Explanation: A user requested the key generator utility program to
add a label and its associated secondary key-encrypting key to the
cryptographic key data set (CKDS), but the specified label was
already defined in the CKDS. The rejected control statement
precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Assign a unique label to the key and rerun
the key generator utility program, specifying the CHGK function on
the EXEC statement and providing the corrected control statement.

ICU1010 LABEL NOT FOUND; NOT PROCESSED

Explanation: A user requested the key generator utility program to
update a secondary key-encrypting key or to delete a label and its
associated key from the cryptographic key data set (CKDS), but the
specified label was not defined in the CKDS. The rejected control
statement precedes this message.

System Action: Processing terminates for this control statement.
Processing continues for any other control statements.

Programmer Response: Supply the correct label and rerun the key
generator utility program, specifying the CHGK function on the
EXEC statement.

ICU1011 synad I/O error message from VSAM

Explanation: A physical 1/0 error occurred when the key generator
utility program attempted to access the SYSCKDS or SYSNCKDS
data set. The format and explanation of the accompanying VSAM
physical I/0 error message is given in OS/VS Virtual Storage Access
Method (VSAM) Programmer’s Guide.

System Action: Key generator utility processing terminates.

Programmer Response: See OS/VS Virtual Storage Access Method
(VSAM) Programmer’s Guide for the explanation of the
accompanying VSAM physical 1/0 error message. If the volume
caused the error, use a backup copy of the CKDS on a different
volume. (If you do not want to re-IPL the system, be sure the new



copy of the CKDS uses the same host master key as the old copy.) If
the device caused the error, move the volume containing the CKDS
to an alternate device.

Rerun the key generator utility program as follows. If the SETM or
CHGM function was requested and the host master key was not set
(message ICUO10I was not issued), rerun the entire job. Otherwise,
use this listing to determine which control statements were processed
successfully. Then rerun the utility program using the CHGK
function to process the remaining control statements.

Problem Determination: Table I, items 1, 13, 29.

ICU1012 PROCESSING TERMINATES DUE TO

INSTALLATION EXIT REQUEST

Explanation: The key generator utility program has terminated
because the installation exit routine requested termination. If the
problem occurred while the utility program was processing a change
to the host master key, the contents of the PARM field of the EXEC
statement precede this message. If the problem occurred while the
utility program was processing a SYSIN control statement, the
control statement precedes this message.

System Action: Key generator utility processing terminates.

Programmer Response: Follow local procedures.

ICU1013 PROCESSING ENDED DUE TO ESTAE OR STAE

RETURN CODE xxx

Explanation: The key generator utility program attempted to use
the STAE system service, but the error code xxx was returned. See
0S/VS1 Planning and Use Guide for an explanation of the return
code.

System Action: Key generator utility processing terminates. No
control statements are processed.

Programmer Response: If the return code is 04, rerun the key
generator utility program. For all other return codes, contact IBM
for programming support. When the problem is corrected, rerun the
utility program.

Problem Determination: Table 1, items 4, 7a, 13, 29.

ICU1014 SYSIN DATA SET EMPTY; NO PROCESSING

OCCURRED

Explanation: The CHGK function of the key generator utility
program was requested but no control statements could be found.

System Action: Key generator utility processing terminates.

Programmer Response: Add the desired control statements to the
SYSIN data set and rerun the key generator utility program.

ICU1015 UNABLE TO {OPEN | CLOSE } ddname [CODE rc|

Explanation: The key generator utility program was unable to open
or close the data set defined by the DD statement identified by
ddname.

If the data set is a VSAM data set (SYSCKDS or SYSNCKDS), the
VSAM return code rc is included to help identify the error. See
OS/VS Virtual Storage Access Method (VSAM) Programmer’s
Guide, for the explanation of the return code. This message is
accompanied by a VSAM error message that further identifies the
problem.

System Action: Key generator utility processing terminates.

Programmer Response: If the problem occurred while trying to open
a data set, check the JCL. Be sure the required DD statements were
included, that they have the correct ddnames, and that they define
the correct data sets. The following ddnames are valid: SYSCKDS,
SYSNCKDS, SYSIN, and SYSMKDS.

An open failure can also occur if the SYSCKDS or SYSNCKDS data
set was defined without the proper parameters. See “Defining
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Storage for the CKDS and the MKDS” in OS/VS1 and OS/VS2
MYVS Cryptographic Unit Support: Installation Reference Manual, for
instructions on using the Access Method Services DEFINE CLUSTER
command. If the message contains a VSAM return code, see OS/VS
Virtual Storage Access Method (VSAM) Programmer’s Guide for the
appropriate response to the return code and the VSAM section of
this manual for the explanation of the accompanying VSAM error
message.

Correct the problem and rerun the key generator utility program as
follows. If the SETM or CHGM function was requested and the host
master key was not set, (message ICU010I was not issued), rerun the
entire job. Otherwise, use this listing to determine which control
statements were processed successfully. Then rerun the utility
program using the CHGK function to process the remaining control
statements.

Problem Determination: Table I, items 1, 13, 29.

ICU1017 CRYPTOGRAPHY STARTED; INVALID KEY

GENERATOR REQUEST

Explanation: The key generator utility program was unable to
execute because the Cryptographic Unit Support was active.

System Action: Key generator utility processing terminates.

Programmer Response: When the Cryptographic Unit Support is
stopped and there are no other programs running in the system,
rerun the key generator utility program